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Abstract 
An encryption / decoder circuit based on the Pseudo-random Bit Stream Generator that used Number Sieve 

Circuit was implemented as a hardware circuitry on FPGA board of USB Connection. The implementing encryption 
/ decoder circuit succeeds in encrypting and transmitting image (video) data / reception of cryptogram on TCP/IP 
protocol network system and the decoding. The management method of the common key for the multihop 
communication is developed by using Bluetooth device. AApplication to the Ad-Hoc Network is examined by 
development of the routing protocol and the simulation experiment. 
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