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OVERVIEW 
 
This is a final report on survey of mobile government services on mobile phones in 10 different 
countries. The work involved selection of 10 most advanced countries in mGovernment globally, and 
examining around 5-6 advanced applications / services from each of these countries. The intention is 
to select 3 most advanced mGovernment services from each country. Initially a number of them have 
already been selected from a set of 60 candidate applications. This document presents details on first 
30 applications and services selected from suggested 60 candidate applications. 
 
The selection of the countries have been done based on some objective measures of IT readiness 
and also on subjective measures by the mGCI based on the years of experience. The first part of the 
report shows the selection of the countries.  
 
After 10 countries are selected, a number of candidate applications and services are examined in 
each of the countries. This report contains final selection of applications based on the following 
guidelines: 
 

� The services are available on the mobile phone, 
� The services are mostly targeted for the general use either for all citizens or some significant 

group of people such as elderly, students or people with certain needs, 
� The services require some form of authentication such as digital e or m Signatures and 

certificates. 
 
Following these guidelines report presents a set of applications from the following countries: Turkey 
(5 services), UK (3) Estonia (6), Netherlands (2), Hungary (3), Malta (3), Sweden (2), Finland (2), 
Austria (3) and Germany (1). The report contains a total of 30 such services. 
 
Most of the information contained in the tables is provided directly from professionals who are either 
member of the mGCI or actively involved in mGov services and their development in respective 
countries. We acknowledge their valuable contributions and support. 
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SELECTION OF 
THE 10 ADVANCED COUNTRIES  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
The project started with identification of around 30 countries from all around the world, where mobile 
government already has some level advancement and / or mGCI has strong links in order to be able 
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to collect data easily. Each of these countries are examined based on some objective measures such 
as the level of mobile penetration, Network Readiness Index and UN eGovernment Development 
Index, and also some measures based on expertise at the mGCI such as government support for 
mGovernment work and status of mGovernment in a given country. 
 
The table below shows how the data is gathered for the objective measures. Apart from the level of 
mobile penetration two indicators were important in assessing the level development of mobile 
technologies and government services offered via mobile phones in a given country. One of these is 
Network readiness ranking, which a generally acceptable measure of “propensity for countries to 
exploit the opportunities offered by information and communications technology” (from Wikipedia). 
The other measure is UN’s eGovernment development index. This index has three components 
measuring:  
 

1. Availability and range of online eGovernment services 
2. How developed is the telecom infrastructure, and 
3. The level of human capital showing the capabilities of the members of the population. 

 
 

Objective Measures for Selection of Advanced Countries 

Penetration 
Data 

Mostly 2008 data (ITU, 
2009) 

2007 data for Singapore, 
Korea, Australia, India  

Population  
(in Millions) 

CIA world Factbook 
(2009 estimates)   

Network 
Readiness 
Index 
(Rankings 
2008-2009) 

“The World Economic Forum's Networked Readiness Index (NRI) ... 
It is published annually. The NRI seeks to better comprehend the 
impact of ICT on the competitiveness of nations. The NRI is a 
composite of three components: the environment for ICT offered by 
a given country or community, the readiness of the community’s key 
stakeholders (individuals, businesses, and governments) to use ICT, 
and finally the usage of ICT amongst these stakeholder” (from 
Wikipedia) 

UN eGOv 
Development 
Index 

Online service 
component 

Telecommunication 
infrastructure component 

Human capital 
component 

 
 
Mobile Government Consortium (mGCI) has an extensive knowledge of mobile services in the world. 
Over the past 7 years mGCI have been in touch with the project leaders and other active 
organisations in mobile government as well as a large network of pressionals in the area as members 
of the mGCI. This interaction enabled mGCI to be one of the world leaders in the mGovernment field 
with an accmmulated expertise on the developments in mGov field. Based on the expertise exisiting 
in mGCI two otehr measures are assigned to each of the countries. One of the measures show the 
degree of government support for the developments of mobile government services in a country and 
the other one reflects a mesure of status of mgovernment devlopemnts in a country so far. 
 
The table below shows the ranking of the countries based on the status of mgov and the degree of 
government support for mGov services in a given country. 
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The ranking of countries based on objective measures and expert opinion 

Country 
Populatio
n    (in 
Millions) 

mPenetration 
(per hunderd) 

Network 
Readiness 

UN eGOv 
Development 
Index 

Government 
Support  

Status of 
M-
Governmen
t  

Selection 

Korea 48.5 90.2 5.37 0.8785 9 8 * 

Singapore 4.6 133.5 5.67 0.7476 9 9 * 

UK 61.1 123 5.27 0.8147 8 9 * 

Holland 16.7 121 5.48 0.8097 n/a n/a * 

Denmark 5.5 122 5.85 0.7872 7 7 * 

Sweden 9 119 5.84 0.7474 7 8 * 

Deutschla
nd 82.3 130 5.17 0.7309 7 6 * 

Finland 5.2 131 5.53 0.6967 7 7 * 

Estonia 1.3 187 5.19 0.6965 8 9 * 

Austria 8.2 132 5.22 0.6679 7 7 * 

Hungary 9.9 120.5 4.28 0.6315 8 8 * 

Malta 0.4 96 4.79 0.6129 3 8 * 

Turkey 76.8 95 3.91 0.4780 3 5 * 

Australia 21.2 102 5.29 0.7863 6 6   

Spain 40.5 117 4.5 0.7516 6 7   

France 64 96 5.17 0.7510 n/a 4   

Belgium 10.4 116 5.02 0.7225 n/a n/a   

Switzerland 7.6 118 5.58 0.7136 n/a n/a   

Ireland 4.2 120 5.03 0.6866 6 7   

Luxembourg 0.49 142 5.1 0.6672 n/a n/a   

Lithuania 3.5 155 4.4 0.6295 5 4   

Italy 58.1 155 4.16 0.5800 3 3   

Poland 38.4 117.5 3.8 0.5582 6 n/a   

Brasil 198.7 90.55 3.94 0.5006 4 3   

Peru 29.5 82 3.47 0.4923 3 2   

Costa Rica 4.2 48 3.99 0.4749 3 2   

China 1338 41.2 4.15 0.4700 6 n/a   

Egypt 78.8 48 3.76 0.4518 n/a n/a   

S. Africa 49 92 4.07 0.4306 6 n/a   

India 1156 20 4.03 0.3567 6 6   

Ghana 23.8 48 3.25 0.2754 3 2   
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The Selection and the Rationale: 
 
Given the rakings above, the countries shown below are considered to be top countries that have a 
high level mobile services offered to the ctizens. The table shows particular reasons (and also notes 
about the state of mGovernment) for selection. However, major resons that apply to all is related to 
their success in mGov, and in general in mobile and ICT developments. Also included is our expert 
judgement that we can find good samples. 
 
 
 

The countries Selected 
Country Reason for Selection 

Korea not Done by mGCI 

Singapore not Done by mGCI 

UK wide usage, mostly local 

Holland recent efforts, little sample 

Denmark good health applications, little 
sample 

Sweden Early Initiator 

Deutschland good samples, mostly local 

Finland good samples, mostly local 

Estonia recent, wide usage 

Austria interesting eSignature 
experience 

Hungary Recent, fast developing 

Malta Early Initiator 

Turkey innovative in m-signature 
 
 
 
For each of these countries around 5 or 6 candidate services are selected. And based on further 
examination, especially in terms of degree of level of advancement and also whether the services 
utilise a mobile phone based authentication or not, resulted in selection of around 3 applications or 
services from each country. The reminder of the report presents further details on each of these 
selected services from the countries chosen. 
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The Reminder of the report contains description of mobile government services selected from each of 
the countries selected. The selection, in general, is made according to how the services are used via 
mobile phones and whether they require an authentication, digital (mobile) signature or certificates.  
 
Some of the countries have more examples of the required services fitting the criteria at hand and 
therefore are presented with more examples of services. The table below shows the selected 
countries and the number of services presented in the report. 
 
 

Countries and 
Selected Applications 
Estonia 6 

Turkey 5 

UK 3 

Malta 3 

Hungary 3 

Austria 3 

Sweden 2 

Holland 2 

Finland 2 

Deutschland 1 
 
 
For each of the services, 5 essential groups of information are sought: 
 

1. General information about the service, its description, purposes and motivation. 
2. The ownership of the service: who provides the services and the role of government. 
3. Technical information on the services, especially in terms of authentication, mobile services or 

certificates being used, if any. 
4. The evaluation of the services in terms of their benefit to the citizens and the government 

organisations. 
5. An evaluation of the user reaction / adoption. 

 
Mobile government services and applications are recently being developed and the area is still very 
young. There are many mGovernment services all around the world but this project has certain 
constraint in the selection in terms of authentication and use on the mobile phone. This restricts 
significantly the type of services to be examined in this project. Moreover, these types of advanced 
services are relatively new and collecting information especially on user reactions and evaluation is 
significantly difficult. Therefore, the information presented may yet need to be completed by a further 
study. 
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TURKEY  Service 1:  mGov Portal 
 

Mobile Government Service 1:  mGov Portal TURKEY 

Service Name and Brief Description: 
Mobile Government Portal: This portal gathers 
some mobile services provided by the 
government in a secure environment  

Is it available on the mobile phone?  Yes 

Service Start Date (future date if planned)? Oct 2009 

Is there a fee for the service? No 
Any revenues for government from it? No 
Target citizens for the service (please state if any 
restrictions on groups, sex, age etc)? All 

The reason / motivation for developing this 
service? What is the impact? All services provided in a portal, easy to use 

Who is The Operator?  
Which Government Organization(s)? - 
Mobile Operator or a Private Company? Aradiom 
How is the government involved (its role) in 
operations? n/a 

Technical Info?  
Communication means (i.e. Mobile Network or a 
form of local connection etc)? GPRS 

Type or Nature of Authentication Information (i.e. 
password, National ID, Operator ID etc)? None 

Use of digital certificate / signature? n/a 
Use of local mobile function (i.e Contactless / NFC 
/ QR code / IR)? n/a 

Does the service require or depend on any Pre-
requisite operations (i.e. pre-loading e or 
mSignature / eID on the Phone)? 

mSignature preferred 

Evaluation 1 (very negative)                   5 (very positive) 

Benefits to citizen  5 

Benefits to the Government (organisation)  5 

Ease of application development - 

How advanced is the service technically? 1 (general technology)      5 (advanced 
technology i.e PKI, NFC, GPS) 

1 
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? 30% 
Proportion of the target citizens using this service 
(estimate if service not started yet) 1% 

The frequency of use by citizens ?  3 
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TURKEY Service 2: e/m Customs 
 
Mobile Government Service 2: TURKEY 

Service Name and Brief Description: 

Even though customs declarations have been processed 
electronically, it was obligatory to submit customs 
declarations with wet signature to customs administration 
due to some deficiencies in legislative arrangements. That 
was a major cause of slow business processes and an 
obstructive factor for transition to paperless environment. 
New Customs Law and Regulations which entered into 
force in October 2009 removes the obligation to submit 
customs declarations with wet signature if it has electronic 
signature. 
 
It is planned to introduce paperless customs procedures 
by April 2010. 
 
The relevant technical studies were completed in 2008; 
and e-signature and m-signature applications were 
initiated at Turkish Customs Administration. 
 
Trader carries out customs procedures by means of 
electronic signature supplied from service providers and 
mobile signature certificates supplied from GSM operators.  
 
The system is available for both infrastructures. 

Is it available on the mobile phone?  It is used to generate mobile signature on document.  
Service Start Date (future date if 
planned)? 2008 

Is there a fee for the service? Message is charged by GSM Operator. 
Any revenues for government from it? No. 
Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

- 

The reason / motivation for developing 
this service? What is the impact? 

Considering that very large customs declarations are 
processed annually and at least two copies of each 
declaration is prepared for number of goods, this 
application leads to crucial decrease in cost of foreign 
trade transactions. 
Moreover, the business processes will be simplified and 
accelerated with the introduction of paperless customs 
procedures at Turkish Customs Administration. 

Who is The Operator?  
Which Government Organization(s)? Customs Undersecretariat- TURKEY 
Mobile Operator or a Private Company? Turkcell, Avea 
How is the government involved (its 
role) in operations? - 
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TURKEY Service 2: e/m Customs Continued .. 
 
Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

National ID 

Use of digital certificate / signature? Signature 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? - 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

Having BİLGE (Electronic Customs  Clearance System) 
User Code and Mobile Signature certificate  

Evaluation 1 (very negative)                                                           
5 (very positive) 

Benefits to citizen  1               2              3            4           5 
Benefits to the Government 
(organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

1               2              3            4        5 
State any Success or Failure Factors?  

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? 

(50-100%) 

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

(25-50%) 

The frequency of use by citizens ?  Few times a: day 
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TURKEY Service 3: Mobile Signature 
 

Mobile Government Service 3: TURKEY 

Service Name and Brief Description: 
Mobile signature that is being used in private and 
public sector applications and services, especially 
important for the new mGov portal launched. 

Is it available on the mobile phone?  yes 

Service Start Date (future date if planned)? 2007, mGOv based mSIgnature launched in 2009 

Is there a fee for the service?  Initially 
Any revenues for government from it? n/a 
Target citizens for the service (please state 
if any restrictions on groups, sex, age etc)? all 

The reason / motivation for developing this 
service? What is the impact? n/a 

Who is The Operator?  
Which Government Organization(s)?  
Mobile Operator or a Private Company? TURKCELL, AVEA 
How is the government involved (its role) 
in operations? It uses in its government interactions 

Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

Initially national ID and then password 

Use of digital certificate / signature? yes 
Use of local mobile function (i.e Contactless 
/ NFC / QR code / IR)? n/a 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e 
or mSignature / eID on the Phone)? 

Change of SIM 

Evaluation 1 (very negative)                                5 (very 
positive) 

Benefits to citizen  1               2              3            4           5 

Benefits to the Government (organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 

How advanced is the service technically? 
 

1 (general technology) 5 (advanced technology i.e PKI, 
NFC, GPS) 

1               2              3            4           5 
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? (1-10%) 
Proportion of the target citizens using this 
service (estimate if service not started yet)  (<1%)    

The frequency of use by citizens ?  Few times a (day) 
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TURKEY Service 4: Mobile Health 
 
Mobile Government Service 4: TURKEY 

Service Name and Brief Description: Mobile Health Realted services using 3G is planned by 
TURKCELL and AVEA 

Is it available on the mobile phone?  Yes 

Service Start Date (future date if planned)? Planned for 2011 and onwards 

Is there a fee for the service?  n/a 
Any revenues for government from it? n/a 
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? All 

The reason / motivation for developing this 
service? What is the impact? Use of 3G for health applications and services 

Who is The Operator?  
Which Government Organization(s)? Ministry of Health 
Mobile Operator or a Private Company? TURKCELL, AVEA 
How is the government involved (its role) in 
operations? Facilitator 

Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

Possibly mSignature, eID (national Id) 

Use of digital certificate / signature? Possible 
Use of local mobile function (i.e Contactless 
/ NFC / QR code / IR)? n/a 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e or 
mSignature / eID on the Phone)? 

n/a 

Evaluation 1 (very negative)                                                      
5 (very positive) 

Benefits to citizen  1               2              3            4           5 

Benefits to the Government (organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 

How advanced is the service technically? 
 

1 (general technology)       5 (advanced technology 
i.e PKI, NFC, GPS) 

1               2              3            4           5 
State any Success or Failure Factors?  

Target Citizen / User Reaction?  

Proportion of citizens knowing the service?  n/a 

Proportion of the target citizens using this 
service (estimate if service not started yet) 

10-25%)  

The frequency of use by citizens ?  Few times a:  (day)  
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TURKEY Service 5: Forrestry Fire Alert 
 

Mobile Government Service 5: TURKEY 

Service Name and Brief Description: 
Forrest Fires Management  System :  
Forestry Directorate's fire recognition systems uses 
mobile phones to send alerts to the responsible units 

Is it available on the mobile phone?  Yes 

Service Start Date (future date if planned)? 2007 

Is there a fee for the service?  No 
Any revenues for government from it? Yes, decreasing expenses incurred for forest wildfire  
Target citizens for the service (please state 
if any restrictions on groups, sex, age etc)? Yes, only staff of General Directorate of Forestry 

The reason / motivation for developing this 
service? What is the impact? For prevention of forest wildfire 

Who is The Operator?  
Which Government Organization(s)? Forestry Directorate 
Mobile Operator or a Private Company? Turkcell 
How is the government involved (its role) 
in operations? - 

Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Mobile Network  

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

By password 

Use of digital certificate / signature? No 
Use of local mobile function (i.e. 
Contactless / NFC / QR code / IR)? No 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e 
or mSignature / eID on the Phone)? 

No 

Evaluation 1 (very negative)                           5 (very positive) 

Benefits to citizen  1               2              3            4           5 

Benefits to the Government (organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 

How advanced is the service technically? 
 

1 (general technology)       5 (advanced technology i.e. 
PKI, NFC, GPS) 

1               2              3            4           5 
State any Success or Failure Factors? n/a  

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? (10-25%) 
Proportion of the target citizens using this 
service (estimate if service not started yet)  (50-100%) 

The frequency of use by citizens?  Few times a:  day 
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UK Service 1: mGov Portal 

 
 

Mobile Government Service 1:  mGov Direct UK 

Service Name and Brief Description: 
GovDirect: mGov Portal is a collection of 
mobile services provided by the UK 
government 

Is it available on the mobile phone?  Yes 

Service Start Date (future date if planned)? n/a 

Is there a fee for the service? No 
Any revenues for government from it? No 
Target citizens for the service (please state if any 
restrictions on groups, sex, age etc)? All 

The reason / motivation for developing this 
service? What is the impact? 

All services provided in a one stop web page 
accessed via mobile phones 

Who is The Operator?  
Which Government Organization(s)? Central Government 
Mobile Operator or a Private Company? n/a 
How is the government involved (its role) in 
operations? n/a 

Technical Info?  
Communication means (i.e. Mobile Network or a 
form of local connection etc)? Mobile Network 

Type or Nature of Authentication Information (i.e. 
password, National ID, Operator ID etc)? preregistration via SMS 

Use of digital certificate / signature? n/a 
Use of local mobile function (i.e Contactless / NFC 
/ QR code / IR)? n/a 

Does the service require or depend on any Pre-
requisite operations (i.e. pre-loading e or 
mSignature / eID on the Phone)? 

- 

Evaluation 1 (very negative)                   5 (very positive) 

Benefits to citizen  4 

Benefits to the Government (organisation)  4 

Ease of application development 3 

How advanced is the service technically? 1 (general technology)      5 (advanced 
technology i.e PKI, NFC, GPS) 

3 
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? n/a 
Proportion of the target citizens using this service 
(estimate if service not started yet) n/a 
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UK Service 2: mHealth 
 

Mobile Government Service 1:  
mHealth UK 

Service Name and Brief Description: 

The service will offer medication support for people 
with epilepsy with the option of alerts for carers, as 
well as helping them monitor their overall condition 
through a web based patient diary. 

Is it available on the mobile phone?  Yes 

Service Start Date (future date if planned)? n/a (seems to be a planned service) 

Is there a fee for the service? No 
Any revenues for government from it? No 
Target citizens for the service (please state 
if any restrictions on groups, sex, age etc)? Patients and Carers of the particular hospital 

The reason / motivation for developing this 
service? What is the impact? - 

Who is The Operator?  
Which Government Organization(s)? The National Hospital for Neurology and Neurosurgery 
Mobile Operator or a Private Company? n/a 
How is the government involved (its role) 
in operations? n/a 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

Pre-registration  

Use of digital certificate / signature? Possible 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? Possible 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e 
or mSignature / eID on the Phone)? 

n/a 

Evaluation 1 (very negative)                   5 (very positive) 

Benefits to citizen  4 

Benefits to the Government (organisation)  3 

Ease of application development 4 

How advanced is the service technically? 1 (general technology)      5 (advanced technology i.e PKI, 
NFC, GPS) 

4 
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? n/a 
Proportion of the target citizens using this 
service (estimate if service not started yet) n/a 
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UK Service 3: mTicket 
 
Mobile Government Service 3:   
mTicketing 
 

UK 

Service Name and Brief Description: integrated tickets could be carried on mobile phones, 
allowing online links to live travel information 

Is it available on the mobile phone?  Yes 

Service Start Date (future date if planned)? planned(pilot seems to have been done in2009) 
Is there a fee for the service? No 
Any revenues for government from it? Possible 
Target citizens for the service (please state 
if any restrictions on groups, sex, age etc)? Travellers in London, primarily 

The reason / motivation for developing this 
service? What is the impact? - 

Who is The Operator?  

Which Government Organization(s)? The Department for Transport  
 

Mobile Operator or a Private Company? n/a 
How is the government involved (its role) in 
operations? Service owner 

Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

Pre-registration and subscription based certification 
(in the future mID may be possible)  

Use of digital certificate / signature? Possible 
Use of local mobile function (i.e Contactless 
/ NFC / QR code / IR)? Possible 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e 
or mSignature / eID on the Phone)? 

yes 

Evaluation 1 (very negative)                   5 (very positive) 

Benefits to citizen  4 

Benefits to the Government (organisation)  4 

Ease of application development 4 

How advanced is the service technically? 1 (general technology)      5 (advanced technology i.e PKI, 
NFC, GPS) 

4 
State any Success or Failure Factors? n/a 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? n/a 
Proportion of the target citizens using this 
service (estimate if service not started yet) n/a 
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ESTONIA Service 1: mTeacher 
 

Mobile Service Name: M-teacher  ESTONIA 

Brief description of the service:  

Main idea of this project is that teachers can send 
informative SMS to the parents. The objective is to 
improve communication between parents and 
teacher.   

Service Start Date?  January 2005  
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? 

Parents (whose children are going to the school of 
Tartu) 

Is there a fee for the service?  The service is funded by The Tartu City 
Government – there is no fee for the parent. 

Any revenues for government from the service?  

No direct revenue, yet the main benefit is for the 
teacher - 
as the service will cut the cost of the telephone bill 
(the cost of SMS vs the cost of voice is lower)   

Operator   
Government (organisation)?  Tartu City Government and the schools of Tartu  
Mobile Operator or Other Private Company?  Mobi Solutions Ltd 
Public Private Partnership (PPT)?  Tartu City Government - Mobi Solutions Ltd  
How is the government involved (its role) in 
operations? 

Government is responsible for the funding of the 
service.  

Technical   
Communication means (i.e. Mobile Network or a 
form of local connection etc)? Web-based simple SMS-sending application  

Type of Authentication Information (password, 
National ID, Operator ID etc)? 

Teacher needs an account with a password to get 
access to the SMS-sending application 

Use of digital certificate / signature?  No (although Mobi is developing a new application  
that  requires digital certificate) 

Use of local mobile function (i.e Contactless / 
NFC / QR  code /  IR)  No 

Pre-requisite for the service use (i.e. pre-loading 
e or mSignature / eID on the Phone)? No 

Evaluation 1 (very negative)           5 (very postive) 
Benefits to citizen  5 
Benefits to the Government (organisation)  5 
Ease of application development 5 

How advanced is the service technically? 
 

1 (general technology)     5 (advanced technology i.e PKI, 
NFC, GPS) 
 2          

Target Citizen / User Reaction   
Proportion of citizens knowing the service.   (50-100%) 
Proportion of the target citizens using this 
service   (50-100% parents from Tartu schools) 

The frequency of use by citizens ?  
Few times a: ( month)      
Teachers send an informative SMS to  the parents 
accordingly to their need. 
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ESTONIA Service 2: mNeighbourhood 
 
Mobile Service Name:  mNeighbourhood  ESTONIA 

Brief description of the service:  

M-neighbourhoodwatch means that active citizens of 
Tartu are asked for help via mobile phone SMS. 
Workers at the control station of Lõuna Police 
Prefecture have a special application for sending 
messages through the internet to the target group. If 
necessary, they quickly send  SMS and that move 
gives police lots of extra eyes in their use.  

Service Start Date?  January 2005 
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)?  Citizens of Tartu 

Is there a fee for the service?  No fee 

Any revenues for government from the 
service?  

No direct revenue, yet the co-operation  with active 
participants 
will enhance the level of safety and the well-being of 
the citizens 

Operator   
Government (organisation)? Lõuna Police Prefecture (Tartu) 

Mobile Operator or Other Private Company? Mobi Solutions Ltd, participants  (taxi, bus and safety 
companies) of the m-neighbourhood project 

Public Private Partnership (PPT)? Tartu City Government/Lõuna Police Prefecture - Mobi 
Solutions Ltd  

How is the government involved (its role) in 
operations? 

Service has been developed and implemented by Mobi 
Solutions at the request of Tartu municipality.  Lõuna 
Police Prefecture sends SMSes to citizens and 
companies involved with m- neighbourhoodwatch. 

Technical   
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Web-based simple SMS-sending application 

Type of Authentication Information 
(password, National ID, Operator ID etc)? 

Workers at the control station of Lõuna Police 
Prefecture  need an account with a password to get 
access to the SMS-sending application 

Use of digital certificate / signature?  No (although Mobi is developing a new application  
that  requires digital certificate) 

Use of local mobile function (i.e Contactless / 
NFC / QR  code /  IR)  No 

Pre-requisite for the service use (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

No 

Evaluation 1 (very negative)           5 (very postive) 

Benefits to citizen  
5 (the life of citizens will go easier and also the 
circulation  of information via  mobile services will 
enhance the level of safety)  

Benefits to the Government (organisation)  5 
Ease of application development 5 

How advanced is the service technically? 
 

1 (general technology) 5 (advanced technology i.e PKI, 
NFC, GPS) 
        2          
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ESTONIA Service 2: Continued .. 
 
Target Citizen / User Reaction   
Proportion of citizens knowing the service.   5 (50-100%) 
Proportion of the target citizens using this 
service    5 (50-100%) 

The frequency of use by citizens ?  Few times a:  month)       

State any Success or Failure Factors? 

 Fast service: It takes 1-2 minutes to send an SMS (it 
would take at least 10 minutes to make a call to all the 
institutions –  within 10 minutes the condition of the 
missing person can change or the stolen car can  
already be  taken to parts). 
Possibility to send information to many groups at a time: 
Workers at the control station of Lõuna Police Prefecture 
have a special application for sending messages through 
the internet to the target group.  
The message is received irrespective of the location or 
time. 

Background   

The reason why government  developed  
this service? What is the impact? 

 The service was developed with and implemented by 
Mobi Solutions at the request of Tartu municipality. The 
idea was that the co-operation with  taxi- and bus 
drivers who are  actively operating in several parts of 
the city, will help the work of the police. 
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ESTONIA Service 3: Mobile Signature 
 
Mobile Government Service 3: 
Mobile Signature: ESTONIA 

Service Name and Brief Description: 

This service allows accessing Internet banking services 
without entering eBanking codes. In order to authenticate 
oneself securely with the mobile-ID, the user will click on 
a dedicated button in the web environment, after which 
his mobile phone will ask him to enter his authentication 
PIN. Once this operation completed, authentication is 
performed. The same process applies to the signing of 
digital documents. 
 
Digital signing with the mobile-ID has the same legal 
value as that of the eID card.  When using the mobile-ID, 
no separate eID card and card reader is needed, as the 
phone itself already performs both functions.   
 

Is it available on the mobile phone?  yes 
Service Start Date (future date if 
planned)? 2007 

Is there a fee for the service?  n/a 
Any revenues for government from it? n/a 
Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

all 

The reason / motivation for developing 
this service? What is the impact? Convenience for ecommerce and government interactions 

Who is The Operator?  
Which Government Organization(s)? all 

Mobile Operator or a Private Company? EMT launched, in co-operation with several banks and the 
Certification Authority AS Sertifitseerimiskeskus. 

How is the government involved (its 
role) in operations? n/a 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

national on the phone SIM 

Use of digital certificate / signature? yes 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? n/a 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

eID on the phone 
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Estonia Service 3: Continued … 
 

Evaluation 1 (very negative)  
5 (very positive) 

Benefits to citizen  4 
Benefits to the Government 
(organisation)  4            

Ease of application development 3             
How advanced is the service 
technically? 
 

1 (general technology) 5 (advanced technology -PKI,NFC, GPS) 
4            

State any Success or Failure Factors? n/a 

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a  

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a  

The frequency of use by citizens ?  n/a  
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ESTONIA Service 4: Mobile Voting 
 
 
Mobile Service Name: M-Voting  ESTONIA 
Brief description of the service:  Voting for elections using mobile phones   
Service Start Date?  Planned  
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? All citizens 

Is there a fee for the service?  No 

Any revenues for government from the service?  No   
Operator   
Government (organisation)? Central 
Mobile Operator or Other Private Company?  Mobile Operator provides infrastructure 
Public Private Partnership (PPT)?   n/a 
How is the government involved (its role) in 
operations? Government owned operation 

Technical   
Communication means (i.e. Mobile Network or a 
form of local connection etc)? Mobile Network 

Type of Authentication Information (password, 
National ID, Operator ID etc)? mID 

Use of digital certificate / signature?  Yes 
Use of local mobile function (i.e Contactless / 
NFC / QR  code /  IR)  n/a 

Pre-requisite for the service use (i.e. pre-loading 
e or mSignature / eID on the Phone)? No 

Evaluation 1 (very negative)           5 (very postive) 
Benefits to citizen  medium 
Benefits to the Government (organisation)  high 
Ease of application development low 

How advanced is the service technically? 
 

1 (general technology)   5 (advanced technology i.e PKI, NFC, 
GPS) 
 4        

Target Citizen / User Reaction   
Proportion of citizens knowing the service.  n/a 
Proportion of the target citizens using this 
service  n/a 

The frequency of use by citizens ?   Once a year 
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ESTONIA Service 5: Tax and Customs Related 
 
Mobile Service Name: Tax and Customs 
Related  ESTONIA 

Brief description of the service:  
Certain Services related to customs and tax. These 
are often in the form of SMS but all require a 
strong authentication. 

Service Start Date? n/a 
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? All tax paying citizens and import - export traders 

Is there a fee for the service?  No 

Any revenues for government from the service?  No   
Operator   
Government (organisation)? eTax Board 
Mobile Operator or Other Private Company? Mobile Operator provides infrastructure 
Public Private Partnership (PPT)? n/a 
How is the government involved (its role) in 
operations? Government owned operation 

Technical   
Communication means (i.e. Mobile Network or a 
form of local connection etc)? Mobile Network 

Type of Authentication Information (password, 
National ID, Operator ID etc)? mID 

Use of digital certificate / signature?  Yes 
Use of local mobile function (i.e Contactless / 
NFC / QR  code /  IR)  n/a 

Pre-requisite for the service use (i.e. pre-loading 
e or mSignature / eID on the Phone)? No 

Evaluation 1 (very negative)           5 (very postive) 
Benefits to citizen  high 
Benefits to the Government (organisation)  high 
Ease of application development medium 

How advanced is the service technically? 
 

1 (general technology)   5 (advanced technology i.e PKI, NFC, 
GPS) 
 3        

Target Citizen / User Reaction   
Proportion of citizens knowing the service.  n/a 
Proportion of the target citizens using this 
service  n/a 

The frequency of use by citizens ?  Few times a:  month      
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ESTONIA Service 6: m-Services Portal 
 
Mobile Service Name: m-Services  ESTONIA 

Brief description of the service:  

Estonian Citizen Portal can be used by mID. At the 
citizen Portal, a number of notification services are  
provided to the citizens after they sign up with 
their electronic and mID to the portal. 

Service Start Date? n/a 
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? All citizens  

Is there a fee for the service?  No 

Any revenues for government from the service?  No   
Operator   
Government (organisation)? Central Government 
Mobile Operator or Other Private Company? Mobile Operator provides infrastructure 
Public Private Partnership (PPT)? Possible for some services 
How is the government involved (its role) in 
operations? Mostly government operation 

Technical   
Communication means (i.e. Mobile Network or a 
form of local connection etc)? Mobile Network 

Type of Authentication Information (password, 
National ID, Operator ID etc)? mID, among other forms depending on services 

Use of digital certificate / signature?  Yes 
Use of local mobile function (i.e Contactless / 
NFC / QR  code /  IR)  Some services may require 

Pre-requisite for the service use (i.e. pre-loading 
e or mSignature / eID on the Phone)? Some services may require 

Evaluation 1 (very negative)           5 (very postive) 
Benefits to citizen  medium 
Benefits to the Government (organisation)  medium 
Ease of application development medium 

How advanced is the service technically? 
 

1 (general technology)   5 (advanced technology i.e PKI, NFC, 
GPS) 
 3        

Target Citizen / User Reaction   
Proportion of citizens knowing the service.  n/a 
Proportion of the target citizens using this 
service  n/a 

The frequency of use by citizens ?  Few times a month      
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NETHERLANDS Service 1: SMS Alerts On Safety 

 
mGovernment Service 1: SMS Alert Netherlands 

Service Name and Brief Description: 

SMS Alert, an SMS service in which the local police 
offer information to citizens concerning safety 
issues in their neighbourhood. Examples are a 
heightened risk of burglaries, or children that have 
gone missing. 

Is it available on the mobile phone?  Yes. 

Service Start Date (future date if planned)? Pilot in 2004,  

Is there a fee for the service? 
No, only a one-time initial setup fee may be 
charged by the mobile operator. 

Any revenues for government from it? No. 

Target citizens for the service (please state 
if any restrictions on groups, sex, age etc)? 

No, although everyone who signs up for the 
service must supply a postal code and a house 
number, on top of the code of the relevant police 
district of which one would like to receive alerts. 

The reason / motivation for developing this 
service? What is the impact? 

Better informing citizens about relevant security 
issues in their neighbourhood, and actively 
soliciting the help of citizens in combating crime. 

Who is The Operator?  
Which Government Organization(s)? Police 

Mobile Operator or a Private Company? 
The police operate the service, using public mobile 
networks for communications. 

How is the government involved (its role) in 
operations? The police run the operation. 
Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Mobile network. 
Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

After initial registering for the service, it is a one-
way communication, with the police sending 
messages and updates to the registered users. 

Use of digital certificate / signature? No. 
Use of local mobile function (i.e Contactless 
/ NFC / QR code / IR)? No. 
Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e 
or mSignature / eID on the Phone)? Registering for the service. 

Evaluation 1 (very negative)                5 (very positive) 

Benefits to citizen  4            

Benefits to the Government (organisation)  5 

Ease of application development 4           
How advanced is the service technically? 
 2               

State any Success or Failure Factors? 
Easy of setup and relevance of messages are 

probably success factors. 
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Netherlands Service 1: Continued … 
 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? n/a 
Proportion of the target citizens using this 
service (estimate if service not started yet) n/a 

The frequency of use by citizens ?  Few times a week 
Contact Details of Service 
Developer(s)? 

Through the website underneath, it should be 
possible to find the service developers. 

Pointers to further info or references: 

 http://www.politie.nl/midden-en_west-
brabant/nieuws/100129smsalertsuccesvolopsporin
gsmiddelinpolitieregiomwbrabant.asp 
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NETHERLANDS Service 2: AMBER Alert 

 
Mobile  Government Service 2: Netherlands 

Service Name and Brief Description: 

AMBER Alert - A national warning system through which 
the police can warn everyone in the country when a child 
has been abducted or has gone missing and serious 
concerns exist about the life and health of the child. 
 
This information (and much more) can be found on the 
FAQ page (mostly in English): 
http://www.amberalertnederland.nl/Faq.aspx?lang=en 

Is it available on the mobile phone?  Yes. AMBER Alerts on your mobile phone or PDA 
Service Start Date (future date if 
planned)? 11/11/2008 - The Hague, The Netherlands  

Is there a fee for the service?  No, only a one-time initial setup fee may be charged by 
the mobile operator. 

Any revenues for government from it? No. 

Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

No, although everyone who signs up for the service is 
asked to supply a postal code (not compulsory). In the 
future, these postal codes may be used to issue AMBER 
Alert regionally. 

The reason / motivation for developing 
this service? What is the impact? Finding missing and/or abducted children. 

Who is The Operator?  

Which Government Organization(s)? 
The Dutch police, or the National Bureau for Missing 
Persons (LBVP), part of the Netherlands Police Agency 
(Klpd) is responsible for the content of all Alerts. 

Mobile Operator or a Private Company? The police operate the service, using public mobile 
networks for communications. 

How is the government involved (its 
role) in operations? The Dutch police run the operation. 

Technical Info?  

Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Of course, there is the mobile network. But AMBER Alert is 
a cross platform solution. A full suite of tools exist to 
receive AMBER Alerts on your PC, Mobile Phone, Website 
or Digital Signage screen. The website further mentions 
alerts appearing on Hyves (a popular Dutch social 
networking site), iGoogle and Windows Live Messenger. 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

After initial registering for the service, it is a one-way 
communication, with the police sending messages and 
updates to the registered users. 

Use of digital certificate / signature? No. 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? No. 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

Registering for the service. 
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Netherlands Service 2: Continued … 
 

Evaluation  
1 (very negative)               5 (very positive) 

Benefits to citizen  2            
Benefits to the Government 
(organisation)  3 

Ease of application development 3           
How advanced is the service 
technically? 
 

3              

State any Success or Failure Factors? Easy of setup and relevance of messages are probably 
success factors. 

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a 

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a 

The frequency of use by citizens ?  A few times per year. The website mentions a maximum 
of five or ten expected alerts per year. 

Contact Details of Service 
Developer(s)? 

Through the website below, it should be possible to find 
the service developers. 

Pointers to further info or 
references: http://www.amberalertnederland.nl/Default.aspx?lang=en 
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HUNGARY Service 1: mParking 
Mobile Government Service 1: Country? 

Service Name and Brief Description: 

Paying parking fees by mobile phone: The customer 
may pay by mobile phone in the way of opening a pre-
paid sub-bank account at the services provider’s bank 
account, or can pay from his post-paid customer 
account of his mobile phone company. (Service 
provider is not the the parking company, but a 
different one.) 

Is it available on the mobile phone?  Yes. 

Service Start Date (future date if planned)? 

2006 – paying system of sub-bank account of the 
services provider’s bank account. 2009 – paying 
system of customer account of the mobile service 
provider 

Is there a fee for the service? 
Yes, the customer has to pay fee for the sub-bank 
account and after the transactions, or, if he pays from 
his mobile customer account, only after transactions. 

Any revenues for government from it? The local government shares parking fees with the 
parking companies, that are in most cases privatized. 

Target citizens for the service (please state 
if any restrictions on groups, sex, age etc)? Car owners and drivers. 

The reason / motivation for developing this 
service? What is the impact? 

This is comfortable for the drivers, because they do 
not need to have small change if they want to pay for 
the parking, go to the parking machine, and back to 
the street back to pay again, when the maximum 
limited 2 hours parking expires. So, it is a business for 
the service provider or the mobile phone company, 
rather than a motivation of the government to serve 
satisfaction of the citizens. 

Who is The Operator?  
Which Government Organization(s)?  
Mobile Operator or a Private Company? Both. 

How is the government involved (its role) 
in operations? 

It is the right of the local governements to collect 
parking fees for parking, but the services providers of 
the paying system are private companies, that share 
their revenue with the local governments. 

Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

No authentication, it is open for anybody, who can 
send an SMS form the mobile phone. 

Use of digital certificate / signature? No. 
Use of local mobile function (i.e Contactless 
/ NFC / QR code / IR)? No. 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e 
or mSignature / eID on the Phone)? 

No. 
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Hungary Service 1: Continued … 
 

Evaluation 1 (very negative)                                                           
5 (very positive) 

Benefits to citizen  1               2              3            4           5 
Benefits to the Government 
(organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 

How advanced is the service technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

1               2              3            4           5 
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? (50-100%) 

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

(50-100%) 

The frequency of use by citizens ?  Few times a: (day)  
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HUNGARY Service 2: mPayment for Government Services 
 
Mobile  Government Service 2: Country? 

Service Name and Brief Description: Mobile Payment in Authority Cases 

Is it available on the mobile phone?  Yes. 
Service Start Date (future date if 
planned)? 2010 or 2011. 

Is there a fee for the service?  Yes. 

Any revenues for government from it? This is the revenue of the state that the citizens have to 
pay. 

Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

Citizens who have authority cases, e.g. licences, taxes, 
customs, administrative fees, fines, etc. 

The reason / motivation for developing 
this service? What is the impact? 

The government would like to serve satisfaction of the 
citizens and reduce the costs of the states budget with 
establishing e-government. 

Who is The Operator?  
Which Government Organization(s)? Ministry of Finance 
Mobile Operator or a Private Company? EFER, it is the organization of the Ministry of Finance. 
How is the government involved (its 
role) in operations? The central government finances and operates the EFER. 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network, Internet and Phone. 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

Password 

Use of digital certificate / signature? yes 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? No. 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

No. 

Evaluation 1 (very negative)                                                           
5 (very positive) 

Benefits to citizen  1               2              3            4           5 
Benefits to the Government 
(organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

1               2              3            4           5 
State any Success or Failure Factors? - 
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Hungary Service 2: Continued … 
 
Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? (<1%) 

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

(25-50%) 

The frequency of use by citizens ?  Few times a: month 
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HUNGARY Service 3: mPayment for Highway Fees 
Mobile  Government Service 3: Hungary 

Service Name and Brief Description: 

Paying  
The customer may pay by mobile phone in the way of 
opening a pre-paid sub-bank account at the highway 
companies’ bank account, or can pay from his post-paid 
customer account of his mobile phone company. (Service 
provider is not the the parking company, but a different 
one.) 

Is it available on the mobile phone?  Yes. 

Service Start Date (future date if 
planned)? 

2006 – paying system of sub-bank account of the services 
provider’s bank account 
 
2009 – paying system of customer account of the mobile 
service provider 

Is there a fee for the service? 
Yes, the customer has to pay fee for the sub-bank account 
and after the transactions, or, if he pays from his mobile 
customer account, only after transactions. 

Any revenues for government from it? The government has revenue from the highway fees, if 
the highway is state-owned, but if it is privatized, no. 

Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

Car owners and drivers. 

The reason / motivation for developing 
this service? What is the impact? 

This is comfortable for the drivers, because they do not 
need to stop at a gas station, if they want to buy a 
highway ticket. So, it is a business for the service provider 
or the mobile phone company, rather than a motivation of 
the government to serve satisfaction of the citizens. 

Who is The Operator?  
Which Government Organization(s)? - 
Mobile Operator or a Private Company? Both. 

How is the government involved (its 
role) in operations? 

It is the right of the operator of the highways to collect 
fees for using highways, but if the operator is the 
government, the revenue comes to the state budget. 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

No authentication, it is open for anybody, who can send 
an SMS form the mobile phone. 

Use of digital certificate / signature? No. 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? No. 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

No. 
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Hungary Service 3: Continued … 

Evaluation 1 (very negative)                                                           
5 (very positive) 

Benefits to citizen  1               2              3            4           5 
Benefits to the Government 
(organisation)  1               2              3            4           5 

Ease of application development 1               2              3            4           5 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

1               2              3            4           5 
State any Success or Failure Factors?  

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? (50-100%) 

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

(50-100%) 

The frequency of use by citizens ?  Few times a: (week)  
Contact Details of Service 
Developer(s)? - 

Pointers to further info or 
references: - 
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MALTA Service 1: Online VAT Return 
 
 
Mobile Government Service 1: MALTA 

Service Name and Brief Description: 

Online VAT Return 
This is supporting service for web based tax services. 
Taxpayers may register to start receiving reminders via 
SMS and/or email regarding the deadline for submission of 
the VAT Return. 
 

Is it available on the mobile phone?  Yes 
Service Start Date (future date if 
planned)? n/a 

Is there a fee for the service?  No 
Any revenues for government from it? No 
Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

VAT - tax payers 

The reason / motivation for developing 
this service? What is the impact? Further convenience to the citizens 

Who is The Operator?  

Which Government Organization(s)? VAT office 
 

Mobile Operator or a Private Company?  
How is the government involved (its 
role) in operations? Government service 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

mobile network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

The user sign ups to web based services using eID and 
digital signature. SMS is used as a reminder. 

Use of digital certificate / signature? Yes 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? No 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

No 
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Malta Service 1: Continued … 
 
Evaluation 1 (very negative)                                                           

5 (very positive) 
Benefits to citizen  5 
Benefits to the Government 
(organisation)  3               

Ease of application development 3 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

3             
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a  

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a  

The frequency of use by citizens ?  n/a  
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MALTA Service 2: mNotifications 

 
Mobile Government Service 2: MALTA 

Service Name and Brief Description: 

mNotifications: myAlerts provides citizens with a one-stop 
shop to all notifications by email and SMS provided by e-
Government services, allowing citizens to be notified on 
various Governmental services instantly.It  also provide 
citizens with news regarding on-going and new e-
Government initiatives.  
 

Is it available on the mobile phone?  Yes 
Service Start Date (future date if 
planned)? n/a 

Is there a fee for the service? No 
Any revenues for government from it? No 
Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

All 

The reason / motivation for developing 
this service? What is the impact? To offer further convenience to the citizen 

Who is The Operator?  
Which Government Organization(s)? General 
Mobile Operator or a Private Company?  
How is the government involved (its 
role) in operations? Government service 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

The user sign ups to web based services then SMS alerts 
are sent to the user based on subscription 

Use of digital certificate / signature? No 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? n/a 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

No 
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Malta Service 2: Continued … 
 

Evaluation 1 (very negative)                                                           
5 (very positive) 

Benefits to citizen  4             
Benefits to the Government 
(organisation)  3             

Ease of application development 3 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

3             
State any Success or Failure Factors?  

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? 

(10-25%)  

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

 (1-10%)  

The frequency of use by citizens ?  Few times a: (week) 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



 

 
 � mGCI, 2010         mGCI, Suite 10, 42 Brunswick Terrace, BN3 1HA Brighton & Hove, UK 

info@mgovernment.org    www.mgovernment.org 
 

MALTA Service 3: Driving Licence Services 
 

Mobile Government Service 3: MALTA 

Service Name and Brief Description: 

Driving Licence Services: Citizen can apply on line for 
driving licence renewals, and for International Driving 
licences. SMS alerts are provided in aid of the 
services or when services are completed. 

Is it available on the mobile phone?  yes 

Service Start Date (future date if planned)? n/a 

Is there a fee for the service? no 
Any revenues for government from it? no 
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? Drivers 

The reason / motivation for developing this 
service? What is the impact? n/a 

Who is The Operator?  

Which Government Organization(s)? The Driving Licensing Unit. 
 

Mobile Operator or a Private Company? - 
How is the government involved (its role) in 
operations? - 

Technical Info?  
Communication means (i.e. Mobile Network 
or a form of local connection etc)? mobile network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

User sign ups to the web based services using eID 
then SMS alerts are used. 

Use of digital certificate / signature? no 
Use of local mobile function (i.e Contactless 
/ NFC / QR code / IR)? no 

Does the service require or depend on any 
Pre-requisite operations (i.e. pre-loading e or 
mSignature / eID on the Phone)? 

no 

Evaluation 1 (very nega                                     5 (very 
positive) 

Benefits to citizen  4            

Benefits to the Government (organisation)  4            

Ease of application development 4          

How advanced is the service technically? 
 

1 (general technology)       5 (advanced technology 
i.e PKI, NFC, GPS) 

3             
State any Success or Failure Factors?  
 
 
 



 

 
 � mGCI, 2010         mGCI, Suite 10, 42 Brunswick Terrace, BN3 1HA Brighton & Hove, UK 

info@mgovernment.org    www.mgovernment.org 
 

Malta Service 3: Continued … 
 
Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a  

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a  

The frequency of use by citizens ?  n/a  
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MOBILE GOVERNMENT SERVICES FROM 
 

SWEDEN 
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SWEDEN Service 1: mHealth 
 
Mobile Government Service 1: SWEDEN 

Service Name and Brief Description: 

mHealth 
Uppsala County Council using SMS to enable patients to 
read their medical records on the personal health and 
medical records account. User registers the system, and a 
aser name and PIN code are established. Also the 
accountholder's mobile phone number is used for 
authetication. After logging into personal health and 
medical records account, and entering the user name and 
PIN code, the system verifies the user and then sends an 
SMS with a second (one-time) password, which all are 
used to verify the authorization of the user. After the user 
is authenticated, it is possible for the user to read and 
view his/her records. 

Is it available on the mobile phone?  Yes 
Service Start Date (future date if 
planned)? n/a 

Is there a fee for the service?  No 

Any revenues for government from it? No (The cost for authorizing the records is billed to the 
County Council) 

Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

patients in Uppsala 

The reason / motivation for developing 
this service? What is the impact? - 

Who is The Operator?  
Which Government Organization(s)? Local Gov 
Mobile Operator or a Private Company? n/a 
How is the government involved (its 
role) in operations?  

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

User name and PIN, and also the accountholder's mobile 
phone number. SMS with a second (one-time) password 
 

Use of digital certificate / signature? 
 
No 
 

Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? No 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

No 
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Sweden Service 1: Continued … 
 
Evaluation 1 (very negative)                            5 (very positive) 

Benefits to citizen  4            
Benefits to the Government 
(organisation)  3 

Ease of application development 2 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 

4            
State any Success or Failure Factors?  

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a  

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a  

The frequency of use by citizens ?  n/a  
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SWEDEN Service 1: mSolutions for Elderly 
 

mSolutions for Elderly People: Elderly population use 
services that  focus on mobile safety alarms, prescribed 
self treatment and social networks for elderly people, 
healthcare and welfare staff 
 

phone based subscription necessary
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MOBILE GOVERNMENT SERVICES FROM 
 

FINLAND 
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FINLAND Service 1: mServices in Oulu 
 

 
Mobile Government Service 1: FINLAND 

Service Name and Brief Description: 

 
Oulu is the leading m-City in Finland. It provides both one 
of the largest free wireless service (panOULU) and a wide 
range of mobile services.  Free Oulu400 application can be 
downloaded from www.ouka.fi/moppiili and it provides 
access to local public m-services and also some private m-
services. Municipal m-services include swimming tickets, 
fishing permit, parking, dentist appointment, library 
services, buss timetables etc. 
 

Is it available on the mobile phone?  yes 
Service Start Date (future date if 
planned)? 2005 

Is there a fee for the service? Some may require 
Any revenues for government from it? possible 
Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

Local gov and public private partners 
 

The reason / motivation for developing 
this service? What is the impact? - 

Who is The Operator?  
Which Government Organization(s)? Local Gov 
Mobile Operator or a Private Company? n/a 
How is the government involved (its 
role) in operations? - 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

possible 
 

Use of digital certificate / signature? possible 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? no 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

n/a 
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Finland Service 1: Continued … 
 

Evaluation 1 (very negative)  
5 (very positive) 

Benefits to citizen  4            
Benefits to the Government 
(organisation)  3 

Ease of application development 3 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e 
PKI, NFC, GPS) 
3           

State any Success or Failure Factors? - 

Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a  

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a  

The frequency of use by citizens ?  n/a  
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FINLAND Service 2: mPost 
 
Mobile Government Service 2: FINLAND 

Service Name and Brief Description: 

 
mPost: The Finland Post provides some m-services, such 
as ordering/sending postcards by text message and a 
postal delivery monitoring service by mobile phone. 
 

Is it available on the mobile phone?  yes 
Service Start Date (future date if 
planned)? n/a 

Is there a fee for the service?  Some may require 
Any revenues for government from it? possible 
Target citizens for the service (please 
state if any restrictions on groups, sex, 
age etc)? 

all citizens using the postal services 
 

The reason / motivation for developing 
this service? What is the impact? Convenience and variety in services for the users 

Who is The Operator?  

Which Government Organization(s)? The Finnish Post 
 

Mobile Operator or a Private Company? n/a 
How is the government involved (its 
role) in operations? Service owner / provider 

Technical Info?  
Communication means (i.e. Mobile 
Network or a form of local connection 
etc)? 

Mobile Network 

Type or Nature of Authentication 
Information (i.e. password, National ID, 
Operator ID etc)? 

Phone number and ItemID may be necessary 
 

Use of digital certificate / signature? n/a 
Use of local mobile function (i.e 
Contactless / NFC / QR code / IR)? n/a 

Does the service require or depend on 
any Pre-requisite operations (i.e. pre-
loading e or mSignature / eID on the 
Phone)? 

Some services may require downloading particular 
software.. 

Evaluation 1 (very negative)                            5 (very positive) 

Benefits to citizen  3      
Benefits to the Government 
(organisation)  3 

Ease of application development 3 
How advanced is the service 
technically? 
 

1 (general technology)       5 (advanced technology i.e PKI, NFC, GPS) 
3            

State any Success or Failure Factors? ---- 



 

 
 � mGCI, 2010         mGCI, Suite 10, 42 Brunswick Terrace, BN3 1HA Brighton & Hove, UK 

info@mgovernment.org    www.mgovernment.org 
 

Finland Service 2: Continued … 
 
Target Citizen / User Reaction?  
Proportion of citizens knowing the 
service? n/a 

Proportion of the target citizens using 
this service (estimate if service not 
started yet) 

n/a 

The frequency of use by citizens ?  n/a 
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MOBILE GOVERNMENT SERVICES FROM 
 

AUSTRIA 
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Austria Service 1: m-Login 
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Austria Service 2: m-Data Access 
 
 

 
 

 



 

 
 � mGCI, 2010         mGCI, Suite 10, 42 Brunswick Terrace, BN3 1HA Brighton & Hove, UK 

info@mgovernment.org    www.mgovernment.org 
 

Austria Service 3: mServices 
 

Bundesrechenzentrum GmbH  
Hintere Zollamtsstraße 4 1030 WienAustria 
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MOBILE GOVERNMENT SERVICES FROM 
 

GEMANY 
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Germany Service 1: Mobile Government Offices 
 
Mobile Government Service 1: Germany 

Service Name and Brief Description: 
Mobile mGovernment offices that uses various 
various mobile IT tools and smartphones. Tehse 
are small offices moving to the citizens. 

Is it available on the mobile phone?  These mobile offices and may use mobile devices 
or smart phones 

Service Start Date (future date if planned)? n/a 
Is there a fee for the service? n/a 
Any revenues for government from it? no – service for the citizens 
Target citizens for the service (please state if 
any restrictions on groups, sex, age etc)? Citizens Living in Remote areas 

The reason / motivation for developing this 
service? What is the impact? -- 

Who is The Operator?  
Which Government Organization(s)? Various Cities in Germany 
Mobile Operator or a Private Company? n/a 
How is the government involved (its role) in 
operations? n/a 

Technical Info?  

Communication means (i.e. Mobile Network or 
a form of local connection etc)? 

Mobile office may use various communication 
infrastructures such the Internet or wireless 
network. 

Type or Nature of Authentication Information 
(i.e. password, National ID, Operator ID etc)? n/a 

Use of digital certificate / signature? n/a 
Use of local mobile function (i.e Contactless / 
NFC / QR code / IR)? n/a 

Does the service require or depend on any Pre-
requisite operations (i.e. pre-loading e or 
mSignature / eID on the Phone)? 

possible 

Evaluation 1 (very negative)                 5 (very positive) 

Benefits to citizen  4 

Benefits to the Government (organisation)  3 

Ease of application development 3 

How advanced is the service technically? 
 

1 (general technology)       5 (advanced technology i.e PKI, 
NFC, GPS) 

3 
State any Success or Failure Factors? - 

Target Citizen / User Reaction?  

Proportion of citizens knowing the service? n/a 
Proportion of the target citizens using this 
service (estimate if service not started yet) n/a 

The frequency of use by citizens ?  n/a 
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