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EXPLANATORY MEMORANDUM

1. REEROER
1. CONTEXT OF THE PROPOSAL

AP EIL, #iE (COM (2012) 9 Fflhit) "OBEICHEV . EU N TOMAT — 4 1R
(ZOWTHRE SN D H T IRIERIRE A DFE 27897, 1R SN DT IRIERORE 21T, 2
DOONIEFRZIZ L VR I D,

This explanatory memorandum presents in further detail the proposed new legal framework for the

protection of personal data in the EU as set out in Communication COM (2012) 9 final'. The
proposed new legal framework consists of two legislative proposals:

— AT — ZHTAR D ME N DIRGE KR OV 5ET — 2 O H 2B ENIC B 2 MNES RO

HEXOBA] (—7T — 2 REHAD) oRE, KT

a proposal for a Regulation of the European Parliament and of the Council on the protection of
individuals with regard to the processing of personal data and on the free movement of such data
(General Data Protection Regulation), and

— HEFEALIEOR L, A, RIS L <IEFREIHES OBITO 720 OB EEREEIIC K 5 H
ANT — ZALPITAR D BN OIRE K O34T — # O H 2B ENC BT 2 BN = M OB
FROS DT,

— a proposal for a Directive of the European Parliament and of the Council on the protection of
individuals with regard to the processing of personal data by competent authorities for the

purposes of prevention, investigation, detection or prosecution of criminal offences or the
execution of criminal penalties, and the free movement of such data2.

AR EIL, — T — Z REBRNIOSERREICEE L T 5,

This explanatory memorandum concerns the legislative proposal for a General Data Protection
Regulation.

AT — & I BT 2 BEF O EU SLIE (FR4y 95/46/ECY) 1231 D IR EEIHH L, 2 20D

HE A2 REHIZIVT, 1995 RICEIR S L7z, 2D B L1, 7 — Z RT3 2 AR

U T SR TO T T A v —5E 21 BT 2BINO T — & RO A ) (COM (2012) 9
AR

“Safeguarding Privacy in a Connected World — A European Data Protection Framework for the 21st Century”
COM(2012) 9 final.

2 COM (2012) 10 AR
COM(2012) 10 final.

3 AT — & WERAR DA OIRE R S 3%T — & O H 72 B8N BT 5 1995 45 10 A 24 AFEINGES
K OHEFEEORES 95/46/EC (0O L 281, 23.11.1995, p. 31) .

Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995 on the protection of
individuals with regard to the processing of personal data and on the free movement of such data, OJ L 281,
23.11.1995, p.31.
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The centrepiece of existing EU legislation on personal data protection, Directive 95/46/EC, was
adopted in 1995 with two objectives in mind: to protect the fundamental right to data protection and
to guarantee the free flow of personal data between Member States. It was complemented by
Framework Decision 2008/977/JHA as a general instrument at Union level for the protection of
personal data in the areas of police co-operation and judicial co-operation in criminal matters”.
SR PIRORRIZE Y | BAT — 2 REICET DB RENE L TS, T I
T = F ORI, BIFIIER L TWD, BINIC LY REEHER OARIBEE OB
B, ENENDOIEE A HEET D720, A0 BB CTEANT — X 2325 2 & 23 AHE
Lo TS, AL, EAE#E £ T ETRREDPOIRBRE L TV D, S,

B LB EEON G HEEE TN D,

Rapid technological developments have brought new challenges for the protection of personal data.
The scale of data sharing and collecting has increased dramatically. Technology allows both private
companies and public authorities to make use of personal data on an unprecedented scale in order to
pursue their activities. Individuals increasingly make personal information available publicly and
globally. Technology has transformed both the economy and social life.

F U TA VREICEIT D EEREIL. REBROIXTH D, BEOXINT, HEEICA
YIA TOMHALH T2V —EAORMERE ST 5, ZHICE Y Fridit o589
HOREPWHESE LN DEREDR DD, Tz, BAT—ZR#IL. BRMNT L -
TV FANTBNT, E 2 L —ARAIIZREON 2020 HRIECIZ 3T, LI REl A B2,
Building trust in the online environment is key to economic development. Lack of trust makes
consumers hesitate to buy online and adopt new services. This risks slowing down the development
of innovative uses of new technologies. Personal data protection therefore plays a central role in the
Digital Agenda for Europe®, and more generally in the Europe 2020 Strategy®.

UARVERNC LV BEAINT, BRINES ORREICBET 554 (TFEU) $165:(1) 1%, T
NTOENHCOMAT —F OGBS T DR 2T 2 W) FRIZHET D, 561
U AR FANE, TFEUSEL65R QI L Y | AT —Z RFEICE T 2 HRIOFRIRIZ OV T o
BARR) 2RI A28 U7, BROIN A BEAME B B840, AT — 7 (il & JAR) A M

LLTED D,
Article 16(1) of Treaty on the Functioning of the European Union (TFEU), as introduced by the

4 Jfl g T OB R OENEE B OMAE AT B W TR S N A AT — & OIRFEIZBI$ 5 2008 4 11 A 27
AATER S E (2008/977/JHA) (0J L 350, 30.12.2008, p. 60) (DA R, [HARE] D) o
Council Framework Decision 2008/977/JHA of 27 November 2008 on the protection of personal data processed in
the framework of police and judicial cooperation in criminal matters, OJ L 350, 30.12.2008, p. 60 (‘Framework
Decision’).

5 COM (2010) 245 H#&hiR,
COM(2010)245 final.

6 COM (2010) 2020 f%#& ki,
COM(2010)2020 final.



Lisbon Treaty, establishes the principle that everyone has the right to the protection of personal data
concerning him or her. Moreover, with Article 16(2) TFEU, the Lisbon Treaty introduced a specific
legal basis for the adoption of rules on the protection of personal data. Article 8 of the Charter of
Fundamental Rights of the EU enshrines protection of personal data as a fundamental right.

RN R 23 1 ééx XL, T A RHEICET D EU CEOBEEZFIMET 5 2 & KDY
VR GE. SHIC ﬁm%Xi%ﬂu%®% ﬁm%%ﬁﬁ#é xRk, A
v 7RIV LEFEIC %#6%@&% BT, BINESRNT, EU ISR 5 A5G — # %
E ke VNIPN %:ﬁﬁﬁ&m@&ﬁ%gkbtox%y&¢wA%@%£m¢5ﬁ@
FHENCIVWT, ZESIE, AT —Z RGBT 2 EARM AN, 7T D EU BURIZHE

L-BLTEMASND Z & 2R 0B 0 L7,

The European Council invited the Commission to evaluate the functioning of EU instruments on
data protection and to present, where necessary, further legislative and non-legislative initiatives’. In
its resolution on the Stockholm Programme, the European Parliament® welcomed a comprehensive
data protection scheme in the EU and among others called for the revision of the Framework
Decision. The Commission stressed in its Action Plan implementing the Stockholm Programme® the
need to ensure that the fundamental right to personal data protection is consistently applied in the
context of all EU policies.

RRINE A2 31T B AT — Z AR 2 afE T 7 e —F B3 2 2 oi@iEic sy

T, ZART EUDR, AT —ZREITHT 2 AR AMEIZONT, K0 BN TEAM
Do % IFE B L LT 5 &t

In its Communication on “A comprehensive approach on personal data protection in the European
Union™®, the Commission concluded that the EU needs a more comprehensive and coherent policy
on the fundamental right to personal data protection.

BUTOPERLAT, ZO BEORANCET 2RO ERE LTHTHL08, AT — 5%k
HEOFRSTED EU BIKTHIGE L TWD Z & IENRARHINE, KO T4 o TONE
B HRFIC R AR ERRIE TR 2 &\ 9 —RICEIE L TV DRk & B 1L L Cnint, =

TIA RNy 7 AN LEE — TRICEM LTTREZRET 2B 722472/ ) (03 C 115, 4.5.2010, p. 1),
"The Stockholm Programme — An open and secure Europe serving and protecting citizens”, OJ C 115, 4.5.2010,
p.l.

8 ZESNOHMNESRUCHEFE~OWEIZET ONNEFRRE — TRICHET 280, B2k UIE
FOME — A by 7 AL LFHE (2009 4F 11 H 25 A4 (P7_TA (2009) 0090) .

Resolution of the European Parliament on the on the Communication from the Commission to the European
Parliament and the Council — An area of freedom, security and justice serving the citizen — Stockholm programme
adopted 25 November 2009 (P7_TA(2009)0090).

9 COM (2010) 171 H#&hR,
COM(2010)171 final.

10 COM (2010) 609 H#&Jif,
COM(2010)609 final.

U Rl —amg A—%— (EB) 359, EUICKBIT AT — 4 REKRPETTAT 7T 474 (2011)
(http://ec.europa.eu/public_opinion/archives/ebs/ebs_359_en.pdf ) .

Special Eurobarometer (EB) 359, Data Protection and Electronic Identity in the EU (2011):
http://ec.europa.eu/public_opinion/archives/ebs/ebs_359_en.pdf .
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The current framework remains sound as far as its objectives and principles are concerned, but it has
not prevented fragmentation in the way personal data protection is implemented across the Union,
legal uncertainty and a widespread public perception that there are significant risks associated
notably with online activity*. This is why it is time to build a stronger and more coherent data
protection framework in the EU, backed by strong enforcement that will allow the digital economy
to develop across the internal market, put individuals in control of their own data and reinforce legal
and practical certainty for economic operators and public authorities.

2. FIFEBRE D b OB DR R K U B
2. RESULTS OF CONSULTATIONS WITH THE INTERESTED PARTIES AND IMPACT
ASSESSMENT

RIEZR X, EAT — 2 RIS 2 BT OERFSHA A O FREHI OV T, $XToE
2R FRAGRE 20 B IKHIPHIC DT 2 B RIER ZAT o 1o R TH D, DD B RIERUL, 2 4
% B2 % WIWkSE L CIThodu, 2009 455 H DA+ LoV RO 2 NS 72 B B RO
NGEHE VTN,

This initiative is the result of extensive consultations with all major stakeholders on a review of the

current legal framework for the protection of personal data, which lasted for more than two years
and included a high level conference in May 2009* and two phases of public consultation:

— 20094F7 H9 H 5 12 A 31 H £ TOMEANT — Z (R I35 5 FARM) AHME DL A
IZOWTOERDONGE, TERIT, 168 EORIEEZZHE LT-, Z D55 127 HI1EE A,
WAL RS TH O . 12 T AR S Th - 725,

— From 9 July to 31 December 2009, the Consultation on the legal framework for the fundamental
right to the protection of personal data. The Commission received 168 responses, 127 from
individuals, business organisations and associations and 12 from public authorities.*®

-mm&qrﬁ4am%mn&qﬂ155&?@EU?@@A?-&%%:%¢5§§%

T 70 —=FICOVWTOREROAS:, ZAERIT, 305 FORZEE2XZHE LI, Z0
TBM#HmE#%?%D\M#ﬁﬁ%%%#%?%D\ﬂoﬁuE%ﬁ%(%Kﬁ

12 http://ec.europa.eu/justice/newsroom/data-protection/events/090519_en.htm
http://ec.europa.eu/justice/newsroom/data-protection/events/090519 _en.htm

B RETRVWERIL, ZRREOV =T YA b
(http://ec.europa.eu/justice/newsroom/data-protection/opinion/090709_en.htm) THII 5 Z LN TE 5,

The non-confidential contributions can be consulted on the Commission’s website:
http://ec.europa.eu/justice/newsroom/data-protection/opinion/090709_en.htm.

11
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— From 4 November 2010 to 15 January 2011, the Consultation on the Commission's
comprehensive approach on personal data protection in the European Union. The Commission
received 305 responses, of which 54 from citizens, 31 from public authorities and 220 from
private organisations, in particular business associations and nongovernmental organisations.*

FIRBLRDBRDOANTHT, ERMERERE IR L THiThbN7z, 201046 A LXUT A

W2y N E OB R R OFIERIR AN N T T A N — T — X R ONHE & A

&I HARAY 2o A X RSB S =, 2010 4F 11 A S, BRINEER SO Reding BIEE R

(T, 7 — 2 RAEYCEIC BT D M A B L7, 2011 42 1 H 28 H (F— 2 fRiT —) |2,

RRINZE B 2 K ORI B 2 13 EU OIERIMERA A O B J ORI CoaE D7 — & (i

HAEDOVLEMEICET A A T D720, A - LUV A IE L2, EU BIRAE

EETHH NV =K OR—F 2 Rk, 201146 H 16 H» 5 17 HE T, KT 2011 49

A21BiC, T—#R#EIZHET D 2 > OSHEE TN EN M LT,

Targeted consultations were also conducted with key stakeholders; specific events were organised in
June and July 2010 with Member State authorities and with private sector stakeholders, as well as
privacy, data protection and consumers' organisations®. In November 2010, European Commission’s
Vice-President Reding organised a roundtable on the data protection reform. On 28 January 2011
(Data Protection Day), the European Commission and the Council of Europe co-organised a high
level conference to discuss issues related to the reform of the EU legal framework as well as to the
need for common data protection standards worldwide®. Two conferences on data protection were
hosted by the Hungarian and Polish Presidencies of the Council on 16-17 June 2011 and on 21
September 2011 respectively.

2011 408 LT, BERRY R I BT 2 R OWHE S K O RS 23 Bl S vz, 1 A IR,
ENISAY 23RN T o7 — Z (FE@ANC T 2 HHER B 2 B L7, 2 AlcB 0T ZB AT,
JI T OER G ONEEIB ORI I 57— Z R HE R (Mo O Ehii & 5 ie)
IZOWTHET 572, IEEOMEE & HHMES 2B L, BAMETIX, (57— 7 %K
BT T ANV — ] (BT HFIERRE & O 2B Lc, SCEOFEMEICET 5
wiE. FEOT— XK S O T, 2011457 A 13 HiZfTbiiz, EU R, 2010 4

U B TRVWERIZ, ZER2OUV =T YA b
(http://ec.europa.eu/justice/newsroom/data-protection/opinion/101104_en.htm) THRMIRT 5= LN TE 5,

The non-confidential contributions can be consulted on the Commission’s website:

http://ec.europa.eu/justice/newsroom/data-protection/opinion/101104_en.htm.

15 http://ec.europa.eu/justice/newsroom/data-protection/events/100701_en.htm
http://ec.europa.eu/justice/newsroom/data-protection/events/100701_en.htm

16 http://www.coe.int/t/dghl/standardsetting/dataprotection/Data_protection_day2011_en.asp
http://www.coe.int/t/dghl/standardsetting/dataprotection/Data_protection_day2011_en.asp

RN Ry P T2 EREX2 VT 4 — T (BEXY NT—7 ROERI AT ACHET 2% Y 7 4
—REEIVED) .

European Network and Information Security Agency, dealing with security issues related tocommunication networks
and information systems.

18 http://www.enisa.europa.eu/act/it/data-breach-notification 2,
See http://www.enisa.europa.eu/act/it/data-breach-notification

12
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Dedicated workshops and seminars on specific issues were held throughout 2011. In January
ENISAY organised a workshop on data breach notifications in Europe®. In February, the
Commission convened a workshop with Member States' authorities to discuss data protection issues
in the area of police co-operation and judicial co-operation in criminal matters, including the
implementation of the Framework Decision, and the Fundamental Rights Agency held a stakeholder
consultation meeting on "Data Protection and Privacy". A discussion on key issues of the reform was
held on 13 July 2011 with national Data Protection Authorities. EU citizens were consulted through
a Eurobarometer survey held in November-December 2010*. A number of studies were also
launched.? The “Article 29 Working Party”# provided several opinions and useful input to the
Commission®. The European Data Protection Supervisor also issued a comprehensive opinion on the
issues raised in the Commission's November 2010 Communication?.

19 Kl —moNm A—%— (EB) 359, EUICKIT 27 — 2 REXROEFTA T 7 47 14— (2011)
(http.//ec.europa.eu/publ|c_op|n|on/arch|ves/ebs/ebs_359_en.pdf.) o

Special Eurobarometer (EB) 359, Data Protection and Electronic Identity in the EU (2011):

http://ec.europa.eu/public_opinion/archives/ebs/ebs_359 en.pdf.

20 7T A N —IREBAR ORF ARG T 2058, R OT T A N —ICBT DT i A~ DR 57

Ta—FIZBT 5 (RRCEARIRED b o) st (201041 A) 22K,
(http://ec.europa.eu/justice/policies/privacy/docs/studies/new_privacy_challenges/final_report_en.pdf) ,

See the Study on the economic benefits of privacy enhancing technologies and the Comparative studyon different

approaches to new privacy challenges, in particular in the light of technologicaldevelopments, January 2010

(http://ec.europa.eu/justice/policies/privacy/docs/studies/new_privacy_challenges/final_report_en.pdf).

21 fEEHREIE. (95/46/EC HRHHE 29 SeiC K V) 1996 RICRR L STz, h D E3EMEIE. BiSrir 4
AL, FEOT — 2 REGEHE (DPA) | BINT — 2 REEET (EDPS) KUOZEABROREE THK S
N5, EDOIEFOFEMIZ OV TIL, http://ec.europa.eu/justice/policies/privacy/workinggroup/index_en.htm % %
BEO

The Working Party was set up in 1996 (by Article 29 of Directive 95/46/EC) with advisory status and composed of
representatives of national Data Protection Supervisory Authorities (DPAS), the European Data Protection Supervisor
(EDPS) and the Commission. For more information on its activities see
http://ec.europa.eu/justice/policies/privacy/workinggroup/index_en.htm.

2 B2, FOEREZSRESNIZ, (7743 —0ftsk) I 2E R (2009, WP 168) | [FHLH |
B O TOLPRE | ORI B 2 5 (1/2010, WP 169) | 4> T A ATEIOIRNEIZT 5 B A (2/2010, WP
171) . 7H U2 )7 40— 5 E A (3/2010, WP 173) | #EHLIEICRI4 %5 E R (8/2010, WP
179) ROFFEICHET 2ER (152011, WP 187) , £7-F¥EH2IT, ZEROEGFHIISL T, BLTFD 35
OBEELRA L, BMICET285E. BT — 2 ICBlT 285 HFH,. KOT — 2 R#HE5H 28 &(6)
HOEBLRATICET 28EEH, Zhbidd~T
http://ec.europa.eu/justice/data-protection/article-29/documentation/index_en.htm T 425 Z £ R T
& D,

See in particular the following opinions: on the "Future of Privacy" (2009, WP 168); on the concepts of "controller”
and “processor” (1/2010, WP 169); on online behavioural advertising (2/2010, WP 171); on the principle of
accountability (3/2010, WP 173); on applicable law (8/2010, WP 179); and on consent (15/2011, WP 187). Upon the
Commission's request, it adopted also the three following Advice Papers: on notifications, on sensitive data and on
the practical implementation of Article 28(6) of the Data Protection Directive. They can all be accessed at:
http://ec.europa.eu/justice/data-protection/article- 29/documentation/index_en.htm.

28 EDPS v =7 ¥ b (http://www.edps.europa.ew/EDPSWEB) TRi% 7 HE,
Available on the EDPS website: http://www.edps.europa.eu/EDPSWEB.
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RRMEESIE, 2011427 H 6 HOWRFEIZK Y . T —FIREDHM A DU KI T HEB =D
T u—FEREMNT D MEEL AR L, EUBIESIL, 20114E2 A 24 BT, F— 2R

OV ZSEL L9 LT 2EB2OBRZILSXFL, ZEEZDT7 70 —FDL D

TRICHAET 2 5 Ofm LHE 2R Lc, KON EFEEREES X, FERIZ, 55 95/46/EC

DEYIRGIEIZ LY, TR TOMBEICIENT EU F— 2 R#ERAPO L — & Lz %
et % &V O FEROHME IR LI,

The European Parliament approved by its resolution of 6 July 2011 a report that supported the
Commission’s approach to reforming the data protection framework.* The Council of the European
Union adopted conclusions on 24 February 2011 in which it broadly supports the Commission's
intention to reform the data protection framework and agrees with many elements of the
Commission's approach. The European Economic and Social Committee likewise supported the

Commission's aim to ensure a more consistent application of EU data® protection rules across all
Member States an appropriate revision of Directive 95/46/EC.%

AR T 7 r —FIBY 2 BRI W T, FIFERBGEE ORSHIT, —BERIZMKA L
LTHMTHDS, Frdl (FFCH 74 2) ORERERK DT v — A LOERIC KL
DAL D RREA~ OG22 T D720 IERIRSHA O BN P SIVEZ HERF L7203 6 BT
DOPI 2 IS SEDRBBEWRH 5 Z LICRE L, B, EU WTE AT — 2 (#2553
EL TS Z LiZon T, FrHTRFRIRIERRE D, ZERLMADBERHA S LTS,
PR ORI E BRI, AT — 2 CREEIZBE 3 2 KR D VAR HE S K OSFRAIIE 2 & o)
52 xR, MAT—FOEBENZRBEINET ZHAUOBEMES T, 202 R EHF]E
BIRE OFEICHT HFEMNRBEEL > TNDEBZ LD, P DRFENFERGRE

(X, EU S OHA~DENT — 2 OB# 2 EPRNCHE L T 516 TH D,

During the consultations on the comprehensive approach, a large majority of stakeholders agreed
that the general principles remain valid but that there is a need to adapt the current framework in
order to better respond to challenges posed by the rapid development of new technologies
(particularly online) and increasing globalisation, while maintaining the technological neutrality of
the legal framework. Heavy criticism has been expressed regarding the current fragmentation of
personal data protection in the Union, in particular by economic stakeholders who asked for
increased legal certainty and harmonisation of the rules on the protection of personal data. The
complexity of the rules on international transfers of personal data is considered as constituting a
substantial impediment to their operations as they regularly need to transfer personal data from the
EU to other parts of the world.

24 EU COMEAT — 2 REICBT 2 GFE 7 7 0 —F (2O T D 2011427 A 6 H AR 2 7k# (2011/2025
(IND))
http://www.europarl.europa.eu/sides/getDoc.do?type=TA&reference=P7-TA-2011-0323&language=EN&ring=A7-20
11-0244 (#f24 : MEP Axel Voss (EPP/DE))

EP resolution of 6 July 2011 on a comprehensive approach on personal data protection in the European Union
(2011/2025(INI),

http://www.europarl.europa.eu/sides/getDoc.do?type=T A&reference=P7-TA2011-0323&language=EN&ring=A7-20
11-0244 (rapporteur: MEP Axel Voss (EPP/DE).

2 SEC (2012) 72,
SEC(2012)72.

26 CESE 999/2011,
CESE 999/2011.
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RAISGE) TE#HTih-> T, ZERIE, BORREBER OB 21T~ 7o, 28R Hhix. 7
— X R T 2N A LR T 5 2 & A K27 —Z R#ITxHT 2 HER D17
2 LD ZRINCT D2 &, MOEU BNETEMEZ A 52T X TOMEM ONFEFTOESE
KLOFNERB ZBT) x5 &35 GfE TEEMOH Z AT RET D22 L &0 )|
3 ODBERHIRICES W T W, STADREN RS 3 DOBEROBRIUL AN S 417,
RAIOZEIZ, BARROESIE, WIS E L CBORSER (7' 77T L R OBy —
N~DOEBYIKNE) OERTHERINTZ, 2FBDORIT, o TREINDAMEL I
O —EOERFH T SN, 3FHDORIT, & 55Tk T2 B OFEM 72
BAIZ@E C T, EU LV TT — 2R ML T 5 2 &0 K UDA % BRI OB K OtifT
DIZHD EU OFERRZRLT HZ & Th o7,

In line with its “Better Regulation” policy, the Commission conducted an impact assessment of
policy alternatives. The impact assessment was based on the three policy objectives of improving the
internal market dimension of data protection, making the exercise of data protection rights by
individuals more effective and creating a comprehensive and coherent framework covering all areas
of Union competence, including police co-operation and judicial co-operation in criminal matters.
Three policy options of different degrees of intervention were assessed: the first option consisted of
minimal legislative amendments and the use of interpretative Communications and policy support
measures such as funding programmes and technical tools; the second option comprised a set of
legislative provisions addressing each of the issues identified in the analysis and the third option was
the centralisation of data protection at EU level through precise and detailed rules for all sectors and
the establishment of an EU agency for monitoring and enforcement of the provisions.
WESNIEZBROFIRINE - T, TNENOBIROBRIRNEIL, #RHEEEE 7 v—7 D)
N2 T, BORAREEZERT 2120 OF R, FIEFBRE ~ORFEIIZE (EU OO
TR 2R FH B L ET) | H2HE N OEAR A~ DB SV CRH S iz,
BREA~DRBIZOWTTRHE SN d o 7o, BEMREESINICLY, #HRERINDBERD
BRI R E ST, DD BOROEIEIL, 2 F B OBRKICESNTEBY | o2
DBRPEN DN ONOEFRZH AL TV, 2202 BOROBRIIL, AERITHAIAE
ND, EMEIC LD L, BOROBIULOFEMIZ LY, Ko, 7—FEHE RO RIS
T OUERIRESEME, 1T OB OB, EU WIZBIT 57 — Z R I — B, EAR
EU N TIIANT — Z R D T2 DT — Z RFEIT KT D MR 2 AT 9 5 SEER Lo rTREME, WO
T — Z RE DB R OERDOBRIZHONT, FLWEENREL D, EHERINDIBOR
DR O FfiIE, 1TH LD/ AL TR 2 &) ZEZO HEY, OB
TUBRN T2 H A Sy 7 AV SATENEHE L OO 2020 Bkig 0 HEYICHERT 2 2 &
WHIFSND,

According to the Commission's established methodology, each policy option was assessed, with the
help of an Interservice steering group, against its effectiveness to achieve the policy objectives, its
economic impact on stakeholders (including on the budget of the EU institutions), its social impact
and effect on fundamental rights. Environmental impacts were not observed. The analysis of the
overall impact led to the development of the preferred policy option which is based on the second
option with some elements from the other two options and incorporated in the present proposal.
According to the impact assessment, its implementation will lead inter alia to considerable
improvements regarding legal certainty for data controllers and citizens, reduction of administrative
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burden, consistency of data protection enforcement in the Union, the effective possibility of
individuals to exercise their data protection rights to the protection of personal data within the EU
and the efficiency of data protection supervision and enforcement. Implementation of the preferred
policy options are also expected to contribute to the Commission's objective of simplification and
reduction of administrative burden and to the objectives of the Digital Agenda for Europe, the
Stockholm Action Plan and the Europe 2020 strategy.

RERHMEZE BRI, 2011489 H 9 RIC, RERHEORERICET 2 ER AR Lz, 23005
BRI - T, AT L, LT OEENMTONT,

The Impact Assessment Board delivered an opinion on the draft impact assessment on 9 September
2011. Following the IAB opinion, the following changes were made to the impact assessment:

— BUTOERPSHEAO AR (2005 2N S N HH K O S Ve o 72 fiH) M O

E SN DWHED HID AL ST,
— The objectives of the current legal framework (to what extent they were achieved, and to what
extent they were not), as well as the objectives of the envisaged reform were clarified;

- KV 2L O OSEIN 2252, RO ERER IBMS Tz,
— More evidence and additional explanations/clarification were added to the problems' definition
section;

— WHIMEICET AN BINS T,
— A section on proportionality was added;

— R=RTA 2 T U A ROHRRERIZEB TS, [T EOAHICEEET 5T X TORE K
DR A, E2EHMOICRESN, ESNTRY, @AEH L. &R0 T —21#ED

Mokl X 22 M L oGS, AbInTnd ((HEEHE 10 =51,
— All calculations and estimations related to administrative burden in the baseline scenario and in

the preferred option have been entirely reviewed and revised, and the relation between the costs
of notifications and the overall fragmentation costs has been clarified (including Annex 10);

— FHZT — 2R T 4 Y= R OT — Z R C & D T S O/ NS~ D 52 %8
B X VEYNCSFEE SN TVD,

— Impacts on micro, small and medium enterprises, particularly of data protection officers and data
protection impact assessments have been better specified.

RIS ELOEEN., AMERLRIIAREIND,

The impact assessment report and an executive summary are published with the proposals.

3. ABEROEMER
3. LEGAL ELEMENTS OF THE PROPOSAL

3.1. {ERUIRHL
3.1. Legal Basis
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AIEZEIT, TFEU & 16 FRICESW TV D, [FEKIE, VAR CFRTEASNTE, T—2 1%
LR 2 BN T B 72O OF T I IERRILCH 5, 230 HFEIC LY, INREA, EU LD
PHICEE ST DI 24T O ICBE L, AT — & OMBIAR D8N OSB3 2 A 2 BR-IR
THZENAREL 725, D EREICLY, BAT—% O E SRR LB

TLMEAT =2 2ETe) OARLRBENICET ZHUORIRG WREL 725,

This proposal is based on Article 16 TFEU, which is the new legal basis for the adoption of data
protection rules introduced by the Lisbon Treaty. This provision allows the adoption of rules relating
to the protection of individuals with regard to the processing of personal data by Member States
when carrying out activities which fall within the scope of Union law. It also allows the adoption of
rules relating to the free movement of personal data, including personal data processed by Member
States or private parties.

ABANT, EU TOEANT —Z RBIZB T 2 Fll A 2 0 5 7o D Od bl G 2 IR ETH
HLEZDHND, TFEU 5 288 RICHEWABHIEHE T WRE L 22 > 12356, fD &
cHEOEABANINEASIND Z &, BADOEANAMORENLESND Z &, KUK
NS OMRRICHTH 532 Z LIC L0, EEOM LA S v, ERREEMNER M ET 5,

A Regulation is considered to be the most appropriate legal instrument to define the framework for

the protection of personal data in the Union. The direct applicability of a Regulation in accordance

with Article 288 TFEU will reduce legal fragmentation and provide greater legal certainty by
introducing a harmonised set of core rules, improving the protection of fundamental rights of
individuals and contributing to the functioning of the Internal Market.

TFEU 2 114 ()M ~DOF KX, FRICHES 2002/58/EC 235N T o HIAFE OIE Y 2254

DIREZBET D2HEIT. AT ERIET 272DICORUEL SND,
The reference to Article 114(1) TFEU is only necessary for amending Directive 2002/58/EC to the

extent that that Directive also provides for the protection of the legitimate interests of subscribers
who are legal persons.

3.2. FiTEME R O At
3.2. Subsidiarity and proportionality

fizett oA (TFEU %5 5 5(3)MH) 1276V, EU L-ULTOHE T, RE SN D HE O
X3 FREEm E LT, BEIND BN, MREIC L > U HIERTH 2 LN TE
FTLEUICE > CTEVRBRICERT DI ENTELHAICRVELLND, LRt Tl S
LA BT D & etk iE, LFOBEBIZE YD | EU LULTOHE O X BV %

Y,

According to the principle of subsidiarity (Article 5(3) TEU), action at Union level shall be taken
only if and in so far as the objectives envisaged cannot be achieved sufficiently by Member States,
but can rather, by reason of the scale or effects of the proposed action, be better achieved by the
Union. In the light of the problems outlined above, the analysis of subsidiarity indicates the necessity
of EU-level action on the following grounds:

- BAMEEER SR THRESND, AT —ZRFEITH T 2HERIT, EU 2KIZH W TH
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KEDT — 2 R#EPITOND Z L 2HRT D, @O EU BRINFE L 2WESES. I
[E 2 LACRFEDREN IR D L D fERRMEAE U, E 72 5870 5 M2 A3 5 I E R I
BWCTEREAZBX 72BN T — 2 OEICHIRERA L 5,

The right to the protection of personal data, enshrined in Article 8 of the Charter of Fundamental
Rights, requires the same level of data protection throughout the Union. The absence of common
EU rules would create the risk of different levels of protection in the Member States and create

restrictions on cross-border flows of personal data between Member States with different
standards.

AT —2 %, EHE (ERNAOEER) 28 TBEIL Ty, ZoRIEITasicsmnL
DOh D, MA T, T —XRHEES ORATICN T 5 EBSOMEMNFE L, MBEEKNZ
DOWBEADRI TOWNNMEE IND, 0D, EUIEOBEH O ML iR 2
72, EU LNV TIRR(bEND Z L2 HET 5, £ EUIEL, AT —Z2E =FEHICK
T 55612, FKEOEANDRENTTOID Z & 2R OEFERICHRET 52 &
Wb LTV D,

Personal data are transferred across national boundaries, both internal and external borders, at
rapidly increasing rates. In addition, there are practical challenges to enforcing data protection
legislation and a need for co-operation between Member States and their authorities, which needs
to be organised at EU level to ensure unity of application of Union law. The EU is also best
placed to ensure effectively and consistently the same level of protection for individuals when
their personal data are transferred to third countries.

INREENZ, B CIIBIEORBUC BT DRI (RricENIEOMMEIZ K D R1E) 28
THZLENTERY, Tz, EU &EZE L TT X TOMEANDR R 0ri# & ek
L7226, EUNCTEHEZBA ZMHRMAT -2 OBEZIREL 32 X 5722, o

ENTBRENED & 2 M WSS 2 A R L ENE DS FAE S D,

Member States cannot alone reduce the problems in the current situation, particularly those due
to the fragmentation in national legislations. Thus, there is a specific need to establish a
harmonised and coherent framework allowing for a smooth transfer of personal data across
borders within the EU while ensuring effective protection for all individuals across the EU.

RIEOME K OB AR & LT, #E SN 5 EU OIERIFEL, NHEE V-~ ToM

PRI 5HE LY LR TH D, DRI, 1 EXIED EOMEE LV ~UIZRE

SNDHHDOTIELARNY,

The proposed EU legislative actions will be more effective than similar actions at the level of
Member States because of the nature and scale of the problems, which are not confined to the
level of one or several Member States.

HBIEDIFRNZ, TAR, BRIOZERIZKLER EDERZRLE L TRY, HRDEMIZLE
R Z A N E AR D, ARBOMERIE, R RBOR ORI DR E K& OFF
i HIERDEEIZED £ T, 202 AN - TIThhiz,

The principle of proportionality requires that any intervention is targeted and does not go beyond
what is necessary to achieve the objectives. This principle has guided the preparation of this proposal

from the identification and evaluation of alternative policy options to the drafting of the legislative
proposal.
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3.3. EARINMEICEET 5 IR OB

3.3. Summary of fundamental rights issues

BN T — 2RI HHERIE, FEAMER TN 8 SR A N TFEU 25 16 SRIC X v | A CNTERIN
AHESHIH 8 L THUIE S LD, EU RERMIFTRRT 5 L B0 7, AT — 2 R#Icx+
DHEFNT, MR MER] TIX 72 0 S, FEETOZ OMRE L BIE L CEE SN2 Ee b
PN, F— F R, EEAMER R 7 SR O S N D RLVETE R O TR OB L R
FEODNTWND, T, 95/M46/ECHEAH 1 S(D)HE TIN5, [FIEX, MWES, A
IRNDIARAMER A E B, AT — 2 OMBUCRT 5 7T A RV —HE) TS

HTEEREDD,

The right to protection of personal data is established by Article 8 of the Charter and Article 16
TFEU and in Article 8 of the ECHR. As underlined by the Court of Justice of the EU?, the right to
the protection of personal data is not an absolute right, but must be considered in relation to its
function in society®. Data protection is closely linked to respect for private and family life protected
by Article 7 of the Charter. This is reflected by Article 1(1) of Directive 95/46/EC which provides
that Member States shall protect fundamental rights and freedoms of natural persons and in
particular their right to privacy with respect of the processing of personal data.

EAMEBERE CREINDEOMDIERINMED > 6, ELZZ T DFREEDH D DIL,
UFDEBY Thod, RBEOBH (EAEREFR 1), REEFHOAH (F165). T
A (FRICHAMPEORTE) (5 17 f:(2)%) . (Fric. Afl, RIBERHE . BIEARHE, =
Hb LIHMER, BUGH S LITZOMOE R, FEEHEIIMEELFEOBHRICES) %=
BOEEIE (56 21 50) . F & b ORI (55 24 52) . ANDE/KHED ERRIT 6+ 2 MR (5 35 5%) |

LEA~DT 7 AM (55 42 52) . FERRIZRIERIROE & e B0 25T D MR (55 47 59)
Other potentially affected fundamental rights enshrined in the Charter are the following: freedom of
expression (Article 11 of the Charter); freedom to conduct a business (Article 16); the right to
property and in particular the protection of intellectual property (Article 17(2)); the prohibition of
any discrimination amongst others on grounds such as race, ethnic origin, genetic features, religion
or belief, political opinion or any other opinion, disability or sexual orientation (Article 21); the
rights of the child (Article 24); the right to a high level of human health care (Article 35); the right of
access to documents (Article 42); the right to an effective remedy and a fair trial (Article 47).

27 PR FIERCHIFT. 2010 4F 11 A 9 BARHIBR (BF& 9435 5 C-92/09 K T C-93/09 Volker und Markus
Schecke & O Eifert [2010] ECR I-0000)

Court of Justice of the EU, judgment of 9.11.2010, Joined Cases C-92/09 and C-93/09 Volker und Markus Schecke
and Eifert [2010] ECR 1-0000.

28 JAMER TSR 52 (DI T, 7 — 2 REITH T DR OITREICHIR AR T Z L3 TE 5, {HL,
LIRS, EHEICEDOND Z L, HFMHEAKOCBHOAREZEEL TWDH I L, N HAIMEDR
AlCfE, BETH D Z & RUEU 3380 2 — MM Z2FIAR I T2 BRICEIZ R 9 b D THDH Z & X
EE OHEFI K OV E A RE T DB E T T b D TH D Z L 2L T2,

In line with Article 52(1) of the Charter, limitations may be imposed on the exercise of the right to data protection as
long as the limitations are provided for by law, respect the essence of the right and freedoms and, subject to the
principle of proportionality, are necessary and genuinely meet objectives of general interest recognised by the
European Union or the need to protect the rights and freedoms of others.
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3.4. ABREOFHEM R

3.4. Detailed explanation of the proposal

341 Fl & — —RFH
3.4.1. CHAPTER | - GENERAL PROVISIONS

BT, ABAIOEHEIZOWTED, 95/46/EC F545H 1 SIiEVy, AHHID 2 >0 Y

WZHOWTHIET D,

Article 1 defines subject matter of the Regulation, and, as in Article 1 of Directive 95/46/EC, sets out
the two objectives of the Regulation.

52 2k0F AR ORER i 2R ET D,

Article 2 determines the material scope of the Regulation.

55 3 4RiT. AHRI O MU FLFE 2 D E T D,
Avrticle 3 determines the territorial scope of the Regulation.

FASFII AHATHERH SN HEEOEREZED D, EFRD I HDOW D0NIFERS 95/46/EC
MHBZHENRILTND N, ZOMOERITEIE, EMERIZL VML, IH7-ICEA
ENTNDG (BFT T A3 —H4 2002/58/ECHH 2 4(h)HEICHS L HANT —Z DRE
(54 2009/136/ECTIC L W HIE SN TWD), EETFT—4% ), (XA T AU v 7 - F—
&, MEREICET 27— ), TEEEM) . REA), ), TFEIL—7) Rk
NHRAN, EREF 26 ORERIGKC S THFE G RO TEEHER ),

Avrticle 4 contains definitions of terms used in the Regulation. While some definitions are taken over
from Directive 95/46/EC, others are modified, complemented with additional elements, or newly

29 BABEDHICBITLMAT —X OWUBR T T A N —OIRH#IZET 5 2002 4 7 A 12 A fFEINGEES
OB RO 2002/58/EC (77 A N — R OEFEEICET 5H4) (0L 201, 31/07/2002, p.37) ,
Directive 2002/58/EC of the European Parliament and of the Council of 12 July 2002 concerning the processing of
personal data and the protection of privacy in the electronic communications sector (Directive on privacy and
electronic communications), OJ L 201, 31/07/2002, p. 37.

0 FEFEERY P =7 ROV —ERCHES 5 2= =P )b - p—E 2RO —PF— ORI T 515
4 2002/22/EC, FEFBEDETICHIT DEAT — 2 DWILR T T A N2 —OIR#EIZ B3 54545 2002/58/EC,
B ONH B OMERIORE B DIEOBUTHRBIRIC BT 2 712 B89 2 8] (EC) No 2006/2004 (R i
Ml B SCE) A IET S mw&nLﬁﬁaﬁmM%£&0@$§®% 2009/136/EC (OJ L 337,
18.12.2009, p.11) .

Directive 2009/136/EC of the European Parliament and of the Council of 25 November 2009 amending Directive
2002/22/EC on universal service and users’ rights relating to electronic communications networks and services,
Directive 2002/58/EC concerning the processing of personal data and the protection of privacy in the electronic
communications sector and Regulation (EC) No 2006/2004 on cooperation between national authorities responsible
for the enforcement of consumer protection laws Text with EEA relevance; OJ L 337 , 18.12.2009, p. 11.

31 19894 11 A 20 A EFEEARESIFE 44/25 12 L VRSN, B4, HHELOIMAD DA E N,

Adopted and opened for signature, ratification and accession by the United Nations General Assembly resolution
44/25 of 20.11.1989.
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introduced (“personal data breach’ based on Article 2(h) of the e-privacy Directive 2002/58/EC* as
amended by Directive 2009/136/EC®, ‘genetic data’, ‘biometric data’, ‘data concerning health’,
‘main establishment’, ‘representative’, ‘enterprise’, ‘group of undertakings’, ‘binding corporate
rules’, and of a ‘child’ which is based on the United Nation’s Convention on the Rights of the
Childsz, and 'supervisory authority").

FEDOERZIZBWT, [RIAPE T2 (unambiguous) [F1E & DRI Z#ET 5720, £i72—
BLIEH—OREBEOERZED DO, RO (explicit) & W9 EERBMS N, FE
BT TN Z EROMNIx LCRBEEZ 522080 D Z Lot 57 — % EROFEH %
[ HESE R

In the definition of consent, the criterion ‘'explicit' is added to avoid confusing parallelism with
‘unambiguous' consent and in order to have one single and consistent definition of consent, ensuring
the awareness of the data subject that, and to what, he or she gives consent.

34.2. FHN 5 — JHA)
3.4.2. CHAPTER Il - PRINCIPLES

F5RIE, AT — 2 OBUZEIT 2 HI (95/46/EC FEHH: 6 SROBUEIKIET D) & 7E
D5, BISHIHTZREFR T, RS, BAEORAL 7 — 2 K/ANRIE ORI OBk,

K OEBE OWUFENEEORIETH S,

Avrticle 5 sets out the principles relating to personal data processing, which correspond to those in
Article 6 of Directive 95/46/EC. Additional new elements are in particular the transparency principle,
the clarification of the data minimisation principle and the establishment of a comprehensive
responsibility and liability of the controller.

%56 k1%, 95/46/EC FEHHH 7 RICHESE | BERRLBLORIEIZ SN TED D, [FISRIE,
IR H R AL DN IS B ORST R OAROFIIZONT, L 0SS HET 5.
Article 6 sets out, based on Article 7 of Directive 95/46/EC, the criteria for lawful processing, which

are further specified as regards the balance of interest criterion, and the compliance with legal
obligations and public interest.

BT &RIT, IEYRBROERRILE L CTH R E e D RIEOSMEEZ LT 5,

Article 7 clarifies the conditions for consent to be valid as a legal ground for lawful processing.
FB8RIT. FLEBICHERBE SN I FRES Y —ERICHET L, FELOMAT—2D
WLBRIZ BT 2 GVEEIZ W T, B2 G2 ED D,

Avrticle 8 sets out further conditions for the lawfulness of the processing of personal data of children
in relation to information society services offered directly to them.

559 21, 95/46/ECHEEE 8 SRICESE ., KA T AV —DEAT —Z O T 5 —

A7 Bk 1k . RO 2 — BRI OB BRAMC OV TED 2,
Article 9 sets out the general prohibition for processing special categories of personal data and the
exceptions from this general rule, building on Article 8 of the Directive 95/46/EC.

#10 0%, BHEE D, AHAOREOMSFOREZRNE LT, T—F ERERHET L7290
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OEMFERZBFT 2 EB 2 ADRN L2 Wb T 5,
Avrticle 10 clarifies that the controller is not obliged to acquire additional information in order to
identify the data subject for the sole purpose of complying with any provision of this Regulation.

343. FHW 52 — 7= FEDKEF
3.4.3. CHAPTER Il - RIGHTS OF THE DATA SUBJECT

3431 H1H — BEAMEKVFIE
3.4.3.1. Section 1 — Transparency and modalities

FALRIT FFITBEANT —F ROT T A N —(REIR D EBREEICET 5~ R — FIRkE
RITRBEZIT T, BAME A L, 27 2t ARG CHMATRE AR M A RS R & HE
DEEZBEHLTVD,

Avrticle 11 introduces the obligation on controllers to provide transparent and easily accessible and
understandable information, inspired in particular by the Madrid Resolution on international
standards on the protection of personal data and privacy®.

A2 K03, WA K L, 7 — X BROHEFATEE O 72D D Ffoe & K OMERLA 23T % #65
ZMRL TS, ZhiZid, a2 a—2ZfHLTEREZT I LOOFE (D7 —4
FAED B DERITK L THEEHIRMNIZHIZE TS5 Z ENAMRTHD) B"aEnd, £,
[T, FHEE IR L, HET 282 EIRT 2720 DO FHi & KO 2% T %G %
LTV,

Article 12 obliges the controller to provide procedures and mechanism for exercising the data
subject's rights, including means for electronic requests, requiring response to the data subject's
request within a defined deadline, and the motivation of refusals.

55 13 Skl 95/46/EC 4555 12 S_(c) HA KL & LT, ZHWAICE L T, JLREHE L Ok

RIS 25T T R TOZRMANI R SHER 2 HE L TWD,

Avrticle 13 provides rights in relation to recipients, based on Article 12(c) of Directive 95/46/EC,
extended to all recipients, including joint controllers and processors.

3432 FH2H — EHRERNT —XIZXHTHT 7 EA
3.4.3.2. Section 2 — Information and access to data

S DHIZH 14 ZR1%, 95/46/EC F55 5 10 SR OVER 11 ez 2Lt & LT THRICB L TEEE N

32 2009 4E 11 H 5 AFFT — 2 {R# « T4 "v— -« a3 v a F—EERHIC L0 ERIR, ko e ik
(2B 2 R 2 e OV S BRI [ 1 72 2 2855 18 Z5(3)5 (COM (2011) 635 #xifhit) &2,

Adopted by the International Conference of Data Protection and Privacy Commissioners on 5 November 2009. Cf.
also Article 13(3) of the proposal for a Regulation on a Common European Sales Law (COM(2011)635final).
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T—F ERITK L TA I BHIZOWTED TH Y BINE 28 (PRA-HIRNCBE T 2 K.
EFEMOT — 2 BENCT —F ORAPRITK L CEF A B UL TOHEFICET 2 RE &)
BT =S FRICKH L TRET 20 L LTWnD, AFiEER, 5l &fiE 95/46/EC fin D%
BRREREN D REEZEO TS, TOHIE LT, RFEUIBIRIZOW TEN RIS E
HTWDHEIEL, ARLO X O e E IR Mg T4 Uy, FliE, B, BUE Y KX
(IBIRLR, Tt PRFERE & FTiE 3 21T BN £ 2 Tt & DBEN TSN T 5%,
Avrticle 14 further specifies the controller's information obligations towards the data subject, building
on Articles 10 and 11 of Directive 95/46/EC, providing additional information to the data subject,
including on the storage period, the right to lodge a complaint, in relation tointernational transfers
and to the source from which the data are originating. It also maintains the possible derogations in
Directive 95/46/EC, e.g. there will be no such obligation if the recording or disclosure are expressly
provided by law. This could apply for example in proceedings by competition authorities, tax or
customs administrations, or services competent for social security matters.

55 15 Z:1%. 95/46/EC f5 5 12 k(@) z it L LT, 7 —F¥ RO A o AT —Z Ikt
TL7 7B AMERE L, FicrBlR WX, T—F EERITRH LT, T—F ORI

KO DFTIE, HibR, E1EH L TOMMIZOWTEMT 52 L) 20N Tnd,

Article 15 provides the data subject's right of access to their personal data, building on Article 12(a)
of Directive 95/46/EC and adding new elements, such as to inform the data subjects of the storage
period, and of the rights to rectification and to erasure and to lodge a complaint.

3.4.33. # 3H — FTIEXUHIBR
3.4.3.3. Section 3 — Rectification and erasure

516 2R3, 95/46/EC fAH 12 SR(D)HICK S &, T — X EROFTEHZED T D,
Article 16 sets out the data subject's right to rectification, based on Article 12(b) of Directive
95/46/EC.

BT RIT, T—F EROBNTH b IR K OHIBRT 2R EZBEL TWD, E6IC, K
Zkid. 95/46/EC FE 55 12 So(b)HICHE SN ZHIBRMEIC DWW TRER SRR L, BT
5 OMROUBEREEZBEL TWD, ZTOFRMETIE, 7T—F EEREOERIE LT, ZOfH
NT =2 B LIEBE R DNDT —H~DY 7 20— IEBEHIRT 5 X
IDE_HEIMT RSN T END, £, [Ty k) &0 D BRI IEE A BT,

TEHNT — & OIPR 2 —TE DA B S 2 MR A ALAHA LTV D,

Avrticle 17 provides the data subject's right to be forgotten and to erasure. It further elaborates and
specifies the right of erasure provided for in Article 12(b) of Directive 95/46/EC and provides the
conditions of the right to be forgotten, including the obligation of the controller which has made the
personal data public to inform third parties on the data subject's request to erase any links to, or copy
or replication of that personal data. It also integrates the right to have the processing restricted in
certain cases, avoiding the ambiguous terminology “blocking”.

BIBERIL. T—HFEERKDOT—4 - R—=2Zv V50— (B, EHEHEHTOND Z &7
<, ®DHETHINE L AT AN HMMOEBE TN AT DT — X 2 BEIE52 L) O
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HRZHRA LTV, EARNBCOBAT —XIC7 78 AT DH#ESRMAEE LT, 272
BADM EDTDIT, KRR, BIEEOT—F %, WEL L LT RN S5 E

RIS L0 FEE D S IET DRSS BHEL TV D,

Article 18 introduces the data subject's right to data portability, i.e. to transfer data from one
electronic processing system to and into another, without being prevented from doing so by the
controller. As a precondition and in order to further improve access of individuals to their personal
data, it provides the right to obtain from the controller those data in a structured and commonly used
electronic format.

3434 FAHi — HOGHELYTr T 74V T
3.4.3.4. Section 4 — Right to object and profiling

H195%I1T. T X EROESTHEAHE L TWA, Z ORI, 95/46/EC 15455 14 125
WAErEE, WOPDEE GEHBELOARFOX A LI kN« ~—0T 4 T ~OiEHIC

BioEEaate) 2o TWD,

Avrticle 19 provides for the data subject's rights to object. It is based on Article 14 of Directive
95/46/EC, with some modifications, including as regards the burden of proof and its application to
direct marketing.

F220&T, THEROT T 7 A4 U U TICESEBEEZ T RV ARG LT 5,
DRI, EA D B BESHIETZAR D 95/46 f55 55 156 SR/(DHAICEBEZE O T, BEKLD
PRABEREOBMEZ N, BONFEEEO T r 7 74 U U ZICET 28EP 2 58 L 0 5,
Avrticle 20 concerns the data subject's right not to be subject to a measure based on profiling. It builds

on, with modifications and additional safeguards, Article 15(1) of Directive 95/46 on automated
individual decisions, and takes account of the Council of Europe's recommendation on profiling®.

3435 FE5H — IR
3.4.3.5. Section 5 — Restrictions

5521 4:0%, EU SUIMERENCR L, 55 5 RICED bR ORI N 11 £ EH
20 SOV 32 SRICTED LT T — # EROHEFNIOWT, T AR IR T 2 MR
RG2S 2 & 2L LTV 5, ARGRIE, 95/46/EC FEAH 13 403 ONC RN FlvEECHIFT M
OWRM AMEECHIFTIZ X 0 IR & 40 2 BRI G FEAHE & B S OWRIN AHESRA D BR FIE &
L LTW5,

Article 21 clarifies the empowerment for the Union or Member States to maintain or introduce
restrictions of principles laid down in Article 5 and of the data subject's rights laid down in Articles
11 to 20 and in Article 32. This provision is based on Article 13 of Directive 95/46/EC and on the
requirements stemming from the Charter of Fundamental Rights and the European Convention for

33 CM/Rec (2010) 13,
CM/Rec (2010) 13.
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the Protection of Human Rights and Fundamental Freedoms, as interpreted by the Court of Justice of
the EU and the European Court of Human Rights.

34.4. HWN ZF — EHER AL
3.4.4. CHAPTER IV - CONTROLLER AND PROCESSOR

3441 FHI1H — —EH
3.4.4.1. Section 1 — General obligations

22 &%, TABEEOFRAL (BT 2 ima B BIC AL, ABIZE T L, 7o, 20
@#%ﬁ%#N%(%@E%% BENF DORECRAZ AT TEINOBOR & O A 2 832 2
LEBLTITO GG ZET) BHEORMEICHET2EZBICOEFHMICEK#HL TV D

Avrticle 22 takes account of the debate on a "principle of accountability” and describes in detail the
obligation of responsibility of the controller to comply with this Regulation and to demonstrate this
compliance, including by way of adoption of internal policies and mechanisms for ensuring such
compliance.

BRI, THRENAS TV A L ROT = FRENA T T4 bOJRRA] GBS
MOT 73V FREBEEN DT — 2 ri#21T5 L WO FRAD I[CX VW AECEHREDORE %

EHTND,
Avrticle 23 sets out the obligations of the controller arising from the principles of data protection by

design and by default.
924 /3, HRIEBEICETIRETH Y, HEERE DA CONEERIZET S HIE,

K OSERIEBE DT — 2 ERITHT 2 HEZ AR L T2,
Article 24 on joint controllers clarifies the responsibilities of joint controllers as regards their internal

relationship and towards the data subject.
5525 Sl EU TRALS N TWARWEBE I L, 23022 HE OB ESE A R A3

MEN2HGHITE —EDFRMHED T TEUIC TéﬁﬁA%&%?«%%ﬁ%%bfw
Article 25 obliges under certain conditions controllers not established in the Union, where the

Regulation applies to their processing activities, to designate a representative in the Union.
B5265%13. 95/46/ECHR T EB1TAR()M A TR IEME L LT, ALBEE DML K OFe#5 2 Wi
fbL., #FiensEi (FEFEORREBZ T — X W27 5 WELF I [FEEH & e S

hoZLzgle) T MATnD,

Article 26 clarifies the position and obligation of processors, partly based on Article 17(2) of
Directive 95/46/EC, and adding new elements, including that a processor who processes data beyond
the controller's instructions is to be considered as a joint controller.

5527 ki, EHE R OWEE OHERICES BT BIT 5 R TH Y . 95/46/EC f5 55
16 RICHABEZENTVD,

Article 27 on the processing under the authority of the controller and processor is based on Article
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16 of Directive 95/46/EC.

55 28 Sl 95/46/EC 4554 18 Sr(1)H K UV 19 SR D ESKRHIH T b 2 BB BB ~ D — iy
RBANCARZ T, FEE R OUHERNEN O OELEO T, LBEEICEET 2 3L ES % Ik
FIREBFL2AETLHLEHMALTWD,

Avrticle 28 introduces the obligation for controllers and processors to maintain documentation of the

processing operations under their responsibility, instead of a general notification to the supervisory
authority required by Articles 18(1) and 19 of Directive 95/46/EC.

5529 k1T, EEAE R OMLHE DN ETE B T & B 2L L TV D,
Avrticle 29 clarifies the obligations of the controller and the processor for the co-operation with the
supervisory authority.

3442 F2f — T—HXDOLEE
3.4.4.2. Section 2 — Data security

%5 30 4:i%. 95/M46/EC 54 D 17(1) 5w FEf L LT, BEH L OWHE I3 L, WE O
BIZOWTHUIRELZH 2B B LM L, BEHE L BNBARICRWAHEEITE ThND
BEZKIEL TN,

Article 30 obliges the controller and the processor to implement appropriate measures for the

security of processing, based on Article 17(1) of Directive 95/46/EC, extending that obligation to
processors, irrespective of the contract with the controller.

FILEKROE 3R25K1F. BT 743 —F4 (2002/58/EC) #F 4 S HICBIT AT

—HREFICHT DA EMLE LT, AT —FRFICH T 2BMEHE R LTV D,
Avrticles 31 and 32 introduce an obligation to notify personal data breaches, building on the personal
data breach notification in Article 4(3) of the e-privacy Directive 2002/58/EC.

3.443. H3Hi — 7 — X RFEOEI M L OF IR
3.4.4.3. Section 3 — Data protection impact assessment and prior authorisation

33 RIE. U A7 O BB ORI, B HE N OMLERE 23 7 — & (it O 3BTl & 52
TI_E#HFzHEMLTND,

Article 33 introduces the obligation of controllers and processors to carry out a data protection
impact assessment prior to risky processing operations.

% 34 551, 95/46/EC 545 20 SRICB I 2 FHAiED a7 ha e L LT, LB

BB OERB L OFEM B LB Th D 56 25 & T 5,

Article 34 concerns the cases where authorisation by, and consultation of, the supervisory authority
is mandatory prior to the processing, building on the concept of prior checking in Article 20 of
Directive 95/46/EC.
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3444 FHAH — T2 RGERE
3.4.4.4. Section 4 — Data protection officer

%35 RlE, BB X —RUORMEZ Z— (REETHLIGG. UTEHE S L i3
FDAT 5 TRZEG D EIRI ORI R R 2 B D UBEE TH 2 56) IT0H L SN
D7 — AR B 2T LT D, ARG, MIAES— 7228 E Z RO v IZHiFEE
TEERATE D Z & 2T L7 95/46/EC 545 D55 18 S(2)HICHME 2 & <,

Article 35 introduces a mandatory data protection officer for the public sector, and, in the private
sector, for large enterprises or where the core activities of the controller or processor consist of
processing operations which require regular and systematic monitoring. This builds on Article 18(2)

of Directive 95/46/EC which provided the possibility for Member States to introduce such
requirement as a surrogate of a general notification requirement.

5536 SkiE, T RERE O 2 ED TV D,
Avrticle 36 sets out the position of the data protection officer.

537 fix. T A REE OIS 2 BE L T\ D,
Avrticle 37 provides the core tasks of the data protection officer.

3.4.45. # 5 — FTEHKKL O
3.4.4.5. Section 5 — Codes of conduct and certification

55 38 4:1%.95/46/EC 555 27 SR(D)HED 2 &7 MIESE THEKN A MG L LTEY
AL O T ONEZ BT 2130, ZEXITR L, ATEIHRI O —RZ L MEORTEHE
RaeZET 5H5EHEL TWD,

Avrticle 38 concerns codes of conduct, building on the concept of Article 27(1) of Directive 95/46/EC,

clarifying the content of the codes and the procedures and providing for the empowerment of the
Commission to decide on the general validity of codes of conduct.

%539 TR, REEDOHAM AN NS T — Z i o — NV R O T — Z i~ — 7 ORXED WTRET

bHZEDBETRY AN TND,

Article 39 introduces the possibility to establish certification mechanisms and data protection seals
and marks.

345, N EZE — AN F—F DI =[F X I [FEEHE~ D

3.45. CHAPTER V - TRANSFER OF PERSONAL DATA TO THIRD COUNTRIES OR
INTERNATIONAL ORGANISATIONS

5540 SRiE, —MRJFEAINE LT AT — 2 NE=ZE I EBRME~ B I N5 (kS
NOGEEET) ICUZOEICRRHINTEBEOBETHPLEN THLEEZHTL L TWD,
Acrticle 40 spells out, as a general principle, that the compliance with the obligations in that chapter
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are mandatory for any transfers of personal data to third countries or international organisations,
including onward transfers.

55 41 Se1%. 95/46/EC 1855 25 Sea JitE L LT, ZESNHrEIcBT 2 IREABRINT 5
DI FJMEKROFRE 2 ED TN D, ZEEINRE LD+ MEAIAR o %
A DBROIEAEL L TEE TN b OITIE, FITIEDORL, FlERg. BB OMIZEN
BEND, AEIARETIE, ZESN, EHBNXIIE FENOLEE 7 % =281 5 Ri#E L
SULZOWTCEHCE 5 2 & A REICHER L TV D,

Avrticle 41 sets out the criteria, conditions and procedures for the adoption of an adequacy decision
by the Commission, based on Article 25 of Directive 95/46/EC. The criteria which shall be taken
into account for the Commission’s assessment of an adequate or not adequate level of protection
include expressly the rule of law, judicial redress and independent supervision. The article now
confirms explicitly the possibility for the Commission to assess the level of protection afforded by a
territory or a processing sector within a third country.

B A2 /1T ZESICE Y HOMECBET AREPERS LTV WE —EA~BiET 256512,
RDRERGERE (Fri2, T — 2RI, FEAHRL R OBKISRE) OfRR%
RS 5, BESOEWET — X (R#5IEIL, 95/46/EC 1555 26 Sc(A)HIZE S X T&

Do EIAEL B ER L LT, BB LT — ZIEEREREAZTINT S

TENTE, ZABICEIVZO—RZLEMEDESEIT) 2N TEDLL I RoT, &
[El, FHIEABANT, £XTEEMICERIN TV D, FEEUILIEHE T, BOREEY

BIRT D2 LI bORERBLZFE LN, BEEWBEOFERTOAGRICIIMT 5,
Avrticle 42 requires for transfers to third countries, where no adequacy decision has been adopted by
the Commission, to adduce appropriate safeguards, in particular standard data protection clauses,
binding corporate rules and contractual clauses. The possibility of making use of Commission
standard data protection clauses is based on Article 26(4) of Directive 95/46/EC. As a new
component, such standard data protection clauses may now also be adopted by a supervisory
authority and be declared generally valid by the Commission. Binding corporate rules are now
specifically mentioned in the legal text. The option of contractual clauses gives certain flexibility to
the controller or processor, but is subject to prior authorisation by supervisory authorities.

543 5Ri3. BB O BUEDIEAT M R IH A S & LT, #IEABIANC K 2 BHs0
KOV T E BICFEMIZRER L TV D,

Avrticle 43 describes in further detail the conditions for transfers by way of binding corporate rules,
based on the current practices and requirements of supervisory authorities.

55 44 213 BT D 95/46/EC FEDHE 26 kA B L L C 7 — 2 BIEAICK T bR E IR L,
IREBE L TWD, REIE, KRS, T — 2 BEPEERAROFGEDIRED T2 DI
BARWRETH 253G (FIAIX, BEHE, Bl YR UIBEBUR O, I3 RERE
L IR 2 g+ 21T OM CEZEM O 7T — 2 Bii %175 56) ICEllsn, &
Bz, T—2BRIL, RE IR FICB W TEFIRE UIAEE N IEYS 2R 2 /T 5
el iES bEng, BL, 7—2BikT. BEEEDRIUT OV TR & NZREAT H
NDRNIAT D) ZEITTERY,

Avrticle 44 spells out and clarifies the derogations for a data transfer, based on the existing provisions
of Article 26 of Directive 95/46/EC. This applies in particular to data transfers required and
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necessary for the protection of important grounds of public interest, for example in cases of
international data transfers between competition authorities, tax or customs administrations, or
between services competent for social security matters or for fisheries management. In addition, a
data transfer may, under limited circumstances, be justified on a legitimate interest of the controller
or processor, but only after having assessed and documented the circumstances of that transfer
operation.

%5 45 2R3, 12007 42 6 12 Hitdr ity 1PAZEMME (OECD) 12X 27T A N — Rk D
ITITAR D BB 2B 2 B FR@s ) 2B EICAN-SD, AT — 2 DIRGEIZOWNT,
FoE R RREL IV TH L ERRINDE) OFEKRELEZBES L ORI TITS
IRt ) D 7= 8 DAL & BAREICHLE LT B,

Article 45 explicitly provides for international co-operation mechanisms for the protection of
personal data between the Commission and the supervisory authorities of third countries, in
particular those considered offering an adequate level of protection, taking into account the

Recommendation by the Organisation for Economic Co-operation and Development (OECD) on
cross-border co-operation in the enforcement of laws protecting privacy of 12 June 2007.

3.4.6. FHVI & — JTEERER
3.4.6. CHAPTER VI - INDEPENDENT SUPERVISORY AUTHORITIES

3.46.1. 1A — Mk
3.4.6.1. Section 1 — Independent status

%5 46 S50, 95/46/EC 555 28 SR()H A Lt L L, MMEICH L, BEMEZRET S

EHERTIED, EEREOMER IR L OEBS~OBHIMEE ZIER L TV D,

Avrticle 46 obliges Member States to establish supervisory authorities, based on Article 28(1) of
Directive 95/46/EC and enlarging the mission of the supervisory authorities to co-operation with
each other and with the Commission.

5547 SRid. BB OB 2 AR LT 5 2 & T WON FIERCHIET O RIB1EYN 2 Bk L

TWAIEN., (EC) H1HI 45/2001%%% 44 SR\ RB A 17 T 5,

Article 47 clarifies the conditions for the independence of supervisory authorities, implementing
case law by the Court of Justice of the European Union*, inspired also by Article 44 of Regulation
(EC) No 45/2001%.

548 SRki%. BEHBI O BIC OV CO A ABET 5 2 & T, BT S HEE %

34 RN ENNEBCHIFT, 2010429 A 3 Bk, BSR4, Case C-518/07, ECR 2010 p. 1-1885,
Court of Justice of the EU, judgment of 9.3.2010, Commission / Germany, CaseC-518/07, ECR 2010 p. 1-1885.

35 2000 4F 12 A 18 H A 3L [FEAHLA KL OBEBINC & 28 A7 — Z B R OVYG% T — 2 O A 72 B3R 2 8 A
RAEIZB 2 W= OBl 2 (EC) #RHI 45/2001, JTF OJ L 008, 12/01/2001, p. 1,

Regulation (EC) No 45/2001 of the European Parliament and of the Council of 18 December 2000 on the protection
of individuals with regard to the processing of personal data by the Community institutions and bodies and on the free
movement of such data; OJ L 008 , 12/01/2001, p.1.

36 Op. cit, ¥ 34,
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BB LTV AIED, HH] (EC) 45/2001 5 42 25(2)TE hZE (6)HEIZ R 2 Z 1 T\ D

Avrticle 48 provides general conditions for the members of the supervisory authority, |mplementing
the relevant case law*and inspired also by Article 42(2) to (6) of Regulation (EC) 45/2001.

5549 RiT, BUEREBIORREICE L, MEENEC LY BUET RS BAIZED TV D,

Avrticle 49 sets out rules on the establishment of the supervisory authority to be provided by the
Member States by law.

%50 S50, EEEMERI AR B K O B O EOSFRLFER & . 95/46/EC R4 28 45
(NEZ I ENTW D,

Article 50 lays down professional secrecy of the members and staff of the supervisory authority and
is based on Article 28(7) of Directive 95/46/EC.

346.2. H2H — HEHKUHER
3.4.6.2. Section 2 — Duties and powers

%5 51 2513, BRI OMEIR &2 E 0 T\ D, DO —fRIFHIIE, 95/46/EC fr4 45 28 £%(6)™E (N
BEE O OFERNICE Téﬁbfé‘%%%é@%rﬁ) (R A E <, BUERERSIE, A ST
BB & OB ECHRLSNTHAIT, 72 2R3 572D F8EE & LTt
TERMEREZRO BN (DA Ry T - ray 7)), TSI —RIFRINTERR S D L 72
STW5, FHEHRZA T 2EHFTT, BEREIC L 2EHE NN, FELE T—4
PREERLHI O T 720,

Avrticle 51 sets out the competence of the supervisory authorities. The general rule, based on Article
28(6) of Directive 95/46/EC (competency on the territory of its own Member State), is
complemented by the new competence as lead authority in case that a controller or processor is
established in several Member States, to ensure unity of application (‘one-stop shop'). Courts, when
acting in their judicial authority, are exempted from the monitoring by the supervisory authority, but
not from the application of the substantive rules on data protection.

552 i3, BEEHEBOBEB 2 HE L TWD, THUTiE, EFICHOW TR L T~ &

ThoHZ L, W 27 FAL RERELOHEFICOWTARDE#MEZEHE S ~ET

HHZENEEND,

Article 52 provides the duties of the supervisory authority, including hearing and investigating
complaints and promoting the awareness of the public of risks, rules, safeguards and rights.

55 53 Zc1d. 95/46/EC 55 28 S:(3)H KUY (EC) HiHI 45/2001 26 47 5 % /0 WL LAk &

TETEBBADOMEIRZBIE L TRV | B RBE (TB L OERIT R Ul# 2 B3 MR 2

é.‘aty) AT INZ TV 5,

Article 53 provides the powers of the supervisory authority, in parts building on Article 28(3) of
Directive 95/46/EC and Article 47 of Regulation (EC) 45/2001, and adding some new elements,
including the power to sanction administrative offences.

Op. cit, footnote 34.
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%5 54 251X, 95/46/EC 555 28 4-(5)H & JatfE & L ¢, BEEEREBIICx L. HMInEhHEEL

ERT 2B 2R L TV D,
Article 54 obliges the supervisory authorities to draw up annual activity reports, based on Article
28(5) of Directive 95/46/EC.

347. EVIN & — BFIRO—EM
3.4.7. CHAPTER VII - CO-OPERATION AND CONSISTENCY

3471 FL1H — W
3.4.7.1. Section 1 — Co-operation

5 55 Ski3. 95/46/EC 55 28 SR(6) HDH 2 Bek A JeffE & LT, MR A SRICB
% AR BRI (OB EHERINN b DERICHED R WG A OFRERZET) ML T\ 5,
Article 55 introduces explicit rules on mandatory mutual assistance, including consequences for
non-compliance with the request of another supervisory, building on Article 28(6), second
subparagraph, of Directive 95/46/EC.

556 eld, FEHAILE 2008/6150HAY S 17 SRR 25 ) SEEIVESEIC BT % BRI & 3%

ML TWD (702 L FFZEICEBERRE NI 2R 25 T),
Article 56 introduces rules on joint operations, inspired by Article 17 of Council Decision
2008/615/JHA*, including a right of supervisory authorities to participate in such operations.

3472 28 — —HM
3.4.7.2. Section 2 — Consistency

5557 213, Bllx OIMBAE DT — 2 TR a6 G &3 2 BRESEIT6 LT, St —PISE M 237

b Z L EHERT DD, —BMEOLEMAZRMALTWD,

Article 57 introduces a consistency mechanism for ensuring unity of application in relation to
processing operations which may concern data subjects in several Member States.

F58 ki, BT — 2 REXHBOBREG LD Fh & KUK ZED TN D,

Avrticle 58 sets out the procedures and conditions for an opinion of the European Data Protection
Board.

F5IKIT. —EMOHHMMADO T TR H O MEIH SN D EEROEREZHIR L L,
ZOEBROBRICZE T, BUNT =2 R#EREOFT AL SN D, XIIR#ERHED

3T EE A B W oMt RRCT v R OESE 2B 2 720k & OB ZOWTC) 1B 5 2008 4 6 H 23
H T HHEA0E 2008/615/JHA, OJ L 210, 6.8.2008. p. 1,

Council Decision 2008/615/JHA of 23 June 2008 on the stepping up of cross-border cooperation, particularly in
combating terrorism and cross-border crime, OJ L 210, 6.8.2008, p. 1.
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B L ORER ORI L5 5E L OMESRI S5 h0OVThpdTbhs, &
58 ZRB)HIZEED E RN T — Z RS HEN B A IRE L2560, ZERIE. ZOREHE
EATH L TRERE IV DOTHOERZEET L ZEMARDLENTND,

Avrticle 59 concerns Commission opinions on matters dealt within the consistency mechanism, which
may either reinforce the opinion of the European Data Protection Board or express a divergence with
that opinion, and the draft measure of the supervisory authority. Where the matter has been raised by

the European Data Protection Board under Article 58(3) it can be expected that the Commission will
exercise its discretion and deliver an opinion whenever necessary.

#5060 K1, ZEROIRELRNRE L, ZOREIE, AR O IEME268 M 2 il 3 2 OIS 8%
HESNDLAIC, PEKEOERZR 2T T2 L 2ERTLbDOTH LD,

Article 60 concerns Commission decisions requiring the competent authority to suspend its draft
measure when this is necessary to ensure the correct application of this Regulation.

FHeLKIT., BEFHEOPT THENRHELRNT L2 LATELEEZHREL TV 5.
Article 61 provides for a possibility for the adoption of provisional measures, in an urgency
procedure.

F 6251, —EMOHLMAMAD T TO, ZERICIDMATIEOTRFEH L ED TV D,

Article 62 sets out the requirements for Commission implementing acts under the consistency
mechanism.

F63K&IE, AT HT X TCOMBEOBEEMEIC L2 HEELIITT ORELHEL, — 8B

PYED & DA Z BRI T 5 2 L BN ENENORIEDIERN ) R OHITORMHERMETH D Z

LETEDHDTWA,

Article 63 provides the obligation to enforce measures of a supervisory authority in all Member
States concerned, and sets out that the application of the consistency mechanism is a precondition for
the legal validity and enforcement of the respective measure.

3473. HE3H — FINT— IR
3.4.7.3. Section 3 — European Data Protection Board

5564 5RIC K0 | SN E O BEEREBE B R OB T — & (R T 2 5 i D BRIN T — & {4
HESHRE SN D, BINT — 2 (R38R, 95/46/EC 555 29 4-IC L VB E L7 A
T — 2 BIAR DN ORGEIC BT 2FER R D L2 b D TH D, ZERIFKINT —#
RESHBEOBKE TIERWbE OO, ZOIEBIZSINL, REAZSCHENERTLHZ &

PHEfES TV 5,

Article 64 establishes the European Data Protection Board, consisting of the heads of the supervisory
authority of each Member State and of the European Data Protection Supervisor. The European Data
Protection Board replaces the Working Party on the Protection of Individuals with regard to the
Processing of Personal Data set up under Article 29 of Directive 95/46/EC. It is clarified that the
Commission is not a member of the European Data Protection Board, but has the right to participate
in the activities and to be represented.

9565 SRid. BT — Z RESFHROMSIMEZ TR L, P L T\ 5,
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Avrticle 65 underlines and clarifies the independence of the European Data Protection Board.

55 66 Sl 95/46/EC 45555 30 Sr(1)H & JEfE & L TN T — # RS DI el L T
B, o, EU ROZRLSMZ IO THMN T — Z (RESFHROTEEHFAS IR L TS Z &
AR L TR ERZ 2 HE L T D, BEROT THIETE 5 L 91235721,
FZEEP—EOHIRANICERZRDO DL ZENTELIFEZHEL TVD,

Article 66 describes the tasks of the European Data Protection Board, based on Article 30(1) of
Directive 95/46/EC, and provides for additional elements, reflecting the increased scope of activities
of the European Data Protection Board, within the Union and beyond. In order to be able to react in
urgent situations, it provides the Commission with the possibility to ask for an opinion within a
specific time-limit.

55 67 Zi. 95/46/EC 4555 30 Sr(6)H A JEHfE L LT, WM T — Z RS ITK L. £ DTE
A 1 EERET D LK HOBERL TV D,

Avrticle 67 requires the European Data Protection Board to report annually on its activities, building
on Avrticle 30(6) of Directive 95/46/EC.

55 68 SRl BINT — Z RGBT L D BORIEFHE (£ DOIEE ORAFIZ#E A S5 Fie &

DA ZIRT 2 8E 23 T) ITOVWTED TN D,

Article 68 sets out the European Data Protection Board’s decision making procedures, including the
obligation to adopt rules of procedure which should extend also to operational arrangements.

5569 SRiT. BT — 2 RESFEDOHER K ORIEEICEHT BEL T,

Article 69 contains the provisions on the chair and on the deputy chairs of the European Data
Protection Board.

F 70 RIL. BROWBEED TN D,

Article 70 sets out the tasks of the chair.

B 7L RIT, BINT — 2 REREBOFE RPN T — 2 REEE TN LR THOND Z & EE
D, PLEFBROEHZWATL L TWD,

Article 71 sets out that the secretariat of the European Data Protection Board shall be provided by
the European Data Protection Supervisor, and specifies the tasks of the secretariat.

72 %, REBRRROFERIZBLE L T\ D,
Article 72 provides for rules on the confidentiality.

3.4.8. FHVI 2 — HK7F EHITK O
3.4.8. CHAPTER VIII - REMEDIES, LIABILITY AND SANCTIONS

95 73 Z51%. 95/46/EC fR5 5 28 Sc(A)HA LML LC, 7 — & BIRMPETERERIIC ) L TE S
AR LN COMREZAET S LE2HELTVWS, AFRlE, F—Z EEICRb > TEEZH
LA CHHER, kD L IR, UIEAT — 2 B3REFINESGAIC, T —% EEROFE
15 LM 2 B LaZ T AR, ks L IR ZRE L T 5,
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Article 73 provides the right of any data subject to lodge a complaint with a supervisory authority,
based on Article 28(4) of Directive 95/46/EC. It specifies also the bodies, organisations or
associations which may lodge a complaint on behalf of the data subject or, in case of a personal data
breach, independently of a data subject's complaint.

B T4 SRIE, BRBEBAN kT 2 R & R D MR BRI R L T D, ARSI, 95/46/EC B
%5 28 ZRB)HD AT 2 ENT WD, AT, KIS, BF SIS % HfiE 2 BB
BICIRHE BB AR T FNERIFIC OV THIE L, BEHMENRE S MEEICR T 5
T OMERZ B L C0D, AR, 77— EROBET 2 MEEOBEE#ES, 7
— 2 BRI - T, FEHEL A T 2 BB B ORRE S 1T 2 o N E O FHIFT THf
MERETEDLZEHHEL TS,

Avrticle 74 concerns the right of judicial remedy against a supervisory authority. It builds on the
general provision of Article 28(3) of Directive 95/46/EC. It provides specifically a judicial remedy
obliging the supervisory authority to act on a complaint, and clarifies the competence of the courts of
the Member State where the supervisory authority is established. It provides also the possibility that
the supervisory authority of the Member State in which the data subject is residing, may bring on

behalf of the data subject proceedings before the courts of another Member State where the
competent supervisory authority is established.

55 75 k1%, 95/46/EC FRATES 22 S JERE & LT, R SUTMERA TR B FEERE & oK

D OMEMZRIG L U, TR ZPE DL SN E OFHFTI T 20 3UET —Z ER

DIFET DEHFTIZT 200N E HE2 T D, —BHEOH 2HHMHAOHF T, [F—oR8E

X UTZFRADMRE L TV A 5GHA . BEaOLEERE, HHFTXEOfFaz Hilrd 5

ZENRTED,

Acrticle 75 concerns the right to a judicial remedy against a controller or processor, building on
Article 22 of Directive 95/46/EC, and providing a choice to go to court in the Member State where
the defendant is established or where the data subject is residing. Where proceedings concerning the
same matter are pending in the consistency mechanism, the court may suspend its proceedings,
except in case of urgency.

576 13, HHTHUC OV THBOBANZ ED T D, ZORANCIE, HEBI, MU
BRI N TT —F BR 2 RET DR, BB ERN TR B 59 2 MR, i

DM I TIHAT L THTDI T D AR OB U2 D 0\ BB A i i & IS

HILNTEDZENEGENDD, MBEEICIE, FHTNC X 2R 2 H i 4 TP 5 5500
»H5%,

38 JHI AL TRt O B EEMET TAE AR 280 A DB AR K OMBIRIZ B3 2 2009 4F 11 A 30 H A PR F S M- R E
525(1)™, 0JL 328, 15/12/2009, p. 42, K ONSHKIF 81 S} OV 82 SRIT7E D B N I= 4 o J HI| oD i (2 [
9% 2002 4 12 A 16 A fTEEFSHH] (EC) 1/2003 %5 13 45(1)%, OJL 1, 04.01.2003, p.1iZ¥o<,
Building on Article 5(1) of Council Framework Decision 2009/948/JHA of 30 November 2009 on prevention and
settlement of conflicts of exercise of jurisdiction in criminal proceedings, OJ L 328, 15/12/2009, p. 42; and Atrticle
13(1) of Council Regulation (EC) No 1/2003 of 16 December 2002 on the implementation of the rules on competition
laid down in Articles 81 and 82 of the Treaty, OJ L 1, 04.01.2003, p.1.

3 AN TIHIC BT DRI — 2 FRTEFIEGIZRWT) Ob SIERIMEE 2000 4 6 H 8 HATERINGE
2K OPREES: 2000/31EC 85 (TEFESNCEAT 5485)) & 18 &(1)%H, 0JL178,17.7.2000, p. 11ZHD
<6
Building on Article 18(1) of Directive 2000/31/EC of the European Parliament and of the Council of 8 June 2000 on
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Article 76 lays down common rules for court proceedings, including the rights of bodies,
organisations or associations to represent data subjects before the courts, the right of supervisory
authorities to engage in legal proceedings and the information of the courts on parallel proceedings
in another Member State, and the possibility for the courts to suspend in such case the proceedings.*
There is an obligation on Member States to ensure rapid court actions.*

7T R, B OBELICT 2R Z ED TN D, ARSIE, 95/46/EC 545 23 S-I2

HzE< bOT, AFCOMERNZ, MBE ZJRK & T 2BFOREICE TRIFL, HFEEFH

B R OSERILEEH O FAEZ AL L TV 5,

Article 77 sets out the right to compensation and liability. It builds on Article 23 of Directive
95/46/EC, extends this right to damages caused by processors and clarifies the liability of joint
controllers and joint processors.

5578 ZRiE MERENTK L, AHRIOERIZ KT D Hl# AR L, £ OFEHREZMR S D201

SIEOBRIZED L EBEEHRL TV D,
Avrticle 78 obliges Member States to lay down rules on penalties, to sanction infringements of the
Regulation, and to ensure their implementation.

79 5RIT. FBEEHERIICK L, ARLETED DN REEICET D17 EOEKIC
SWTHIFEAE L. lx OFEFIORBIIE L CTRESFEE TOSELRIT#/ELRE L TV

Do

Article 79 obliges each supervisory authority to sanction the administrative offences listed in the
catalogues set out in this provision, imposing fines up to maximum amounts, with due regard to
circumstances of each individual case.

349. FHIXE — $EDT—XNPERIIZ BT 5 FKE
3.4.9. CHAPTER IX - PROVISIONS RELATING TO SPECIFIC DATA PROCESSING
SITUATIONS

5580 SRi, AT — Z PREDMER & RKBLO B I OMHER| OFRHFNI O 7= OIZ B2 By Al IR
ENZRF U ABLRIORFE DOSRHA DM 2 e T 2 R IRE1T 9 F#H 2k L T\ D, AKILBER
JHFEIEHHIFT OMFRIC L % 95/46/EC 54545 9 Sl K2 E VT 5%,

Acrticle 80 obliges Member States to adopt exemptions and derogations from specific provisions of
the Regulation where necessary to reconcile the right to the protection of personal data with the right

of freedom of expression. It is based on Article 9 of Directive 95/46/EC, as interpreted by the Court
of Justice of the EU.®

81 Sk, S HITIBEICK L, FeBl RO T —# OMBRMF & LT, fRIEH R TREE

certain legal aspects of information society services, in particular electronic commerce, in the Internal Market
('Directive on electronic commerce'), OJ L 178, 17.7.2000, p. 1.

0 MRIRDOTZDI, FlE LT, BONEERHFT. 2008 4 12 A 16 H Pk, Satakunnan Markkinapésrssi
% Satamedia (C-73/07, ECR 2008 p. I-9831) # &1,

Cf. for the interpretation, e.g. Court of Justice of the EU, judgment of 16 December 2008, Satakunnan
Markkinaporssi and Satamedia (C-73/07, ECR 2008 p. 1-9831).
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TOLEIREDRERA LR T 2 BB EZR L TN D,
Article 81 obliges Member States, further to the conditions for special categories of data, to ensure
specific safeguards for processing for health purposes.

5582 SkiF. MERENTK L. EHDOEEOME AT — ZALBIZ DU T, RE DL 2 BRI~ 2 MER

2P E L TWD,

Article 82 provides an empowerment for Member States to adopt specific laws for processing
personal data in the employment context.

95 83 SRl ERH, HEH K OB FRITHAE D B TREAT — & 2 U3 2556 O BRH 72

FUEEDTND,
Avrticle 83 sets out specific conditions for processing personal data for historical, statistical and
scientific research purposes.

84 k1T, WHAE DN TWEHICIRT 25612, MEEICR L, BEEEIC L 5MAT—#

K OWRE~DT 7 & AP DR E ORI 2 SR DR Z 1 5- L T 5,

Avrticle 84 empowers Member States to adopt specific rules on the access of supervisory authorities
to personal data and to premises, where controllers are subject to obligations of secrecy.

55 85 el PRME G OREREICBI T 5 4405 17 R, ABANCE G T 25 8121X, =
Ak BT 2 BUTOOFEN R T — 2 RERAID S ST EMTE 5 L9l L TWnD,
Article 85 allows in the light of Article 17 of the Treaty on the Functioning of the European Union

for the continuous application of existing comprehensive data protection rules of churches if brought
in line with this Regulation.

34.0. FXFE — ZfEERNTTE
3.4.10. CHAPTER X - DELEGATED ACTS AND IMPLEMENTING ACTS

55 86 Sl TFEU 55 290 RITh » TIT O 2 ZEICH T 2 IR ERN R R H 2 B, ARFRITE
O SIEMIE. SEEROED O BLEES TR W—E DRI D E A4 I EE N2
L7z, ZERITH LT, FEO REMIELZRIRT DMRZZHET L2 LN TED
(MENLIEIZ L D 1E),

Avrticle 86 contains the standard provisions for the exercise of the delegations in line with Article 290
TFEU. This allows the legislator to delegate to the Commission the power to adopt non-legislative

acts of general application to supplement or amend certain non-essential elements of a legislative act
(quasi-legislative acts).

55 87 Sl TFEU 55 291 SRICHE - T EMHIR I 2 A+ % EU DIEITA DO FEMIZ —FH DS
PRSI L SNBHAIT, BRAICTOFMMERE 555 DI LB 2 FME R 20 T
SITHETOIREEZED TVD, FEFHN ZNITEYT 5,

Article 87 contains the provision for the Committee procedure needed for conferring implementing
powers on the Commission in the cases where in accordance with Article 291 TFEU uniform

conditions for implementing legally binding acts of the Union are needed. The examination
procedure applies.
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3411, FEXl E — RZHELHE
3.4.11. CHAPTER XI - FINAL PROVISIONS

5 88 Z5lX. 95/46/EC 4 & BE 1L 5,
Acrticle 88 repeals Directive 95/46/EC.

%89 k1%, BT T A N —f4 2002/58/EC & ORRE L L, ZhEKIET 5,
Article 89 clarifies the relationship to, and amends, the e-privacy Directive 2002/58/EC.

5590 Z/iE. ZFREITH L, AMRAIZRHE L, BE 5@ E2RET D &9 #HEMIT T

o
Article 90 obliges the Commission to evaluate the Regulation and submit related reports.

5591 SRl ABHION)FAE R KO OREIT HICBET 2BATHIM Z E D T\ 5,

Article 91 sets out the date of the entry into force of the Regulation and a transitional phase as
regards the date of its application.

4, Bk bR
APREIZ LD MB LD BR80T ARZBIZIRAM ONE, MBUCEE T 23S E IR
SND, BINT — X RFEEET O Y EBICEE L TWD, 26O EIZIY, TIME®

Rl URJEE 5] OFMROBLEL 2D,

The specific budgetary implications of the proposal relate to the tasks allocated to the European Data
Protection Supervisor as specified in the legislative financial statements accompanying this proposal.
These implications require reprogramming of Heading 5 of the Financial Perspective.

AERRIT, EEERICOWTIRERZ R -0,
The proposal has no implications on operational expenditure.

AARBENTIAT OARBNT R 532k, MBI 2 WEFi3, ABRIA RIS 2 ek
DEEN NTELEZ R ORREAIC K57 — 2 REICBET 2 F ST 2 MB L osg 2 w5 &
T2,

The legislative financial statement accompanying this proposal for a Regulation covers the
budgetary impacts for the Regulation itself and for the Directive on police and justice data
protection.
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2012/0011 (COD)
2012/0011 (COD)

BEANT —Z BIARDBEADREBROYFET —F D HHERBENICET S
BB R OHESORA (—&T — 2 REHR) ORE
Proposal for a

REGULATION OF THE EUROPEAN PARLIAMENT AND OF THE COUNCIL

on the protection of individuals with regard to the processing of personal data and on the free
movement of such data (General Data Protection Regulation)

(PPN 9% 375 o Jsfe B e 35
(Text with EEA relevance)

RN S O B 2 1
THE EUROPEAN PARLIAMENT AND THE COUNCIL OF THE EUROPEAN UNION,
I e OBRAE L2 BE 2 SE N HRFIC M RZSRAT O 5 16 Z(2)TH L UV 114 2 (1) H Z $BHEY

L/\

Having regard to the Treaty on the Functioning of the European Union, and in particular Article
16(2) and Article 114(1) thereof,

RN E S 6 OIREZETI L,
Having regard to the proposal from the European Commission,

ENEBES ITIER T 5614
After transmission of the draft legislative act to the national Parliaments,

FN R LR AN OB LA B L.
Having regard to the opinion of the European Economic and Social Committee®,

BN 77— & (R B P2 3 R %

After consulting the European Data Protection Supervisor®,

WH OSEFRUHI > T D,
Acting in accordance with the ordinary legislative procedure,

Eh z,
Whereas:

1.0JC,,p..
0icC,,p..

2.0)C,,p..
oJc,,p..
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(1) BARAPEAT—Z I L THR#EZZ T2 2 LITEAMAETH L, BRINES
BAMETE 8 /(DML UGRKIE 16 £Q)HIZIE, MAL. BLDOMAT —XIZH

LTIHREEZ T DN ZAT D ENED LTV D,

(1) The protection of natural persons in relation to the processing of personal data is a
fundamental right. Article 8(1) of the Charter of Fundamental Rights of the European Union
and Article 16(1) of the Treaty lay down that everyone has the right to the protection of
personal data concerning him or her.

2 WATFT—ZLEL, ok, ANICEBRT 200 THD, AT —% ORBRIZLR D EA
OEGEIZET 2RI L OBANE, BARANOEFE UIEEMA & ZThiv, 2051
ANDEAANMER AR, LD DITEANT —F OR#ELZTOENZEET 60
TRIFNT B0, AT —ZLIE, Bl, 24, EROSGKORE Lofi—
DER, BE M OHEROFEEE, BN OME L OEE, [BADOFERICHIRT 2 b
DTRITFHIT R B2,

(2) The processing of personal data is designed to serve man; the principles and rules on the
protection of individuals with regard to the processing of their personal data should,
whatever the nationality or residence of natural persons, respect their fundamental rights and
freedoms, notably their right to the protection of personal data. It should contribute to the
accomplishment of an area of freedom, security and justice and of an economic union, to
economic and social progress, the strengthening and the convergence of the economies
within the internal market, and the well-being of individuals.

(3)  EMEERKOMERC L HHAT — % OUIIAES A DRI R LT — 4 D
B 722 EhC B9 5 1995 4E 10 H 24 H 95/46/EC 5454 1%. MBL/ERICBIT 2 HARAD
AR NME R OV H  ORE O, IO EMICB T AT —% OB B2

BORREZ RO TWD,

(3) Directive 95/46/EC of the European Parliament and of the Council of 24 October 1995
on the protection of individuals with regard to the processing of personal data and on the
free movement of such data43 seeks to harmonise the protection of fundamental rights and
freedoms of natural persons in respect of processing activities and to guarantee the free flow
of personal data between Member States.

(4)  HATGAEREL, A CHEBH—INZ LIk b, EEZB L TOR@E?
KIEITHN U7z, EU BBV T, BRE AR & iR, A FAR L RO F
REDETT =2 OB TOND Z &bz 7z, EUTEIC LY B E O E N
I, OMBAE OB > TEOEHZ R L, UMEFZZETTHILNT
LR NITH L, KOBEAT —Z ORZHEITH ZENRRDHNTVD,

(4) The economic and social integration resulting from the functioning of the internal
market has led to a substantial increase in cross-border flows. The exchange of data between
economic and social, public and private actors across the Union increased. National

authorities in the Member States are being called upon by Union law to cooperate and
exchange personal data so as to be able to perform their duties or carry out tasks on behalf

43 0J L 281, 23.11.1995, p.31,
OJ L 281, 23.11.1995, p.31
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®)

(6)

()

of an authority in another Member State.

SO ORBBEE O 0 — Y ¥ — g ORI, AT — % ORGEICHEEE
Hleb Lz, 7—2 DI ROUENBIINTEEM L7z, Hiffick v, RESERD
NSRBI OGN A & OIGFE 2 HE LIED 7212, RO AT — V" CEANT — & %
FIHT2ZLRTEDLEDITRoTVD, AN, ETETANCH 7 n— 1
HENFREZFHATRRIC LTV D, BT & D | BRI & O AT 03 S A 4 30
A AT = Z FFEIZHONTE W LUV 2R T 2 0 L [FRFIZ, EUNTOT =X 0
B 22 0im &3 = E R OCEBEEME~O T — 2 OB E S HITEtET 2 2 &3R5
nTnsg,

(5) Rapid technological developments and globalisation have brought new challenges for
the protection of personal data. The scale of data sharing and collecting has increased
spectacularly. Technology allows both private companies and public authorities to make use
of personal data on an unprecedented scale in order to pursue their activities. Individuals
increasingly make personal information available publicly and globally. Technology has
transformed both the economy and social life, and requires to further facilitate the free flow
of data within the Union and the transfer to third countries and international organisations,
while ensuring an high level of the protection of personal data.
COXIRFRICEY ., MARPITHCEITb SN, BETEVH—Shizr —
HIREDOAA % EU THEE T 5 Z Lk b s, NG aEkick o7 o4
IVREFE DOTRLZ FTREIC T 5 LW D KT, BHEOEHNEE TH 5 DIFHROFFE
NHTHD, AL, BOOBEAT —ZICEHRERIETRETHY, HA, FEH
B OVABIHE BN 5 2% WO RSN OB R 2 e M IRIL SN D~ & Th B,

(6) These developments require building a strong and more coherent data protection
framework in the Union, backed by strong enforcement, given the importance to create the
trust that will allow the digital economy to develop across the internal market. Individuals
should have control of their own personal data and legal and practical certainty for
individuals, economic operators and public authorities should be reinforced.

95/46/EC 55D AR OVFANE G| & e & 2 UM A AT 203, 202 AR OEHNC
£V EUBIRICE T 57 — Z REHFIEOMb, IERARREEMITIN A, HAORE
(ST DERARY AT DBRHIA S T A AEEICEE L THFEET D L0 ) BRO— %
HIZRFRREN & EF D 2 Lidpn, MREC LY Rt fAT — 2 ORI L
T, EADOHERKR AR, &0 DITHEAT —ZRFEDOHERNC OV TRE L~V R
2B LIV EURICOT 2 MANT — X O AR EN T 6 b, Licho
T, 26 DEWE, EU LUV TRIFTEEN 23173 DBRICIEE L 2 0 1525 ki, B
SraBillb L, AR EUED FCEMEZ R TEOY T &0, 20X HITk
LA ULDNE D DT, 95/46/EC FRA DOREAT K OEIZ B W TERDBFEST D Z &N
KX TH %,

(7) The objectives and principles of Directive 95/46/EC remain sound, but it has not

prevented fragmentation in the way data protection is implemented across the Union, legal
uncertainty and a widespread public perception that there are significant risks for the
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(8)

9)

(10)

(11)

protection of individuals associated notably with online activity. Differences in the level of
protection of the rights and freedoms of individuals, notably to the right to the protection of
personal data, with regard to the processing of personal data afforded in the Member States
may prevent the free flow of personal data throughout the Union. These differences may
therefore constitute an obstacle to the pursuit of economic activities at the level of the Union,
distort competition and impede authorities in the discharge of their responsibilities under
Union law. This difference in levels of protection is due to the existence of differences in
the implementation and application of Directive 95/46/EC.

ANDOSE#EEZ B L TEWLLTIT) 2 L EHRET D720, £EAT—Z Ol
WIZxT HBEEZ Y R 22X, TR TOMEEICBWT, 205 EAT —%
SUERIZBE T 2 B N OHEFR X OV E 1 OLRGE L~ L B RIE TR ITIUT R 5720, AT
— Z AL BE T 25 BARA D IR AL OV E H 2 RS 572912, EU &ic v,
RN B LT —IClA SN D Z & 2R LT b,

(8) In order to ensure consistent and high level of protection of individuals and to remove
the obstacles to flows of personal data, the level of protection of the rights and freedoms of
individuals with regard to the processing of such data should be equivalent in all Member
States. Consistent and homogenous application of the rules for the protection of the
fundamental rights and freedoms of natural persons with regard to the processing of
personal data should be ensured throughout the Union.

EU 2B W T AT — & OIRGE &2 FERIRINTAT O T2 I12iE, 7 — F FAROMERNE O
(AT — # I 2 DI RAT 5 H OHBEMIL L, 905 HBEHIET 50
ERH D Z LA, AT —Z RERRIOMAT 2 B DR fR 3 D HER & [R5 1T
T 5130, RMBEOBE KT B LRSI 5 BEND D,

(9) Effective protection of personal data throughout the Union requires strengthening and
detailing the rights of data subjects and the obligations of those who process and determine
the processing of personal data, but also equivalent powers for monitoring and ensuring
compliance with the rules for the protection of personal data and equivalent sanctions for
offenders in the Member States.

AV 16 SR, BB KO HESITR L, AT — 2 UBIAR D (H N OIRGHE

BT AL OMEAT —2 O BHRZBENCET LR ZED D L) ERL T2,
(10) Article 16(2) of the Treaty mandates the European Parliament and the Council to lay

down the rules relating to the protection of individuals with regard to the processing of
personal data and the rules relating to the free movement of personal data.

EU W T—E LICEARED LV 2R3 2720, L 2BNTiRIckT 5
T—2OAMBRBEEOT LR 5 ERNAEL DDA TDIc, AHANZ L - T,

M/ B, PR O SR ST R S, BRI CEAED R S D
VERD D, AT —F BT 2 =B LEEHEZIT O 2L D1Eh, 3 TON
BEICBWTHEORIEZ BT 2 & E 7282 OMNYEEOBEEEE D & 2 R0 72
NERGD 2 Z2MRISTHoIiE, ABANCE Y X TOMBEEOCEADL, &
RBITH 2 AT DR — LSV OMERNZ AT B SN BN H V) | ERLE KO 13,
BEROELEZ G2 OND0ER DD, M/, IR PHRBEEOR R R A

41



(12)

(13)

ZE LT, AHANEZ, WS O»DRBHENPED N TS, S HIZ, EU KL
OWEBE, INERIE K OV DBEREBIIT, ABRIOBEANCEE L. M/, /B, PR
FEORFED=—RIFEIETHZ ENEFh STV D, Wb, BB, FHR
OB DWW T, M, B, TR EEDERICET 2 200345 H 6 A &R

2D 2003/361/EC #5512 H & ThH D,

(12) In order to ensure a consistent level of protection for individuals throughout the Union
and to prevent divergences hampering the free movement of data within the internal market,
a Regulation is necessary to provide legal certainty and transparency for economic operators,
including micro, small and medium-sized enterprises, and to provide individuals in all
Member States with the same level of legally enforceable rights and obligations and
responsibilities for controllers and processors, to ensure consistent monitoring of the
processing of personal data, and equivalent sanctions in all Member States as well as
effective co-operation by the supervisory authorities of different Member States. To take
account of the specific situation of micro, small and medium-sized enterprises, this
Regulation includes a number of derogations. In addition, the Union institutions and bodies,
Member States and their supervisory authorities are encouraged to take account of the
specific needs of micro, small and medium-sized enterprises in the application of this
Regulation. The notion of micro, small and medium-sized enterprises should draw upon
Commission Recommendation 2003/361/EC of 6 May 2003 concerning the definition of
micro, small and medium-sized enterprises.

AHANZ, BAT —Z O LT, £OFOEE UIEFEHIZI1D 6T, A
MNEHRIZ L THRELZ G Z TV D, AL, EA FRTIEANE L TR SN2
EHHMBIT LI ANT — 2 O (EAOLT, EIE, sEMZaERE L2 E ) (28
LT, AHANZ XD RELZR L TR 620, ZiuE, IEAOAFRRHKRAD
R4 —U LB ETH-THEH Y TH D,

(12) The protection afforded by this Regulation concerns natural persons, whatever their
nationality or place of residence, in relation to the processing of personal data. With regard
to the processing of data which concern legal persons and in particular undertakings
established as legal persons, including the name and the form of the legal person and the
contact details of the legal person, the protection of this Regulation should not be claimed
by any person. This should also apply where the name of the legal person contains the
names of one or more natural persons. (13)

A DR, BT PR Td 5 & T AT BHATC /A SNTIRR BV,
SHARTIUR, WBAITADTONDEA RV A7 bl bT 2 Lilied, 7T—4 0
Tr7AV T « VAT HCHEENTNDIN, XIIT —F &Ny AT LIZED D
BE» O 556, MAOKEIL, BEEFRICKDHEGDIEN, FERLHIC X 2
AT =2 DRI L THEH SN D& TH D, FEDEEIN > THEksh
TWRNWT 7 A NVIIED—HD T 7 ANV K RZNEDT 7 A )VORMIZ OV TIE,
AR OB RN &35 ~& TR,

(13) The protection of individuals should be technologically neutral and not depend on the
techniques used; otherwise this would create a serious risk of circumvention. The protection
of individuals should apply to processing of personal data by automated means as well as to
manual processing, if the data are contained or are intended to be contained in a filing
system. Files or sets of files as well as their cover pages, which are not structured according
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to specific criteria, should not fall within the scope of this Regulation.

(14) AR, AR AR OB B OMRGE, X3 EU EOBE R HASN OEEN LR 5 7 —
2 O H R REORHEICET DRI OW T E L2y, 72, (EC) 45/2001
HI*ICART % EU Rt HEE, AR OVBIC L HAT — & OQMEE, i EU IC 3@
DR L RBERICBE T H1E8 217 5 BEOMNBEEIC X 2 MAT —# ORBRIZ b iEH =
L7,

(14) This Regulation does not address issues of protection of fundamental rights and
freedoms or the free flow of data related to activities which fall outside the scope of Union
law, nor does it cover the processing of personal data by the Union institutions, bodies,
offices and agencies, which are subject to Regulation (EC) No 45/2001*, or the processing

of personal data by the Member States when carrying out activities in relation to the
common foreign and security policy of the Union.

(15)  ABLANZ., BAADMT O HHMEASUIFEENOMENT — Z 0B GEE &K OMEFTO
REZET) IEA S RWIED, A S FIZE A U3, Bk L ooTESh 3Ux
EFNEE & BERORWVEAT — X MEITE A S, F2, 2o L) R EAR
SAFFEFENOIEEN L HENT — & OWFLD 72 12 FBe & 12l 3~ 2 B BLE ST AL PR

FITIE, BRI S ~&E TR,

(15) This Regulation should not apply to processing of personal data by a natural person,
which are exclusively personal or domestic, such as correspondence and the holding of
addresses, and without any gainful interest and thus without any connection with a
professional or commercial activity. The exemption should also not apply to controllers or
processors which provide the means for processing personal data for such personal or
domestic activities.

(16) JH=FEALIEDORHIE, #A, RIS L <IEFRE I FEZ OBITO 720 OEEREIIC K
HIENT — Z AP AR 5 0 N DIRFER O34T — # O H 722 #)E, EU L~ /L TO
BB B SCEOM G L 22D, Lichio T, ABANTATRLO B TOLIEIEEITIX
HEHINRY, bodb, AN, TSRO L, BE, b L<ITEFE
XITHFEADOPITO AR TT —Z 2+ 58I, ARHANCESE 007 —4 %
ER L7256 EU LTI T & DI R IEHESCE (XXIYYY f584) i S
NIRRT NIFR 720,

(16) The protection of individuals with regard to the processing of personal data by
competent authorities for the purposes of prevention, investigation, detection or prosecution
of criminal offences or the execution of criminal penalties, and the free movement of such
data, is subject of a specific legal instrument at Union level. Therefore, this Regulation
should not apply to the processing activities for those purposes. However, data processed by
public authorities under this Regulation when used for the purposes of prevention,
investigation, detection or prosecution of criminal offences or the execution of criminal

penalties should be governed by the more specific legal instrument at Union level (Directive
XXIYYY).

44 0J L8, 12.1.2001, p.1,
0JL 8, 12.1.2001, p.1
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(17)

(18)

(19)

(20)

(21)

(22)

AFHANZ, 2000/31/EC 547 (Bl Us%IED DOF 12 S04 15 R BT A —

EAEFROEMEFAD O E2EL IR 520,

(17) This Regulation should be without prejudice to the application of Directive 2000/31/EC,
in particular of the liability rules of intermediary service providers in Articles 12 to 15 of
that Directive.

AHANC XV . ABBRNCED T RHEE AT BRI, ACEO—HRABHOEHI
HEBREIZAND Z ERATREIC e D,
(18) This Regulation allows the principle of public access to official documents to be taken
into account when applying the provisions set out in this Regulation.
EU N OB BRE TR A3 % OF%AF TIFEI§ 21 TEAT — % 2083 555,
ZOMF LN EU A TITOIL D NENICr b b, ABANCE> TR IS
NETHD, &L, ZENRAA A TRER D OTEMITITE 2179 Z L 20
FMEET D, ZOR, DHIAADOIEREREE LT, IEARE AT 535 XEF
DAEDTERED & HAL TV D I NTIRERVELZE TldZe v,
(19) Any processing of personal data in the context of the activities of an establishment of a
controller or a processor in the Union should be carried out in accordance with this
Regulation, regardless of whether the processing itself takes place within the Union or not.
Establishment implies the effective and real exercise of activity through stable arrangements.
The legal form of such arrangements, whether through a branch or a subsidiary with a legal
personality, is not the determining factor in this respect.
AFANTEED B NRFEDOHERPMEAN IR L THESNLRNWE SIZT D7D, EU
TR SN TWRWEIE ) EU NICEET 27 —% EEROBEAT — & 2035 5
Yitr. £ OWBEENT — F FRA~ORE G T — E 2 ORISR T 52, T
T2 EROITE AR5 2 LITBRT D & &k, AHRIO@ExS & Siniaid
UL B2,

(20) In order to ensure that individuals are not deprived of the protection to which they are
entitled under this Regulation, the processing of personal data of data subjects residing in
the Union by a controller not established in the Union should be subject to this Regulation
where the processing activities are related to the offering of goods or services to such data
subjects, or to the monitoring of the behaviour of such data subjects.

WUBAEZEIN T — & ERD TENERL] & e SN DG Z W 57201213, %
(YT —# FRICBE L TIRIEZTT 9 BIYT, UTHET — & EROME AR 2B 4T
T8, BBEZSUTTHT2HNT, e 77 A1) Z2ENEHT2NEDT
— LB KD L HARA o F—Fy b ETERSA T D NENE R E 1D
HLRXETHD,

(21) In order to determine whether a processing activity can be considered to ‘monitor the
behaviour’ of data subjects, it should be ascertained whether individuals are tracked on the
internet with data processing techniques which consist of applying a ‘profile’ to an

individual, particularly in order to take decisions concerning her or him or for analysing or
predicting her or his personal preferences, behaviours and attitudes.

EFRATRICES S MAEOENENEMN Sh 256, ABANE, EU TRIZ ST
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RWERRE (B 20X, IR E OIS XITEF OO TW D) I H i

SINHRETH D,
(22) Where the national law of a Member State applies by virtue of public international law,

this Regulation should also apply to a controller not established in the Union, such as in a
Member State's diplomatic mission or consular post.

(23)  PRAEJFRNZ. HFE S 2B SUIRFE ATRE R B ISR 2 W2 D IFHIC DWW T i M

SNDHRETHD, HADKEREIEZHIMT 5 720I2iE, FHE IZOMOHE
DT IR EDEDREDIZDIZEIICH WD AR H S, HH D FE%
R LTI b0, FT—2REOFANT, EA TRt hZZ &Ik T —
ZERERFETE RS RoTeT — 21T LTI S 415~ & TRV,
(23) The principles of protection should apply to any information concerning an identified
or identifiable person. To determine whether a person is identifiable, account should be
taken of all the means likely reasonably to be used either by the controller or by any other
person to identify the individual. The principles of data protection should not apply to data
rendered anonymous in such a way that the data subject is no longer identifiable.

Q1) ArTAr - F—ERENRATLHE WAL TAAA TT I r—var Y

— W ROTa F Al VRS F T A AT (BIAE IPT LR
v X —FRAER L) IR DATREMED B D, TR — N — DT ELD TH RSO A Ok
BfEHR LA B & o TREDFRY . ADT 17 7 A AR Z . 8N DFFE
WHHENG D, 202 enbT 5L ES, (ET—%, 274 Uil
XIFZD LS R Z DMOFFEERIT, LT LHTRTORIICEBNTHEAT —# &
FRIL T BTN,
(24) When using online services, individuals may be associated with online identifiers
provided by their devices, applications, tools and protocols, such as Internet Protocol
addresses or cookie identifiers. This may leave traces which, combined with unique
identifiers and other information received by the servers, may be used to create profiles of
the individuals and identify them. It follows that identification numbers, location data,
online identifiers or other specific factors as such need not necessarily be considered as
personal data in all circumstances.

(25) [FEX. 7—F FEPLHICET 5 FH e 52 o ETRED H R BEERTRE
1795 2 LIS TE DM ARTESE o T, F— 4 EROTT 5 FHNUIH b I 5
FHIBICE ST, BIRIICEZ DS bOTRIFIUER BV, 2% I U
%175 2 LIc k0, AR, EOMAOT =5 I L TH bREE 52 T
WD Z L REFISEET D, ZhITIE, A F—Ry FOR—LX—=T & ihi iR
WZHABE 7Y v 73528, L, ZORENG, AT —FLEITTOI 5 FTHE
PEIZK L TORRBTHL EHLNIIRIND, 7T —F ERIT K D E OO L
ITRNEEND, LR T, BRI S LW SIEFRE & Z2 SR, [
B, F—BMIZmT THTON D LEEEDT X TUIIH L TRESRETH D, 2
Vo — 4 CER SN BICT — 2 ERBFEEZIT O %a . ARt OZRITHIR, iR
TRINT RO, F—F ERICRE SNV — 2 DR 2 ANLEIZ T 2 b0
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(26)

(27)

Too IR B2V,

(25) Consent should be given explicitly by any appropriate method enabling a freely given
specific and informed indication of the data subject's wishes, either by a statement or by a
clear affirmative action by the data subject, ensuring that individuals are aware that they
give their consent to the processing of personal data, including by ticking a box when
visiting an Internet website or by any other statement or conduct which clearly indicates in
this context the data subject's acceptance of the proposed processing of their personal data.
Silence or inactivity should therefore not constitute consent. Consent should cover all
processing activities carried out for the same purpose or purposes. If the data subject's
consent is to be given following an electronic request, the request must be clear, concise and
not unnecessarily disruptive to the use of the service for which it is provided.

FEREICBT DA T —Z121E, FCT — % EROREEREICEET 2T X ToT —
EREENRITUIR D720, 2T, EADERY — & 224D FHIAZITE

HIEH, EADER Y —E XD IER I — A DZAEERKICET 5 1),
PRt B CEAZ IR BT 272018 IR-72F 5=, fisb LITHEA., A
ICEFEY — B A 22T 2B TEOE AT OV TS L EH, By L <13k
B LV S AMEO— Y L UZAEKORERWE BT 2158 (i
Baate), BACKT 5 EREMEE & L CoOFSFAFBHR, R, BE, R Y 2
7. R BRRER. b L <UL OFEHIED GBI T — & RO RO AR
b L <IFEPEFORBICET 2EH (B2 E, ERDUIZEOMOEFREME, 5

Be. BEFRER. b L <IIMRSMNRRREN BELNER) NEEhD,

(26) Personal data relating to health should include in particular all data pertaining to the
health status of a data subject; information about the registration of the individual for the
provision of health services; information about payments or eligibility for healthcare with
respect to the individual; a number, symbol or particular assigned to an individual to
uniquely identify the individual for health purposes; any information about the individual
collected in the course of the provision of health services to the individual; information
derived from the testing or examination of a body part or bodily substance, including
biological samples; identification of a person as provider of healthcare to the individual; or
any information on e.g. a disease, disability, disease risk, medical history, clinical treatment,
or the actual physiological or biomedical state of the data subject independent of its source,
such as e.g. from a physician or other health professional, a hospital, a medical device, or an
in vitro diagnostic test.

EU NOEBEE O EZaRIL, B REMEICIE > THIM SN 5 & Th 5, EEH L
LR 72 IAT K 0 EERA DO BRI IR B & 7, B B, SR
FEICEHL TERREEZToTCND I L MNERMFEET 5, ZOEMEL, MAT—
A DUELA Y3 DT CREIITDON N E d D a b, & ZICHIFTE R
OMEANT — & OWEETBAFEL T, ThEERT 2 Z & AR, X, £ 2 Cus

EEEZAT 9 T & BIRITEZERM O EE TRV O T, 2 BIXEZERE O KT

FEHETIX /2, AEE O FEFAH X, EU NIZH D 0B O RBUTEIZE i 5 X

T THD,

(27) The main establishment of a controller in the Union should be determined according to
objective criteria and should imply the effective and real exercise of management activities
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(28)

(29)

(30)

determining the main decisions as to the purposes, conditions and means of processing
through stable arrangements. This criterion should not depend whether the processing of
personal data is actually carried out at that location; the presence and use of technical means
and technologies for processing personal data or processing activities do not, in themselves,
constitute such main establishment and are therefore no determining criteria for a main
establishment. The main establishment of the processor should be the place of its central
administration in the Union.

TEIN—T1L, I T HEEE IR L 2T HRELZZOHRMAETRETHY,

XA LT, (BIIX, FrAME, HEx2®@ U T, It A EEICEMN T 2 KA %2 8@
CTC, XIIEAT — 2 RERRZ L S OHERAFFOZ L2 C ) R
B AT EEIATHETEHEELTRETH D,

(28) A group of undertakings should cover a controlling undertaking and its controlled
undertakings, whereby the controlling undertaking should be the undertaking which can
exercise a dominant influence over the other undertakings by virtue, for example, of
ownership, financial participation or the rules which govern it or the power to have personal
data protection rules implemented.

TEBIE U AY R REREROHE 5 OEAT — 5 I B HERlIC o
TORBPMMENT=D, ZOEAT =XKL, FlOREELZ T HLERD D, K
HANCIBIT 57 & b OHWTEERIC OV T, BT &b OREFIZSIICED b
ERED S RETH D,

(29) Children deserve specific protection of their personal data, as they may be less aware of
risks, consequences, safeguards and their rights in relation to the processing of personal data.
To determine when an individual is a child, this Regulation should take over the definition
laid down by the UN Convention on the Rights of the Child.

EANT — & OWLIRL, R ESNDEABEL TEE, AL, &AM EZ S -
TIToh R TR 6w, Ko, 77— 2 0UH O BARR R BRI, BA»OHET
RIFNER BN LTz, 2O EMITT — 2 IERIZHIET S R T nuide 572
W, T—2IE, T 2O B LT, MER/NRO o, BEMEA A L

MORRE SN TWRIFIUTZR S0, 2T, FICESNTZT —Z PR TR
WZ b, T2 OREHEPEHIFICE L KRS TND 2 ERHETRIT
TR B0, AT —Z ORFRIT, Z OB RIAMO FB TER TE RWIEE
WZBRVATON D RE ThH D, NEMREANT —Z NS FETIEXITHIBRE D X912,
bHPLERNREEEZH LR TUTR LR, T BLE LIRS REI L
5T LR LTRWE DT, BEEIT, HIFRSUIEMIA 2 8o L CHIR &2 30T
RIFHITR B0,

(30) Any processing of personal data should be lawful, fair and transparent in relation to the
individuals concerned. In particular, the specific purposes for which the data are processed
should be explicit and legitimate and determined at the time of the collection of the data.
The data should be adequate, relevant and limited to the minimum necessary for the
purposes for which the data are processed; this requires in particular ensuring that the data
collected are not excessive and that the period for which the data are stored is limited to a
strict minimum. Personal data should only be processed if the purpose of the processing

47



31)

(32)

(33)

(34)

(35)

could not be fulfilled by other means. Every reasonable step should be taken to ensure that
personal data which are inaccurate are rectified or deleted. In order to ensure that the data
are not kept longer than necessary, time limits should be established by the controller for
erasure or for a periodic review.

AR AL & S5 T2 DITIE AT — & OB L, W R ORIEICEES < D,

XIFARANS L IIAHATE R SN D ZOM EUED L <UTMREEOEDOHIZSH

D, ETED BNTZE DM OIELERIU LS T O RIT TR 7220,

(31) In order for processing to be lawful, personal data should be processed on the basis of
the consent of the person concerned or some other legitimate basis, laid down by law, either
in this Regulation or in other Union or Member State law as referred to in this Regulation.

T —Z EROFRREICESENE I M TON D56, BHEEIL, 7 — % EERNSIUEREE
WREZ 52722 LIZOWTORAEMLEZA S, FFZ. FEIZE VOO T
SHEINTRROGEITIE, REFREICEY, BT =2 ERREOREDEEL
HHZFTH L TWD LI LT b,

(32) Where processing is based on the data subject's consent, the controller should have the
burden of proving that the data subject has given the consent to the processing operation. In
particular in the context of a written declaration on another matter, safeguards should ensure
that the data subject is aware that and to what extent consent is given.

R OAEEME L AT 2720121, MAOERIZES< ARSI XL 6 FICFEE
PITbI %6, £, TOBRARREZHO TICREELEST 500 WY TiFsZ
LARARETH D5, EIIT. 2D X 5 REEITENAIMEDRILIT /2 & 720 2 &3
HOENIENDLERETH D,

(33) In order to ensure free consent, it should be clarified that consent does not provide a
valid legal ground where the individual has no genuine and free choice and is subsequently
not able to refuse or withdraw consent without detriment.

T — & ER L EEE OMAT ORI 602 R o 255 12IE, [FIEAM T T
b, FAUIBENT — & QLB T DIEREIEDIRILE 72 B 700, D Z & 3%
WCETIEEDDIE, T—F EERDEEEIEKE L TR, FRCEA OB, #
MEDENT —2 2 HT 2RBHNEDMANT —2 20T 258 Th 5, BEEDRA
HIBEBI T 2 5B ITIE, AR IE L 7 2 Z O ARIMENC IV BH AR L. FH
BEMEBICRENTZ L HRTZENTERNE ZIZ, ZOREDT —F WBEEIC
RO, 7= FEROHE 2B L THIN. ORI 2580 5,

(34) Consent should not provide a valid legal ground for the processing of personal data,
where there is a clear imbalance between the data subject and the controller. This is
especially the case where the data subject is in a situation of dependence from the controller,
among others, where personal data are processed by the employer of employees' personal
data in the employment context. Where the controller is a public authority, there would be
an imbalance only in the specific data processing operations where the public authority can
impose an obligation by virtue of its relevant public powers and the consent cannot be
deemed as freely given, taking into account the interest of the data subject.

RO TR A2 LB LT 556 SUTKIFGR OB O 2 RBU I TR
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B LT LA, TONMBUTEIETHL bDET D,

(35) Processing should be lawful where it is necessary in the context of a contract or the
intended entering into a contract.

(36) EHA TR SN DEMNRGITIE > TUHEMNMTON D56, UTRROFE % M HE:
BOBAT BN BRI L ShD5E, b L <ITARIEEIC K 2 HERITE OE# 0%
1T EABEAR VIR L SPLAEE . TV X0 HERI R OVE I OFIBRZR S HAL D T8
(i, BRONE S EEAHE R T O BORFIH 2 7297 EU SESUIINR E OEITAF T D 1EY
LB P VETH D, S5, AROFGE 2 X L8 23T 58 BE U AR
B DHERRATRE DAEHS 2 21T D BRA X, ATB & &, UFATED L I3HRiE
P EN D BRAITIEN BIE FEIBHE) L3 _EnIConT, RiET

BT EUE XTI EWNE S5,

(36) Where processing is carried out in compliance with a legal obligation to which the
controller is subject or where processing is necessary for the performance of a task carried
out in the public interest or in the exercise of an official authority, the processing should
have a legal basis in Union law, or in a Member State law which meets the requirements of
the Charter of Fundamental Rights of the European Union for any limitation of the rights
and freedoms. It is also for Union or national law to determine whether the controller
performing a task carried out in the public interest or in the exercise of official authority
should be a public administration or another natural or legal person governed by public law,
or by private law such as a professional association.

@7) AT —Z ORBNT — F TARD LMK 2 BERFGE 2 RET 572 DI SR
e, UHEBEAT =2 OWBIIFEC<@EETH L LD ET 5,

(37) The processing of personal data should equally be regarded as lawful where it is
necessary to protect an interest which is essential for the data subject's life.

(38) EHEAMNEMRAREZ AT L Lid, WHOBEEORILE 725, L, 1D IE
YRR T — 2 ERORGE UTEAM AR CA R Z BRI Z &2k e T 5,
ZOIESRBRFRFIZONT, T—F EERBFEH THLIHAITIE, FRTTF & B0
DIREEVELT D a2ERL L, HARRHWDR RO OGNS, T—Z EERIZT,
BOARDUTEIT 2B AARPL L L C, BE TLHZIEST oMM 6T 5, EFiE
X, BIAMEZ R T 272012, RO LD ESFIE L OHESR T 2 HEFNCBE L TF —
Z ERIT LBRIICA R D855 2 AV I RS 2 CEIC TRisT 585 b
95, KNHIBEBID T — 2 BB 2 IESFIES I OV TISLIEN OIEEFHTH 5
TENDT DL RFOIELFIEIT, AT X 2 EH T OB OB I3 A
SINRNHED LT D,

(38) The legitimate interests of a controller may provide a legal basis for processing,
provided that the interests or the fundamental rights and freedoms of the data subject are not
overriding. This would need careful assessment in particular where the data subject is a
child, given that children deserve specific protection. The data subject should have the right
to object the processing, on grounds relating to their particular situation and free of charge.
To ensure transparency, the controller should be obliged to explicitly inform the data subject
on the legitimate interests pursued and on the right to object, and also be obliged to
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document these legitimate interests. Given that it is for the legislator to provide by law the
legal basis for public authorities to process data, this legal ground should not apply for the
processing by public authorities in the performance of their tasks.

(39) WOHZAIL, HEOT — X EFHEICELRFENROOND, T7RbDEL, *v b

— 7 KOMERDEX 2 VT 4 —Z R T D T2 DI IR i T7 — & & ALBR
ToH%G (20X U7 — &%, FlxiE, RIFEXIIHEE SNTZT —F OB AT
REME, RO X oM. 5otk MOWEMEL 2D 2 RFH I RNETA S L<
I EAT R Y, —EORFEELR-7T- ETHIETED Xy N —7 IFERS AT
LDRES)), £72, Fv hU—Z ROV AT M ViRtSh D, LT 7 & AT
REICR DB — 2D X2 ) T ¢ — (AR, =0 B a— 2 REIETF— L4
(CERT), v—H%—h (v ta—¥ X2 UT— ATV MRIGT— 4
(CSIRT))., BFEERY NT—Z ROV —EADTaNA X — HTNZEF=Y
T4 —EIRDO TR =R O — 2D T A F—C LV Ef SN D bD) %
Hethd 2 7o OIS | LB #iPH CF — Z 2T 5356, 7 — F &3 O 1E 47
WHARBDENLHEOHE LT, EBFBERY NV —7 ~ORET 7 A, ROHE
BEDbHDa— ROEMEEIET 556, N —ERAEFELER P Ea—H
VAT LR OVEFEEV AT AOMEAILLET 258 08F T 65,
(39) The processing of data to the extent strictly necessary for the purposes of ensuring
network and information security, i.e. the ability of a network or an information system to
resist, at a given level of confidence, accidental events or unlawful or malicious actions that
compromise the availability, authenticity, integrity and confidentiality of stored or
transmitted data, and the security of the related services offered by, or accessible via, these
networks and systems, by public authorities, Computer Emergency Response Teams —
CERTSs, Computer Security Incident Response Teams — CSIRTS, providers of electronic
communications networks and services and by providers of security technologies and
services, constitutes a legitimate interest of the concerned data controller. This could, for
example, include preventing unauthorised access to electronic communications networks
and malicious code distribution and stopping ‘denial of service’ attacks and damage to
computer and electronic communication systems.

(40) AT —Z OREIL, T —FZWEDORA DO HIEFIE LRWIEEICOR, Zh bl
AMOAT (RRZ, BEER, FEHRSUIRFRFE B TORE) 175 2 &R TE
Do BIOHWNR, T—FIEDORYNO B L FET 256, BHEIL. 20 28H
IR T 5T — & BROFEEZTET 50, ATLBAGE L & 70 2 B0 E S bR
(BRI, BHEEICET S 2 EUEUIMEEOETHRES LD b 0) 12Kk
DSEUBLATORTNTR LRV, WTFROBEITE L ARANTED b5
N FRCHIBRCBT 27 — # FERDIERIC OV TIETF L ARIT TR B R0,
(40) The processing of personal data for other purposes should be only allowed where the
processing is compatible with those purposes for which the data have been initially collected,
in particular where the processing is necessary for historical, statistical or scientific research
purposes. Where the other purpose is not compatible with the initial one for which the data

are collected, the controller should obtain the consent of the data subject for this other
purpose or should base the processing on another legitimate ground for lawful processing, in
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(41)

(42)

(43)

(44)

particular where provided by Union law or the law of the Member State to which the
controller is subject. In any case, the application of the principles set out by this Regulation
and in particular the information of the data subject on those other purposes should be

ensured.

AT =2 D55, ZOME EIARMAMEUTT T A N —IZBH L THRICE T
47?%$%§fﬁﬁm%@:ow1m Rl R L Sshd, Zoko7k
T—=21%, T EEPLIIRICFEEZ/HONRVIRY | AL TER L7220,
ML\ﬂﬁ@%ﬁ’ﬂ?éﬁ%%ﬂ#%ﬁ_z%&%é(% . AR H B O
ZAREIC T 5 2 &2 A & ¥ 5 —E ORI RN EIEMITTEE§ 2 it COp
T2556) CELTE, ZhzWEEICRET L2 b0 LT 5,

(41) Personal data which are, by their nature, particularly sensitive and vulnerable in
relation to fundamental rights or privacy, deserve specific protection. Such data should not
be processed, unless the data subject gives his explicit consent. However, derogations from
this prohibition should be explicitly provided for in respect of specific needs, in particular
where the processing is carried out in the course of legitimate activities by certain
associations or foundations the purpose of which is to permit the exercise of fundamental
freedoms.

I BT, B v T 4 TREEOT — Z OBEEIRIT S D@ BRI IROGEIT
L. AT =2 KOO AR AMEZ IRET 2 BT, IEICES S o)
IRRHERTHZ R L LTITOND L ICRO LN D, Thbh, LMHPAROF
RV EY SN GE, LOLBNRICRER B (NREE R O RGE R O
E%#~E2@5®E% FRZAEFEIRIR S A T D OFEH &R O —E 2 Z5EKT 5
OIZFIH S D WL TRt OB N OB MR OE S 2fik$ 5 BRY) TITbh

é%u\ SUTALBEA R SRR BERHA) M OB A 2R B T b 2 56

(42) Derogating from the prohibition on processing sensitive categories of data should also
be allowed if done by a law, and subject to suitable safeguards, so as to protect personal data
and other fundamental rights, where grounds of public interest so justify and in particular
for health purposes, including public health and social protection and the management of
health-care services, especially in order to ensure the quality and cost-effectiveness of the
procedures used for settling claims for benefits and services in the health insurance system,
or for historical, statistical and scientific research purposes.
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(43) Moreover, the processing of personal data by official authorities for achieving aims,
laid down in constitutional law or international public law, of officially recognised religious
associations is carried out on grounds of public interest.
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(44) Where in the course of electoral activities, the operation of the democratic system

requires in a Member State that political parties compile data on people's political opinions,
the processing of such data may be permitted for reasons of public interest, provided that
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appropriate safeguards are established.
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(45) If the data processed by a controller do not permit the controller to identify a natural
person, the data controller should not be obliged to acquire additional information in order
to identify the data subject for the sole purpose of complying with any provision of this
Regulation. In case of a request for access, the controller should be entitled to ask the data
subject for further information to enable the data controller to locate the personal data which
that person seeks.
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(46) The principle of transparency requires that any information addressed to the public or
to the data subject should be easily accessible and easy to understand, and that clear and
plain language is used. This is in particular relevant where in situations, such as online
advertising, the proliferation of actors and the technological complexity of practice makes it
difficult for the data subject to know and understand if personal data relating to them are
being collected, by whom and for what purpose. Given that children deserve specific

protection, any information and communication, where processing is addressed specifically
to a child, should be in such a clear and plain language that the child can easily understand.
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(47) Modalities should be provided for facilitating the data subject’s exercise of their rights
provided by this Regulation, including mechanisms to request, free of charge, in particular
access to data, rectification, erasure and to exercise the right to object. The controller should
be obliged to respond to requests of the data subject within a fixed deadline and give reasons,
in case he does not comply with the data subject's request.
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(48) The principles of fair and transparent processing require that the data subject should be
informed in particular of the existence of the processing operation and its purposes, how
long the data will be stored, on the existence of the right of access, rectification or erasure
and on the right to lodge a complaint. Where the data are collected from the data subject, the
data subject should also be informed whether they are obliged to provide the data and of the
consequences, in cases they do not provide such data.
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(49) The information in relation to the processing of personal data relating to the data

subject should be given to them at the time of collection, or, where the data are not collected
from the data subject, within a reasonable period, depending on the circumstances of the
case. Where data can be legitimately disclosed to another recipient, the data subject should
be informed when the data are first disclosed to the recipient.
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(50) However, it is not necessary to impose this obligation where the data subject already
disposes of this information, or where the recording or disclosure of the data is expressly
laid down by law, or where the provision of information to the data subject proves
impossible or would involve disproportionate efforts. The latter could be particularly the
case where processing is for historical, statistical or scientific research purposes; in this
regard, the number of data subjects, the age of the data, and any compensatory measures
adopted may be taken into consideration.
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(51) Any person should have the right of access to data which has been collected concerning
them, and to exercise this right easily, in order to be aware and verify the lawfulness of the
processing. Every data subject should therefore have the right to know and obtain
communication in particular for what purposes the data are processed, for what period,
which recipients receive the data, what is the logic of the data that are undergoing the
processing and what might be, at least when based on profiling, the consequences of such
processing. This right should not adversely affect the rights and freedoms of others,
including trade secrets or intellectual property and in particular the copyright protecting the
software. However, the result of these considerations should not be that all information is
refused to the data subject.
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(52) The controller should use all reasonable measures to verify the identity of a data subject
that requests access, in particular in the context of online services and online identifiers. A
controller should not retain personal data for the unique purpose of being able to react to
potential requests.
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(53) Any person should have the right to have personal data concerning them rectified and a
right to be forgotten' where the retention of such data is not in compliance with this
Regulation. In particular, data subjects should have the right that their personal data are
erased and no longer processed, where the data are no longer necessary in relation to the
purposes for which the data are collected or otherwise processed, where data subjects have
withdrawn their consent for processing or where they object to the processing of personal
data concerning them or where the processing of their personal data otherwise does not
comply with this Regulation. This right is particularly relevant, when the data subject has
given their consent as a child, when not being fully aware of the risks involved by the
processing, and later wants to remove such personal data especially on the Internet.
However, the further retention of the data should be allowed where it is necessary for
historical, statistical and scientific research purposes, for reasons of public interest in the
area of public health, for exercising the right of freedom of expression, when required by
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law or where there is a reason to restrict the processing of the data instead of erasing them.
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(54) To strengthen the 'right to be forgotten' in the online environment, the right to erasure
should also be extended in such a way that a controller who has made the personal data
public should be obliged to inform third parties which are processing such data that a data
subject requests them to erase any links to, or copies or replications of that personal data. To
ensure this information, the controller should take all reasonable steps, including technical
measures, in relation to data for the publication of which the controller is responsible. In
relation to a third party publication of personal data, the controller should be considered
responsible for the publication, where the controller has authorised the publication by the
third party.
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(55) To further strengthen the control over their own data and their right of access, data
subjects should have the right, where personal data are processed by electronic means and in
a structured and commonly used format, to obtain a copy of the data concerning them also
in commonly used electronic format. The data subject should also be allowed to transmit
those data, which they have provided, from one automated application, such as a social
network, into another one. This should apply where the data subject provided the data to the
automated processing system, based on their consent or in the performance of a contract.
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(56) In cases where personal data might lawfully be processed to protect the vital interests
of the data subject, or on grounds of public interest, official authority or the legitimate
interests of a controller, any data subject should nevertheless be entitled to object to the
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processing of any data relating to them. The burden of proof should be on the controller to
demonstrate that their legitimate interests may override the interests or the fundamental
rights and freedoms of the data subject.
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(57) Where personal data are processed for the purposes of direct marketing, the data subject
should have the right to object to such processing free of charge and in a manner that can be
easily and effectively invoked.
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(58) Every natural person should have the right not to be subject to a measure which is
based on profiling by means of automated processing. However, such measure should be
allowed when expressly authorised by law, carried out in the course of entering or
performance of a contract, or when the data subject has given his consent. In any case, such
processing should be subject to suitable safeguards, including specific information of the
data subject and the right to obtain human intervention and that such measure should not
concern a child.
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(59) Restrictions on specific principles and on the rights of information, access, rectification
and erasure or on the right to data portability, the right to object, measures based on
profiling, as well as on the communication of a personal data breach to a data subject and on
certain related obligations of the controllers may be imposed by Union or Member State law,
as far as necessary and proportionate in a democratic society to safeguard public security,
including the protection of human life especially in response to natural or man made
disasters, the prevention, investigation and prosecution of criminal offences or of breaches

of ethics for regulated professions, other public interests of the Union or of a Member State,
in particular an important economic or financial interest of the Union or of a Member State,
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or the protection of the data subject or the rights and freedoms of others. Those restrictions
should be in compliance with requirements set out by the Charter of Fundamental Rights of
the European Union and by the European Convention for the Protection of Human Rights
and Fundamental Freedoms.
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(60) Comprehensive responsibility and liability of the controller for any processing of
personal data carried out by the controller or on the controller's behalf should be established.
In particular, the controller should ensure and be obliged to demonstrate the compliance of
each processing operation with this Regulation.
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(61) The protection of the rights and freedoms of data subjects with regard to the processing
of personal data require that appropriate technical and organisational measures are taken,
both at the time of the design of the processing and at the time of the processing itself, to
ensure that the requirements of this Regulation are met. In order to ensure and demonstrate
compliance with this Regulation, the controller should adopt internal policies and implement
appropriate measures, which meet in particular the principles of data protection by design
and data protection by default.
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(62) The protection of the rights and freedoms of data subjects as well as the responsibility
and liability of controllers and processor, also in relation to the monitoring by and measures
of supervisory authorities, requires a clear attribution of the responsibilities under this
Regulation, including where a controller determines the purposes, conditions and means of
the processing jointly with other controllers or where a processing operation is carried out
on behalf of a controller.
EUAN TR I TWRWEREN EUNICEET 27 — ¥ EEROEAT — & & 0
LTWBIGE T, BHE ORIMEENIND T —Z ERA~OPE L T — B A DHE
i, ST DT —F FROITENOBEHICBIRT 2 & T3, BRI IEA L
AL LTI R B0, L, FEEN R REL MR L TV D HE =EITRL S
NTWAHEE, ITEFREN/ BB S LIIHHBEOFEXTH L 56, ITEHRE
WAREER S L ITARMM TH 256, XIFERENT —F EERICEL b L <X

57



(64)

(65)

(66)

P — R RMET 2HERZEEL TR WEAIE. ZORY TRy, B,
BHEIRDOSTTUTH TS50 L L, BEEMEIIREAZLWAETDHZ ENTX

60

(63) Where a controller not established in the Union is processing personal data of data
subjects residing in the Union whose processing activities are related to the offering of
goods or services to such data subjects, or to the monitoring their behaviour, the controller
should designate a representative, unless the controller is established in a third country
ensuring an adequate level of protection, or the controller is a small or medium sized
enterprise or a public authority or body or where the controller is only occasionally offering
goods or services to such data subjects. The representative should act on behalf of the
controller and may be addressed by any supervisory authority.
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(64) In order to determine whether a controller is only occasionally offering goods and
services to data subjects residing in the Union, it should be ascertained whether it is
apparent from the controller's overall activities that the offering of goods and services to
such data subjects is ancillary to those main activities.
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(65) In order to demonstrate compliance with this Regulation, the controller or processor
should document each processing operation. Each controller and processor should be
obliged to co-operate with the supervisory authority and make this documentation, on
request, available to it, so that it might serve for monitoring those processing operations.
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(66) In order to maintain security and to prevent processing in breach of this Regulation, the
controller or processor should evaluate the risks inherent to the processing and implement
measures to mitigate those risks. These measures should ensure an appropriate level of
security, taking into account the state of the art and the costs of their implementation in
relation to the risks and the nature of the personal data to be protected. When establishing

technical standards and organisational measures to ensure security of processing, the
Commission should promote technological neutrality, interoperability and innovation, and,
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where appropriate, cooperate with third countries.
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(67) A personal data breach may, if not addressed in an adequate and timely manner, result
in substantial economic loss and social harm, including identity fraud, to the individual
concerned. Therefore, as soon as the controller becomes aware that such a breach has
occurred, the controller should notify the breach to the supervisory authority without undue
delay and, where feasible, within 24 hours. Where this cannot achieved within 24 hours, an
explanation of the reasons for the delay should accompany the notification. The individuals
whose personal data could be adversely affected by the breach should be notified without
undue delay in order to allow them to take the necessary precautions. A breach should be
considered as adversely affecting the personal data or privacy of a data subject where it
could result in, for example, identity theft or fraud, physical harm, significant humiliation or
damage to reputation. The notification should describe the nature of the personal data breach
as well as recommendations as well as recommendations for the individual concerned to
mitigate potential adverse effects. Notifications to data subjects should be made as soon as
reasonably feasible, and in close cooperation with the supervisory authority and respecting
guidance provided by it or other relevant authorities (e.g. law enforcement authorities). For
example, the chance for data subjects to mitigate an immediate risk of harm would call for a
prompt notification of data subjects whereas the need to implement appropriate measures
against continuing or similar data breaches may justify a longer delay.

RYIZEND Z L BEEHE LT — 2 ERA~MEANT — 2 RENBEM SN E
IR 272 DITiE, BEHED, FICEAT — 2 REOHE R OERMEL I H 5
REDORERKMZENT —F ERICKITTEZELZE L LT EARFIE L)

59



(69)

(70)

TR HIFIAE DI E ORI, AT —ZREORAEZE S ITHED O 2 W8 72 Bl
L OORGE R O 22 R E 2 e L L2 2 &0 W ONTR FIR AL 2 BB K O
T — 2 BRITERL NS IEE T 2 1Y) 7 H R b D PRAE K OSHRRAY 72 Hi & 2 SE A Ui
L2 Lz i 5 "&EThHD,

(68) In order to determine whether a personal data breach is notified to the supervisory
authority and to the data subject without undue delay, it should be ascertained whether the
controller has implemented and applied appropriate technological protection and
organisational measures to establish immediately whether a personal data breach has taken
place and to inform promptly the supervisory authority and the data subject, before a
damage to personal and economic interests occurs, taking into account in particular the
nature and gravity of the personal data breach and its consequences and adverse effects for
the data subject.
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(69) In setting detailed rules concerning the format and procedures applicable to the
notification of personal data breaches, due consideration should be given to the
circumstances of the breach, including whether or not personal data had been protected by
appropriate technical protection measures, effectively limiting the likelihood of identity
fraud or other forms of misuse. Moreover, such rules and procedures should take into
account the legitimate interests of law enforcement authorities in cases where early
disclosure could unnecessarily hamper the investigation of the circumstances of a breach.
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(70) Directive 95/46/EC provided for a general obligation to notify processing of personal
data to the supervisory authorities. While this obligation produces administrative and
financial burdens, it did not in all cases contribute to improving the protection of personal
data. Therefore such indiscriminate general notification obligation should be abolished, and
replaced by effective procedures and mechanism which focus instead on those processing
operations which are likely to present specific risks to the rights and freedoms of data
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(71)

(72)

(73)

(74)

subjects by virtue of their nature, their scope or their purposes. In such cases, a data
protection impact assessment should be carried out by the controller or processor prior to the
processing, which should include in particular the envisaged measures, safeguards and
mechanisms for ensuring the protection of personal data and for demonstrating the
compliance with this Regulation.
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(71) This should in particular apply to newly established large scale filing systems, which
aim at processing a considerable amount of personal data at regional, national or
supranational level and which could affect a large number of data subjects.
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(72) There are circumstances under which it may be sensible and economic that the subject
of a data protection impact assessment should be broader than a single project, for example
where public authorities or bodies intend to establish a common application or processing
platform or where several controllers plan to introduce a common application or processing
environment across an industry sector or segment or for a widely used horizontal activity.
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(73) Data protection impact assessments should be carried out by a public authority or
public body if such an assessment has not already been made in the context of the adoption
of the national law on which the performance of the tasks of the public authority or public
body is based and which regulates the specific processing operation or set of operations in
question.
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(74) Where a data protection impact assessment indicates that processing operations involve
a high degree of specific risks to the rights and freedoms of data subjects, such as excluding
individuals from their right, or by the use of specific new technologies, the supervisory
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(75)

(76)

(77)

(78)

authority should be consulted, prior to the start of operations, on a risky processing which
might not be in compliance with this Regulation, and to make proposals to remedy such
situation. Such consultation should equally take place in the course of the preparation either
of a measure by the national parliament or of a measure based on such legislative measure
which defines the nature of the processing and lays down appropriate safeguards.
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(75) Where the processing is carried out in the public sector or where, in the private sector,
processing is carried out by a large enterprise, or where its core activities, regardless of the
size of the enterprise, involve processing operations which require regular and systematic
monitoring, a person should assist the controller or processor to monitor internal compliance

with this Regulation. Such data protection officers, whether or not an employee of the
controller, should be in a position to perform their duties and tasks independently.
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(76) Associations or other bodies representing categories of controllers should be
encouraged to draw up codes of conduct, within the limits of this Regulation, so as to
facilitate the effective application of this Regulation, taking account of the specific
characteristics of the processing carried out in certain sectors.

AN AR 057 2 0 b 2 72 0121E, RREDRE 2, &%é/—w&
UT“?%%V“7®;%#H@éM5N%T%D\;ﬂliw T —X FARIZ

WHEIE K N —E2ADT — X REH#E L~ 2GR IR 5 Z LT 5,

(77) In order to enhance transparency and compliance with this Regulation, the
establishment of certification mechanisms, data protection seals and marks should be
encouraged, allowing data subjects to quickly assess the level of data protection of relevant
products and services.
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(78) Cross-border flows of personal data are necessary for the expansion of international
trade and international co-operation. The increase in these flows has raised new challenges
and concerns with respect to the protection of personal data. However, when personal data
are transferred from the Union to third countries or to international organisations, the level
of protection of individuals guaranteed in the Union by this Regulation should not be
undermined. In any event, transfers to third countries may only be carried out in full
compliance with this Regulation.
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(79) This Regulation is without prejudice to international agreements concluded between the
Union and third countries regulating the transfer of personal data including appropriate
safeguards for the data subjects.
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(80) The Commission may decide with effect for the entire Union that certain third countries,
or a territory or a processing sector within a third country, or an international organisation,
offer an adequate level of data protection, thus providing legal certainty and uniformity
throughout the Union as regards the third countries or international organisations which are
considered to provide such level of protection. In these cases, transfers of personal data to
these countries may take place without needing to obtain any further authorisation.
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(81) In line with the fundamental values on which the Union is founded, in particular the
protection of human rights, the Commission should, in its assessment of the third country,
take into account how a given third country respects the rule of law, access to justice as well
as international human rights norms and standards.
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(82) The Commission may equally recognise that a third country, or a territory or a
processing sector within a third country, or an international organisation offers no adequate
level of data protection. Consequently the transfer of personal data to that third country
should be prohibited. In that case, provision should be made for consultations between the
Commission and such third countries or international organisations.
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(84)

(85)

(86)

(83) In the absence of an adequacy decision, the controller or processor should take
measures to compensate for the lack of data protection in a third country by way of
appropriate safeguards for the data subject. Such appropriate safeguards may consist of
making use of binding corporate rules, standard data protection clauses adopted by the
Commission, standard data protection clauses adopted by a supervisory authority or
contractual clauses authorised by a supervisory authority, or other suitable and proportionate
measures justified in the light of all the circumstances surrounding a data transfer operation
or set of data transfer operations and where authorised by a supervisory authority.
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(84) The possibility for the controller or processor to use standard data protection clauses
adopted by the Commission or by a supervisory authority should neither prevent the
possibility for controllers or processors to include the standard data protection clauses in a
wider contract nor to add other clauses as long as they do not contradict, directly or
indirectly, the standard contractual clauses adopted by the Commission or by a supervisory
authority or prejudice the fundamental rights or freedoms of the data subjects.
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(85) A corporate group should be able to make use of approved binding corporate rules for
its international transfers from the Union to organisations within the same corporate group
of undertakings, as long as such corporate rules include essential principles and enforceable
rights to ensure appropriate safeguards for transfers or categories of transfers of personal
data.
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(86) Provisions should be made for the possibility for transfers in certain circumstances
where the data subject has given his consent, where the transfer is necessary in relation to a
contract or a legal claim, where important grounds of public interest laid down by Union or
Member State law so require or where the transfer is made from a register established by

law and intended for consultation by the public or persons having a legitimate interest. In
this latter case such a transfer should not involve the entirety of the data or entire categories
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(88)

(89)

(90)

of the data contained in the register and, when the register is intended for consultation by
persons having a legitimate interest, the transfer should be made only at the request of those
persons or if they are to be the recipients.
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(87) These derogations should in particular apply to data transfers required and necessary
for the protection of important grounds of public interest, for example in cases of
international data transfers between competition authorities, tax or customs administrations,
financial supervisory authorities, between services competent for social security matters, or
to competent authorities for the prevention, investigation, detection and prosecution of
criminal offences.
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(88) Transfers which cannot be qualified as frequent or massive, could also be possible for
the purposes of the legitimate interests pursued by the controller or the processor, when they
have assessed all the circumstances surrounding the data transfer. For the purposes of
processing for historical, statistical and scientific research purposes, the legitimate
expectations of society for an increase of knowledge should be taken into consideration.v
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(89) In any case, where the Commission has taken no decision on the adequate level of data
protection in a third country, the controller or processor should make use of solutions that
provide data subjects with a guarantee that they will continue to benefit from the
fundamental rights and safeguards as regards processing of their data in the Union once this
data has been transferred.
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(92)

(93)

X, ZESVEHEEOTTED L,

(90) Some third countries enact laws, regulations and other legislative instruments which
purport to directly regulate data processing activities of natural and legal persons under the
jurisdiction of the Member States. The extraterritorial application of these laws, regulations
and other legislative instruments may be in breach of international law and may impede the
attainment of the protection of individuals guaranteed in the Union by this Regulation. .
Transfers should only be allowed where the conditions of this Regulation for a transfer to
third countries are met. This may inter alia be the case where the disclosure is necessary for
an important ground of public interest recognised in Union law or in a Member State law to
which the controller is subject. The conditions under which an important ground of public
interest exists should be further specified by the Commission in a delegated act.
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(91) When personal data moves across borders it may put at increased risk the ability of
individuals to exercise data protection rights in particular to protect themselves from the
unlawful use or disclosure of that information. At the same time, supervisory authorities
may find that they are unable to pursue complaints or conduct investigations relating to the
activities outside their borders. Their efforts to work together in the cross-border context
may also be hampered by insufficient preventative or remedial powers, inconsistent legal
regimes, and practical obstacles like resource constraints. Therefore, there is a need to
promote closer co-operation among data protection supervisory authorities to help them
exchange information and carry out investigations with their international counterparts.
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(92) The establishment of supervisory authorities in Member States, exercising their
functions with complete independence, is an essential component of the protection of
individuals with regard to the processing of their personal data. Member States may
establish more than one supervisory authority, to reflect their constitutional, organisational
and administrative structure.
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(93) Where a Member State establishes several supervisory authorities, it should establish
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(94)

(95)

(96)

(97)

by law mechanisms for ensuring the effective participation of those supervisory authorities
in the consistency mechanism. That Member State should in particular designate the
supervisory authority which functions as a single contact point for the effective participation
of those authorities in the mechanism, to ensure swift and smooth co-operation with other
supervisory authorities, the European Data Protection Board and the Commission.
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(94) Each supervisory authority should be provided with the adequate financial and human
resources, premises and infrastructure, which is necessary for the effective performance of

their tasks, including for the tasks related to mutual assistance and cooperation with other
supervisory authorities throughout the Union.
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(95) The general conditions for the members of the supervisory authority should be laid
down by law in each Member State and should in particular provide that those members
should be either appointed by the parliament or the government of the Member State, and

include rules on the personal qualification of the members and the position of those
members.
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(96) The supervisory authorities should monitor the application of the provisions pursuant to
this Regulation and contribute to its consistent application throughout the Union, in order to
protect natural persons in relation to the processing of their personal data and to facilitate
the free flow of personal data within the internal market. For that purpose, the supervisory
authorities should co-operate with each other and the Commission.
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(97) Where the processing of personal data in the context of the activities of an
establishment of a controller or a processor in the Union takes place in more than one
Member State, one single supervisory authority should be competent for monitoring the
activities of the controller or processor throughout the Union and taking the related
decisions, in order to increase the consistent application, provide legal certainty and reduce
administrative burden for such controllers and processors.
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(98) The competent authority, providing such one-stop shop, should be the supervisory

authority of the Member State in which the controller or processor has its main
establishment.
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(99) While this Regulation applies also to the activities of national courts, the competence of
the supervisory authorities should not cover the processing of personal data when courts are
acting in their judicial capacity, in order to safeguard the independence of judges in the
performance of their judicial tasks. However, this exemption should be strictly limited to
genuine judicial activities in court cases and not apply to other activities where judges might
be involved in, in accordance with national law.
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(100) In order to ensure consistent monitoring and enforcement of this Regulation
throughout the Union, the supervisory authorities should have in each Member State the
same duties and effective powers, including powers of investigation, legally binding
intervention, decisions and sanctions, particularly in cases of complaints from individuals,
and to engage in legal proceedings. Investigative powers of supervisory authorities as
regards access to premises should be exercised in conformity with Union law and national
law. This concerns in particular the requirement to obtain a prior judicial authorisation.
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(101) Each supervisory authority should hear complaints lodged by any data subject and
should investigate the matter. The investigation following a complaint should be carried out,
subject to judicial review, to the extent that is appropriate in the specific case. The
supervisory authority should inform the data subject of the progress and the outcome of the
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complaint within a reasonable period. If the case requires further investigation or
coordination with another supervisory authority, intermediate information should be given
to the data subject.
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(102) Awareness raising activities by supervisory authorities addressed to the public should

include specific measures directed at controllers and processors, including micro, small and
medium-sized enterprises, as well as data subjects.
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(103) The supervisory authorities should assist each other in performing their duties and

provide mutual assistance, so as to ensure the consistent application and enforcement of this
Regulation in the internal market.
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(104) Each supervisory authority should have the right to participate in joint operations
between supervisory authorities. The requested supervisory authority should be obliged to
respond to the request in a defined time period.
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(105) In order to ensure the consistent application of this Regulation throughout the Union,
a consistency mechanism for co-operation between the supervisory authorities themselves
and the Commission should be established. This mechanism should in particular apply
where a supervisory authority intends to take a measure as regards processing operations
that are related to the offering of goods or services to data subjects in several Member
States, , or to the monitoring such data subjects, or that might substantially affect the free
flow of personal data. It should also apply where any supervisory authority or the
Commission requests that the matter should be dealt with in the consistency mechanism.
This mechanism should be without prejudice to any measures that the Commission may take
in the exercise of its powers under the Treaties.
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(107)

(108)

(109)

(110)

(106) In application of the consistency mechanism, the European Data Protection Board
should, within a determined period of time, issue an opinion, if a simple majority of its
members so decides or if so requested by any supervisory authority or the Commission.
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(107) In order to ensure compliance with this Regulation, the Commission may adopt an
opinion on this matter, or a decision, requiring the supervisory authority to suspend its draft
measure.
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(108) There may be an urgent need to act in order to protect the interests of data subjects, in
particular when the danger exists that the enforcement of a right of a data subject could be
considerably impeded. Therefore, a supervisory authority should be able to adopt
provisional measures with a specified period of validity when applying the consistency
mechanism.
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(109) The application of this mechanism should be a condition for the legal validity and
enforcement of the respective decision by a supervisory authority. In other cases of
cross-border relevance, mutual assistance and joint investigations might be carried out
between the concerned supervisory authorities on a bilateral or multilateral basis without
triggering the consistency mechanism.
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(110) At Union level, a European Data Protection Board should be set up. It should replace
the Working Party on the Protection of Individuals with Regard to the Processing of
Personal Data established by Directive 95/46/EC. It should consist of a head of a
supervisory authority of each Member State and of the European Data Protection Supervisor.
The Commission should participate in its activities. The European Data Protection Board

should contribute to the consistent application of this Regulation throughout the Union,
including by advising the Commission and promoting cooperation of the supervisory
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(111)

(112)

(113)

(114)

authorities throughout the Union. The European Data Protection Board should act
independently when exercising its tasks.
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(111) Every data subject should have the right to lodge a complaint with a supervisory
authority in any Member State and have the right to a judicial remedy if they consider that
their rights under this Regulation are infringed or where the supervisory authority does not

react on a complaint or does not act where such action is necessary to protect the rights of
the data subject.

T =2 EEROT — 2 REICET 2R N ORI OR#ELZ B E L, 22 iEO%
IR VBILENTZW 72 8B, RSO S . 7 — 2 BRI - T, BB
BTG 2 B LAZ T ORI S L <ITENEBGF OMER 2 AT 2R 2 A4 570, X
I, T F EEROERF LML T, AT —ZRENBLELLZLEEZONDHEIT

HONEHRZH UL COMMEH/T 5,

(112) Any body, organisation or association which aims to protects the rights and interests
of data subjects in relation to the protection of their data and is constituted according to the
law of a Member State should have the right to lodge a complaint with a supervisory
authority or exercise the right to a judicial remedy on behalf of data subjects, or to lodge,
independently of a data subject's complaint, an own complaint where it considers that a
personal data breach has occurred.
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(113) Each natural or legal person should have the right to a judicial remedy against
decisions of a supervisory authority concerning them. Proceedings against a supervisory
authority should be brought before the courts of the Member State, where the supervisory
authority is established.
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(114) In order to strengthen the judicial protection of the data subject in situations where the
competent supervisory authority is established in another Member State than the one where
the data subject is residing, the data subject may request any body, organisation or
association aiming to protect the rights and interests of data subjects in relation to the
protection of their data to bring on the data subject's behalf proceedings against that
supervisory authority to the competent court in the other Member State.
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(119)
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(115) In situations where the competent supervisory authority established in another
Member State does not act or has taken insufficient measures in relation to a complaint, the
data subject may request the supervisory authority in the Member State of his or her habitual
residence to bring proceedings against that supervisory authority to the competent court in
the other Member State. The requested supervisory authority may decide, subject to judicial
review, whether it is appropriate to follow the request or not.
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(116) For proceedings against a controller or processor, the plaintiff should have the choice
to bring the action before the courts of the Member States where the controller or processor
has an establishment or where the data subject resides, unless the controller is a public
authority acting in the exercise of its public powers.
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(117) Where there are indications that parallel proceedings are pending before the courts in
different Member States, the courts should be obliged to contact each other. The courts
should have the possibility to suspend a case where a parallel case is pending in another
Member State. Member States should ensure that court actions, in order to be effective,
should allow the rapid adoption of measures to remedy or prevent an infringement of this
Regulation.
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(118) Any damage which a person may suffer as a result of unlawful processing should be
compensated by the controller or processor, who may be exempted from liability if they
prove that they are not responsible for the damage, in particular where he establishes fault
on the part of the data subject or in case of force majeure.
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(120)

(121)

(119) Penalties should be imposed to any person, whether governed by private or public law,
who fails to comply with this Regulation. Member States should ensure that the penalties
should be effective, proportionate and dissuasive and should take all measures to implement
the penalties.

ABRA OB KR AT EORF A L —BSE570Dic, FEEHEIZ, 17
B EDEITKR L CTHIE AR HERZ AT 5, Kﬁwm\##égﬁﬁwﬁkfé
@0 LRZRY, ZOEIelE, FIZER %®r*‘$kﬁ&0%%%%ﬁbtif\

BARRZRRDLUC A 5 K912, EROSEH Z L IZED RITE e by, —HMED
%6&@&%\ﬁﬁh@%ﬁ%ﬂﬁﬁ_Ebéﬁéﬂbétbmﬂﬁfézkﬁ?
EXAR

(120) In order to strengthen and harmonise administrative sanctions against infringements of
this Regulation, each supervisory authority should have the power to sanction administrative
offences. This Regulation should indicate these offences and the upper limit for the related
administrative fines, which should be fixed in each individual case proportionate to the
specific situation, with due regard in particular to the nature, gravity and duration of the
breach. The consistency mechanism may also be used to cover divergences in the
application of administrative sanctions.
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(121) The processing of personal data solely for journalistic purposes, or for the purposes of
artistic or literary expression should qualify for exemption from the requirements of certain
provisions of this Regulation in order to reconcile the right to the protection of personal data
with the right to freedom of expression, and notably the right to receive and impart
information, as guaranteed in particular by Article 11 of the Charter of Fundamental Rights
of the European Union. This should apply in particular to processing of personal data in the
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audiovisual field and in news archives and press libraries. Therefore, Member States should
adopt legislative measures, which should lay down exemptions and derogations which are
necessary for the purpose of balancing these fundamental rights. Such exemptions and
derogations should be adopted by the Member States on general principles, on the rights of
the data subject, on controller and processor, on the transfer of data to third countries or
international organisations, on the independent supervisory authorities and on co-operation
and consistency. This should not, however, lead Member States to lay down exemptions
from the other provisions of this Regulation. In order to take account of the importance of
the right to freedom of expression in every democratic society, it is necessary to interpret
notions relating to that freedom, such as journalism, broadly. Therefore, Member States
should classify activities as "journalistic” for the purpose of the exemptions and derogations
to be laid down under this Regulation if the object of these activities is the disclosure to the
public of information, opinions or ideas, irrespective of the medium which is used to
transmit them. They should not be limited to media undertakings and may be undertaken for
profit-making or for non-profit making purposes.
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(122) The processing of personal data concerning health, as a special category of data which
deserves higher protection, may often be justified by a number of legitimate reasons for the
benefit of individuals and society as a whole, in particular in the context of ensuring
continuity of cross-border healthcare. Therefore this Regulation should provide for
harmonised conditions for the processing of personal data concerning health, subject to
specific and suitable safeguards so as to protect the fundamental rights and the personal data
of individuals. This includes the right for individuals to have access to their personal data
concerning their health, for example the data in their medical records containing such
information as diagnosis, examination results, assessments by treating physicians and any
treatment or interventions provided.
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(125)

(126)

(127)
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(123) The processing of personal data concerning health may be necessary for reasons of
public interest in the areas of public health, without consent of the data subject. In that
context, ‘public health’ should be interpreted as defined in Regulation (EC) No 1338/2008
of the European Parliament and of the Council of 16 December 2008 on Community
statistics on public health and health and safety at work, meaning all elements related to
health, namely health status, including morbidity and disability, the determinants having an
effect on that health status, health care needs, resources allocated to health care, the
provision of, and universal access to, health care as well as health care expenditure and
financing, and the causes of mortality. Such processing of personal data concerning health
for reasons of public interest should not result in personal data being processed for other
purposes by third parties such as employers, insurance and banking companies.
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(124) The general principles on the protection of individuals with regard to the processing of
personal data should also be applicable to the employment context. Therefore, in order to
regulate the processing of employees' personal data in the employment context, Member
States should be able, within the limits of this Regulation, to adopt by law specific rules for
the processing of personal data in the employment sector.
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(125) The processing of personal data for the purposes of historical, statistical or scientific
research should, in order to be lawful, also respect other relevant legislation such as on
clinical trials.
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(126) Scientific research for the purposes of this Regulation should include fundamental
research, applied research, and privately funded research and in addition should take into
account the Union's objective under Article 179(1) of the Treaty on the Functioning of the
European Union of achieving a European Research Area.
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(127) As regards the powers of the supervisory authorities to obtain from the controller or
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processor access personal data and access to its premises, Member States may adopt by law,
within the limits of this Regulation, specific rules in order to safeguard the professional or
other equivalent secrecy obligations, in so far as necessary to reconcile the right to the
protection of personal data with an obligation of professional secrecy.
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(128) This Regulation respects and does not prejudice the status under national law of
churches and religious associations or communities in the Member States, as recognised in
Article 17 of the Treaty on the Functioning of the European Union. As a consequence,
where a church in a Member State applies, at the time of entry into force of this Regulation,
comprehensive rules relating to the protection of individuals with regard to the processing of
personal data, these existing rules should continue to apply if they are brought in line with
this Regulation. Such churches and religious associations should be required to provide for
the establishment of a completely independent supervisory authority.
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(129) In order to fulfil the objectives of this Regulation, namely to protect the fundamental
rights and freedoms of natural persons and in particular their right to the protection of
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personal data and to ensure the free movement of personal data within the Union, the power
to adopt acts in accordance with Article 290 of the Treaty on the Functioning of the
European Union should be delegated to the Commission. In particular, delegated acts should
be adopted in respect of lawfulness of processing; specifying the criteria and conditions in
relation to the consent of a child; processing of special categories of data; specifying the
criteria and conditions for manifestly excessive requests and fees for exercising the rights of
the data subject; criteria and requirements for the information to the data subject and in
relation to the right of access; the right to be forgotten and to erasure; measures based on
profiling; criteria and requirements in relation to the responsibility of the controller and to
data protection by design and by default; a processor; criteria and requirements for the
documentation and the security of processing; criteria and requirements for establishing a
personal data breach and for its notification to the supervisory authority, and on the
circumstances where a personal data breach is likely to adversely affect the data subject; the
criteria and conditions for processing operations requiring a data protection impact
assessment; the criteria and requirements for determining a high degree of specific risks
which require prior consultation; designation and tasks of the data protection officer; codes
of conduct; criteria and requirements for certification mechanisms; criteria and requirements
for transfers by way of binding corporate rules; transfer derogations; administrative
sanctions; processing for health purposes; processing in the employment context and
processing for historical, statistical and scientific research purposes. It is of particular
importance that the Commission carry out appropriate consultations during its preparatory
work, including at expert level. The Commission, when preparing and drawing-up delegated
acts, should ensure a simultaneous, timely and appropriate transmission of relevant
documents to the European Parliament and Council.
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(130) In order to ensure uniform conditions for the implementation of this Regulation,
implementing powers should be conferred on the Commission for: specifying standard
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Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16 February 2011 laying down the
rules and general principles concerning mechanisms for control by Member States of the Commission’s exercise of
implementing powers, OJ L 55, 28.2.2011, p. 13.
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forms in relation to the processing of personal data of a child; standard procedures and
forms for exercising the rights of data subjects; standard forms for the information to the
data subject; standard forms and procedures in relation to the right of access; the right to
data portability; standard forms in relation to the responsibility of the controller to data
protection by design and by default and to the documentation; specific requirements for the
security of processing; the standard format and the procedures for the notification of a
personal data breach to the supervisory authority and the communication of a personal data
breach to the data subject; standards and procedures for a data protection impact assessment;
forms and procedures for prior authorisation and prior consultation; technical standards and
mechanisms for certification; the adequate level of protection afforded by a third country or
a territory or a processing sector within that third country or an international organisation;
disclosures not authorized by Union law; mutual assistance; joint operations; decisions
under the consistency mechanism. Those powers should be exercised in accordance with
Regulation (EU) No 182/2011 of the European Parliament and of the Council of 16
February 2011 laying down the rules and general principles concerning mechanisms for
control by the Member States of the Commission's exercise of implementing powers®. In
this context, the Commission should consider specific measures for micro, small and
medium-sized enterprises.
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DERAOFEER, 7782, 7% - R—F ) 7 4 —OWHEFZBT D IR
ERXKROFRE, 7T—F R - A - THFA U ROT — 2R - A - T 7 4L B
WO SCEAGIZ R 2 EBE OFRICE T D EEA LB OL2IZB$ 2 Bk
IREAE, AT —Z DREFIZET 2 BB~ 0@ K O — 2 TRA~DEE DT
DOFEEAKR TR E . 7 — FIRFECEM O L ER OFhi & . FaliKR LK OF
AT E RIER DO 72D OFAK OFHi & . FAEDOBAMTARLE L O A, 55 = [F X3
2 —E O U< IR, SOTEFSHMIC L0 1Rt S 5t e prag LS
v EUTETRFAI SNRWBIR, MRASE, JLREERE, — 8 LA S SIRE
(£ 5 DIT RN — N2 EH TH D55 .
(131) The examination procedure should be used for the adoption of specifying standard
forms in relation to the consent of a child; standard procedures and forms for exercising the
rights of data subjects; standard forms for the information to the data subject; standard forms
and procedures in relation to the right of access;, the right to data portability; standard forms
in relation to the responsibility of the controller to data protection by design and by default
and to the documentation; specific requirements for the security of processing; the standard
format and the procedures for the notification of a personal data breach to the supervisory
authority and the communication of a personal data breach to the data subject; standards and
procedures for a data protection impact assessment; forms and procedures for prior
authorisation and prior consultation; technical standards and mechanisms for certification;
the adequate level of protection afforded by a third country or a territory or a processing
sector within that third country or an international organisation; disclosures not authorized
by Union law; mutual assistance; joint operations; decisions under the consistency
mechanism, given that those acts are of general scope.

(132) IR PRE L~V 2l L TR WS = [E DT %5 = EH O S U < I3,
T EBSHERMICBIE LT, MO B LI A D S BB B N T i & 22 # 92
FHICHEL T, +RICESESNLHAICBN T, TS RWEREEOBAIZ X
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WRELSNDHEE. ZERIE. RAUCHEM TE 2 FZ T8 2 RIRT D,

(132) The Commission should adopt immediately applicable implementing acts where, in
duly justified cases relating to a third country or a territory or a processing sector within that
third country or an international organisation which does not ensure an adequate level of
protection and relating to matters communicated by supervisory authorities under the
consistency mechanism, imperative grounds of urgency so require.

(133) AHAIOHP) (T7ebH EU KA E L TH L~V OEANORH#E L T —% O H K
IRVRIEE ST D 2 E) 1, MEEIC X > T HDISERT D 2 E N TE R0,
HIOBBSUIRZBHR L LT, EU L ULZB W T, KV BERICERTDZ &n
T& 5, LEN->TEUIE, BINES OBEREIZEIT 2 45095 5 RICHIE SN 258
PEDOJFANZHE, FEEATIRT 2 2 LN TE 5, FSICHE SIS IO RANIC
e ABANE, 2000 BRZERT 2720108 L SN DHFHIZINE D,

(133) Since the objectives of this Regulation, namely to ensure an equivalent level of
protection of individuals and the free flow of data throughout the Union, cannot be
sufficiently achieved by the Member States and can therefore, by reason of the scale or
effects of the action, be better achieved at Union level, the Union may adopt measures, in
accordance with the principle of subsidiarity as set out in Article 5 of the Treaty on
European Union. In accordance with the principle of proportionality as set out in that Article,
this Regulation does not go beyond what is necessary in order to achieve that objective.

(134) 4547 95/46/EC (X, AMHIZ LV ML 70D, H L, D 95M46/EC 1233, FIRE
NI T B RRE & OB X 24681, AR E 1567 5,

(135) AHANZ, AT —Z ONFRIZBI$ D AR AR OVE B ORGEIZEE T 25 FIHD
95, 84 2002/58/EC \ZHLE S LD [A— 0 HIIZ L 5 BRI 38 DO AR Tl sy
TRCOFH (FHEORE K OMEANOHENZETe) (A NS, ARSI HES
2002/58/EC & DB A BIMEILT 272D, BB DHETIE, LAUIS U THIESND,

(136) 7A AT v RIEFEKL O/ VT = —FEFEIZOWT, ABRANL, BRMNEEGHEFS LT
AAT Yy RIEFER R Vo 2 —FEEE OB TRifE Iz, =27y« TXDE
e, S B O & 5% 2 [ & OBIRICBIT A ECICRIE SR D & 2 AICHED, v
U T X ORISR DR X AN T —Z OB EH AR T, v

U TRICHETOREERIESEL LD LD,

(136) As regards Iceland and Norway, this Regulation constitutes a development of
provisions of the Schengen acquis to the extent that it applies to the processing of personal
data by authorities involved in the implementation of that acquis, as provided for by the
Agreement concluded by the Council of the European Union and the Republic of Iceland
and the Kingdom of Norway concerning the association of those two States with the
implementation, application and development of the Schengen acquis*.

-

(137) AA ABIFIZONT, AN, =7 v - TR OFEMR, WHEOREE AL X

46 OJ L 176, 10.7.1999, p. 36,
OJ L 176, 10.7.1999, p. 36
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W & OBIMRIZEIT 2 EU. BRI FLFEIAR L VA A 2RI DB E ICHiE S
HEZAIIHEN, v s TROERIAR D BN X A AT — % OILEE

MENLFHT, =7y« THRICEHTOIREZERSEL DL D,

(137) As regards Switzerland, this Regulation constitutes a development of provisions of the
Schengen acquis to the extent that it applies to the processing of personal data by authorities
involved in the implementation of that acquis, as provided for by the Agreement between
the European Union, the European Community and the Swiss Confederation concerning the
association of the Swiss Confederation with the implementation, application and
development of the Schengen acquis®’.

(138) VeTrvaZ A RNEIZHOWT, ABRNX, =7y - 77X, #@H KD
FIE & A A ZHEH L OBIRITEET DERME S, BN IEFAR K OV A 2@ I3 1
HMHESDI BT v a XA o AEOMBIZET 2RNE S, RIONIEFRIE, A A X
HWHERY eT vy asf AEMOBEECICHESND LA, v vy
o T XOFEIEITIR DN KA AT — 2 OWMBIZEH S HEE T, =S

Ve TXRICHTAFEARBEIE DL D,

(138) As regards Liechtenstein, this Regulation constitutes a development of provisions of
the Schengen acquis to the extent that it applies to the processing of personal data by
authorities involved in the implementation of that acquis, as provided for by the Protocol
between the European Union, the European Community, the Swiss Confederation and the
Principality of Liechtenstein on the accession of the Principality of Liechtenstein to the
Agreement between the European Union, the European Community and the Swiss
Confederation on the Swiss Confederation’s association with the implementation,
application and development of the Schengen acquis®.

(139) FRINFHEEHMFT I L TV D L0 AT —Z R 2HEFNIT. Hoery7e
MERITIEZRW, MR TOZOMEELEE L TEESNRTNERLRNI L, &k
OB D JFRNZE M D FEARBIAHME & OB 2 R T2 72 T AUT R BN Z LTS
LT, AHANE, 3 TOEAMAEZEEL TRY, AN THRESND LA
(ZHEV EU OFEAMER R TRRO LD JFAI (Frlo, FAETRR M OFIRANE, FIEL T
(ZIB(E OIS MR AT — 2RI DR B, RO OEHD
B, RELOFHRO BB, BEEBHO BB, EO0RIERRE & N FREH E2 %
T DR, NI SHERY, REEI R OEFERIZARNE) 285F LT\ D,

(139) In view of the fact that, as underlined by the Court of Justice of the European Union,
the right to the protection of personal data is not an absolute right, but must be considered in
relation to its function in society and be balanced with other fundamental rights, in
accordance with the principle of proportionality, this Regulation respects all fundamental

rights and observes the principles recognised in the Charter of Fundamental Rights of the
European Union as enshrined in the Treaties, notably the right to respect for private and

47 0J L 53, 27.2.2008., p. 52,
OJ L 53, 27.2.2008. p. 52

48 OJ L 160 18.6.2011, p. 19,
OJ L 160 18.6.2011, p. 19
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family life, home and communications, the right to the protection of personal data, the
freedom of thought, conscience and religion, the freedom of expression and information, the
freedom to conduct a business, the right to an effective remedy and to a fair trial as well as
cultural, religious and linguistic diversity.

AP Z BRI LTz,
HAVE ADOPTED THIS REGULATION:

BIE —REHE
CHAPTER 1 GENERAL PROVISIONS

FLE WEEHR
Article 1 Subject matter and objectives

1. 2oL, FAT—% OWEIZBE L TEANZR#ET D200 — b [HAT—F O

HHZRFEDOTZDDNL— IV EED D,
1. This Regulation lays down rules relating to the protection of individuals with regard to the
processing of personal data and rules relating to the free movement of personal data.

2. ZORBANET, BRAOEANMER L BH, Fri2, AT —Z ORFEIZIIT D05 OHER
ERET S,

2. This Regulation protects the fundamental rights and freedoms of natural persons, and in particular
their right to the protection of personal data.

3. HANT —2 OB BT HEANOR#EZBRIC LT, EU BNOMEAT —% O H H 7223

WA HIRRE TR L TR R bR,

3. The free movement of personal data within the Union shall neither be restricted nor prohibited for
reasons connected with the protection of individuals with regard to the processing of personal data.

H2 R N
Avrticle 2 Material scope

1. ZOHANT, 2 FE TSP E I SN FEIC LD EAT —Z OLBIZEHA S b,
Fo, T AV T VAT LEAD—EHTHDH, HOINET AV T VAT LAD—ENC

T ZENEMENTMEANT =2 O BB SN FELUS QLB biEH S D,

1. This Regulation applies to the processing of personal data wholly or partly by automated means,
and to the processing other than by automated means of personal data which form part of a filing
system or are intended to form part of a filing system.

2. ZORANT, LD XD R\ AT — & OB T S 4720,
2. This Regulation does not apply to the processing of personal data:
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(a) EUEOGE MRS OTES) (FrlC EHZ RREICE T 2168) ([ZBWTHRAELZMEAT

— 2 DL

(a) in the course of an activity which falls outside the scope of Union law, in particular concerning
national security;

() EU BB, FR, 47 4 A, BILOBUHERIC X 28T — & OALE
(b) by the Union institutions, bodies, offices and agencies;

(c) EU S:A9% 2 B H#IHIC 31T 2158 217 5 MEEIC X 2 AT — & ot

(c) by the Member States when carrying out activities which fall within the scope of Chapter 2 of the
Treaty on European Union;

(@ ARAD, < OEAHETZIFZFENOIFEEIC BN T, MOFRE HZTFIAT 5 HMAT

— & DL
(d) by a natural person without any gainful interest in the course of its own exclusively personal or

household activity;
(e) JLFEDBIE, #A, B, K, H2WITHFES 2R 7=DICiER TS T o EAT —

& DALER
(e) by competent authorities for the purposes of prevention, investigation, detection or prosecution of

criminal offences or the execution of criminal penalties.
Z OBANE, 545 2000/31/EC (TEF WG 1) O 2850 2 6 DO TiZiwn, Kz,
7C0>?'§ DHE 12 FENHHE 15 KB T DMV —v R « 7o (X —DOE(RIZET 5 A

DM ZT 5 H DO TIEAR U,

3. This Regulation shall be without prejudice to the application of Directive 2000/31/EC, in
particular of the liability rules of intermediary service providers in Articles 12 to 15 of that
Directive.

3K MPERIEGH
Article 3 Territorial scope

ZOHANE, EU SN2 BE PR SEIILA L T 05 EICB T AT —4

DONFRICHEHA S B,

1. This Regulation applies to the processing of personal data in the context of the activities of an
establishment of a controller or a processor in the Union.

2.:@ﬁ%@\mﬂﬁﬁ:@@#é?—&w%&%w@k?—& Zxf L, EU SNICHLA
PRI WEBEEMT TR b A IS, 272 L, ZONEEENILITICET S D

DIZIR BN D,

2. This Regulation applies to the processing of personal data of data subjects residing in the Union
by a controller not established in the Union, where the processing activities are related to:

(a) EU BNIZEET 2T — X O RE KT 5 B — B 2 Ot
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(a) the offering of goods or services to such data subjects in the Union; or

(b) 1% & DATEYVDEEAR

(b) the monitoring of their behaviour.

3. ZOMANX, BEU HANICHLS 2727 WEBEFIC K A2 AT — X OB S b,

el MEEOEMNENERRMEC L > TEH SN D51 Rb D,
3. This Regulation applies to the processing of personal data by a controller not established in the

Union, but in a place where the national law of a Member State applies by virtue of public
international law.

HA L
Article 4 Definitions

ZOHANZ BT 2 HFEEOEWRIZLL FTO@E Y,

For the purposes of this Regulation:

1 TF=2ox%HE) i3, FFESHEERAN, FRIIEEED L WVITZRLS O BRA
RENZ L > THENRHEHATHEN SN D FBZ2 b - TEENE 2 IIRENICRE S
HARADZ L2 BWT 5, FriZ, MBE . (ET—%. T 74 VBl Fo2iR -
FZEDONOT AT T 47 BT 2R, B, BARFRY. MR, BRI, X

EHY, £ DU EOER OB L > THESNTZBRARAD Z L2 E%T %,

(1) 'data subject’ means an identified natural person or a natural person who can be identified,
directly or indirectly, by means reasonably likely to be used by the controller or by any other natural
or legal person, in particular by reference to an identification number, location data, online identifier
or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural
or social identity of that person;

2 MAANT—%]) Lix. 27 —FORNGEICET 2T X TCOBEREERT 5,
(2) 'personal data’ means any information relating to a data subject;

3 ety Lk, AT —F EIEAT — X OEAICEH IS, BEL Iz B
EIDEMDRNT X TOREETIT—EOBEL BW T 5, Fl2IX, IUE, Fok. Wk,

MG b, A, S, B, BR, 2R A, H5VIEBERICE DR, ARELIEIA
REARERBDIZT D Z &, BINRMAGDE, HEPBIERENET OIS,

(3) 'processing' means any operation or set of operations which is performed upon personal data or
sets of personal data, whether or not by automated means, such as collection, recording, organization,
structuring, storage, adaptation or alteration, retrieval, consultation, use, disclosure by transmission,
dissemination or otherwise making available, alignment or combination, erasure or destruction;

@) 774007V AT L] LI, HRERYE I ITHIBEAYICERS . ol H 2D WITIEH S
TWVDEMEI MDD ET, FEORMEEEICE>TT 78R THZENTELHMAT
—Z DTN TOMEINTZEELERT D,

(4) filing system' means any structured set of personal data which are accessible according to

83



specific criteria, whether centralized, decentralized or dispersed on a functional or geographical
basis;

(6) TEERF | LIX. B E I IMFE &R TEAT — 2 OWLBICET 2 BHEY, & B X
OFBRZRET 2 HARN, BN KRR, BUFHER]., 72133 X ToxoMmoMF 2 &
Wi b, MHOBR, &M, BXOFEN EU EI3MBEEICE > TQRESN DA
WZiE, EEHEELIIERE 2B T 510 0REOHIEREIT EU EE 3B EEIC X
STHRELTH LV,

(5) 'controller means the natural or legal person, public authority, agency or any other body which
alone or jointly with others determines the purposes, conditions and means of the processing of
personal data; where the purposes, conditions and means of processing are determined by Union law
or Member State law, the controller or the specific criteria for his nomination may be designated by
Union law or by Member State law;

(6) Mo L%, FHRFEORDVIEAT —Z 20N T 5 HARAN AL AR, B
FFEERE. i3z oI X TOHEEZE®RT 5,

(6) 'processor' means a natural or legal person, public authority, agency or any other body which
processes personal data on behalf of the controller;
(7) [ZEAL &iE, AT =2 PR ESNDIXGTHDHKRAN, IEA. AHIHER. BUk

B, £73Fomd XToOMEZE®KT 2,
(7) 'recipient’ means a natural or legal person, public authority, agency or any other body to which

the personal data are disclosed;

®) TF—2ORAGEDOFRE] LiX, T—FOMBHEN, KEEI1THONICTEEM R TE
IR THEBIZEAT AT =R END Z L ~DREEZERRT DL Voo, T
O AMIATOR D R, R, BXO0mHmESh=Z20 N\ ERRREZEWT 5,

(8) 'the data subject's consent' means any freely given specific, informed and explicit indication of
his or her wishes by which the data subject, either by a statement or by a clear affirmative action,
signifies agreement to personal data relating to them being processed;

9) MAAT—Z2ORE] Lid, FME, N, ERRLEINDBAT 2O T, B%
B E T EE e e, TR, BE, HRORWABREZIZT 7B RIZORN 5D K 5 e fibE
RFFDIER & BT 2,

(9) 'personal data breach’ means a breach of security leading to the accidental or unlawful destruction,
loss, alteration, unauthorised disclosure of, or access to, personal data transmitted, stored or
otherwise processed;

(10) MEET—#) LI, HARTO VBRI I THEK E 72 1XEUS S 7ol A D FpEIC

T 2H0P M7 =22 8% 2,

(10) 'genetic data’ means all data, of whatever type, concerning the characteristics of an individual
which are inherited or acquired during early prenatal development;

(D) A AR R v 7 F—=5) Lix, BAE—BERICHET S 2 L8 TE 5, WEL,
ERRA, E T TBIOMMICET 5T S COF — 2 BT 5, B, BRI
AT — 4 R EBEF BRD,
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(11) 'biometric data’ means any data relating to the physical, physiological or behavioural
characteristics of an individual which allow their unique identification, such as facial images, or
dactyloscopic data;

(12) MMEEICET T —%] Lix. HAEANDOHERE IR @, bW ITZD
NSO ILEFEORMEICET DT X TOFEHREERT 5,

(12) “data concerning health’ means any information which relates to the physical or mental health
of an individual, or to the provision of health services to the individual,

(B)ngmmjki FHEIZOWTERE, AT —Z OO AR, &, BLV
B LERIELZ T 2 BEU NORD & 2 % 2 BT 2. MAT — 2 O D B 1,
*#\%ioi&:%#éﬁm#EUWf%%éﬂ&wﬁA %, FEERE L 1T, EUROD
FHEORMICK T DIEE COFERUBEREMENLHGHEERT D, LWEHFIZONT
S, TEEL ) 2i%. EURNOFRITER S 2502 BEWT 5,
(13) “main establishment” means as regards the controller, the place of its establishment in the Union
where the main decisions as to the purposes, conditions and means of the processing of personal data
are taken; if no decisions as to the purposes, conditions and means of the processing of personal data
are taken in the Union, the main establishment is the place where the main processing activities in
the context of the activities of an establishment of a controller in the Union take place. As regards
the processor, 'main establishment' means the place of its central administration in the Union;
(14) TREEAL &ix. ZOKBINED LEHEDRBIZONT, ZOEFHEORDVIZEU
D ETERRBICZ DM ORIRI DRI Z 2T, 1TE1 2 K 5 £ OB HEICHIRIICHELA S

NI EU LS 2RO T N TOBHRAEITEAZEKRT D,

(14) ‘representative’ means any natural or legal person established in the Union who, explicitly
designated by the controller, acts and may be addressed by any supervisory authority and other
bodies in the Union instead of the controller, with regard to the obligations of the controller under
this Regulation;

(15) TH¥HE) Lid, B LoBRIZr»b LT RFEBHICHEREL THDH TR TOHRFE

HReBHRT D, 2ED, KIS, EHICTREFTEBIICESE L T EARAN, IBEAL LFRE

St FERBHEOZ L EEWT D,

(15) ‘enterprise’ means any entity engaged in an economic activity, irrespective of its legal form,
thus including, in particular, natural and legal persons, partnerships or associations regularly
engaged in an economic activity;

(16) THEIN—7] LT, BHRETLIEEBIOZOERAINEEDOZ LEZERT D,
(16) 'group of undertakings' means a controlling undertaking and its controlled undertakings;

(17) THHREEFEERL] Lix, FEIAL—TNO—DLU LOK =FEIZB T 5 EFHEE -
IFBRE ~DEN T — % O¥RIEF T2 IR DOESIT OV T, EUMBEOENZ LS &35
A E I DT D AT — 2 T R BT D,

(17) ‘binding corporate rules’ means personal data protection policies which are adhered to by a
controller or processor established on the territory of a Member State of the Union for transfers or a
set of transfers of personal data to a controller or processor in one or more third countries within a
group of undertakings;
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(18) T+t 21T, T 18RO N\WEEWT 5,

(18) 'child" means any person below the age of 18 years;

(19) TEZEMHERI) L1, 28 46 SRICHE > TMBEEIC X - TR S 2 AR & BT 2,

(19) 'supervisory authority' means a public authority which is established by a Member State in
accordance with Article 46.

FIE JRA
CHAPTER Il PRINCIPLES

5K N T—Z PR T 3B SRR
Article 5 Principles relating to personal data processing

AT — 21, AT &2 L TWRT IR 570,
Personal data must be:

(@) 7= DOXRHGFIIK L THELE, AE, 2L TEAMOS L HFIEICL VA IS,

(a) processed lawfully, fairly and in a transparent manner in relation to the data subject;

() BARH), BRI, £ L CAREMZERICEVIES L, TOHMICAE LN 5T
DIBIAERIIAT DI RV,

(b) collected for specified, explicit and legitimate purposes and not further processed in a way
incompatible with those purposes;

(o) HWEITH Y, BIEMENRH Y . TN ORI N D HEE RT3 72 OIS B/ NRO P
RGN D, AT —Z 2L L TH XWIEE LT, AT —Z 28 ERVEROLHET
FHMZ R T ENTERWGARIET TH D,

(c) adequate, relevant, and limited to the minimum necessary in relation to the purposes for which
they are processed; they shall only be processed if, and as long as, the purposes could not be fulfilled
by processing information that does not involve personal data;

(d) FICE-ETRITH D, HOMAT —ZNZDOIRO B Z il 723 72 DIZERME TIX R0

Ba. T<ICHIBREITETIEESND L9 HODLWMEREZIRL 2T 620,
(d) accurate and kept up to date; every reasonable step must be taken to ensure that personal data that

are inaccurate, having regard to the purposes for which they are processed, are erased or rectified
without delay;

(&) AT —% 2S5 BB W THLERMFICIRY | 77— OXLE ZHHITE 5
RRAFESND, AT —2 D35 83 RO & RIFITHE - 7R, Bt F 3R
HZRBFFE B D 7o O 2T I S, EHR R A 21TV ORI & ft 1T 5 20 BV 2 3

T2H2OTHIUL, ZRLL EOHIRICHOTZ VAT —Z ZRFL TH LU,

(e) kept in a form which permits identification of data subjects for no longer than is necessary for the
purposes for which the personal data are processed; personal data may be stored for longer periods
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insofar as the data will be processed solely for historical, statistical or scientific research purposes in
accordance with the rules and conditions of Article 83 and if a periodic review is carried out to
assess the necessity to continue the storage;

O FTRTORIERIEL, Z OBAIOKE %854 58 FE OFMED T TIThihbd,
(f) processed under the responsibility and liability of the controller, who shall ensure and
demonstrate for each processing operation the compliance with the provisions of this Regulation.

H6 Z MPLDE LA
Article 6 Lawfulness of processing

1 AT =2 0L, UTOHEAD S b &b —2>0HEANEN SN HEITNE
. BikET 5,

1. Processing of personal data shall be lawful only if and to the extent that at least one of the
following applies:

(@ 7—Z2OGEN, —OULDOREKNZREROTZDIC, B BHOEANT —Z B S
N5 EIZFRELTWD,

(a) the data subject has given consent to the processing of their personal data for one or more
specific purposes;

(b) 7 —Z DRRENYEE Th OENEIBITT DD ORIRNR LIRSS, £,
R ZRERET DRI, 7 —F OXGE OREIC L > THR A U D72 DICF OB W3
S EE

(b) processing is necessary for the performance of a contract to which the data subject is party or in
order to take steps at the request of the data subject prior to entering into a contract;

(0) BHEDE D NEERLOFH 2RI T 72010, T OUBENLEREE,

(c) processing is necessary for compliance with a legal obligation to which the controller is subject;

(d) 7 =2 OMGHEOEBELRFIRERET D720, ZORIPLERIGE,
(d) processing is necessary in order to protect the vital interests of the data subject;

() DILDOFREDT=OITEITINDES, FITEHFICE X ONTWEOITEDIZDIZE
DRFER VBTG5

(e) processing is necessary for the performance of a task carried out in the public interest or in the
exercise of official authority vested in the controller;

() BFEEEDBRT D IEY 2RI D72 DI F OB NMEIRIGA, 7272 L, $RZT — & Oxt
SENFHOLE, AT —2 ORELLEL T DT —Z OXRE OFIE £ 21T AR
FIRLEBD, FRROEREORRICELESNDIGE LR, 20 &%, AR IRE

DEREDT=DITAT S T AABITITHEA L2 b D &35,
(f) processing is necessary for the purposes of the legitimate interests pursued by a controller, except

87



where such interests are overridden by the interests or fundamental rights and freedoms of the data
subject which require protection of personal data, in particular where the data subject is a child. This
shall not apply to processing carried out by public authorities in the performance of their tasks.

2. FEHREY, FFHHY, ETIIR PR RO T DI BB N T — Z OAPRIL, 5 83 D5
HOREREICLVAETHL D LT D,

2. Processing of personal data which is necessary for the purposes of historical, statistical or
scientific research shall be lawful subject to the conditions and safeguards referred to in Article 83.
3. H1HEETER SN TODLIOERIIL, LTFDOEL bNBW TR SR T

RBIR,
3. The basis of the processing referred to in points (c) and (e) of paragraph 1 must be provided for in:

(@) EU i,
(a) Union law, or

(b) FHEFICHE SN ENE,
(b) the law of the Member State to which the controller is subject.

MBEEEIZ. AR E 2D X972 B> b DO TRITIE R B2, £7-1%. N
HEEIL, EOHMN L BREZRETLI-OICLETHY . AT —F O#ICET 55

FIOAFZEEHL, £ L TTERTRESELGRAMICSIS DL RITRITR B0,
The law of the Member State must meet an objective of public interest or must be necessary to

protect the rights and freedoms of others, respect the essence of the right to the protection of
personal data and be proportionate to the legitimate aim pursued.

4. ANT =2 M7 0 A2 5292 BR92s, AT —Z Z2IUE LI AR L3R 55

A, O, F1HEH@NHED ) B & —DDERILIZESWH TS

TR S0, FIZZ D Z L, —REKNOXMOH LWL EHITHEASND bD LT 5,
4. Where the purpose of further processing is not compatible with the one for which the personal
data have been collected, the processing must have a legal basis at least in one of the grounds
referred to in points (a) to (e) of paragraph 1. This shall in particular apply to any change of terms
and general conditions of a contract.

5. % 1 HOIZSWT, FHHUIBIT AT — % ORI & kfx 7oy 807 — X AL DR
DUTBET 252 L0 BRI T 572010, 5 86 RITHE » TEAERE A IR DHERR N ZE
B&lZ5E 265,

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the

purpose of further specifying the conditions referred to in point (f) of paragraph 1 for various sectors
and data processing situations, including as regards the processing of personal data related to a child.

H1F JAEDSME
Article 7 Conditions for consent

1 FHEZ, T—FOMREPAGOMAT =2 BEDONTCHIO DI SN D &
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W ZEICAEELTWS Z EDOVGFEEEEAI bDOET 5,
1. The controller shall bear the burden of proof for the data subject's consent to the processing of
their personal data for specified purposes.

2. T—H ORNBEDORIENPMOR 2 ELERICBWTEA LN HEITIE, ZORED

BN Z DR OZRM L XBTE D HEIZ L > THRSINRITIER 720,

2. If the data subject's consent is to be given in the context of a written declaration which also
concerns another matter, the requirement to give consent must be presented distinguishable in its
appearance from this other matter.

3. T—H DORBHEARNI, WOTHLFEEZEY TF2HERAH L bOET D, 2. AR

DY FFIE, B T 2RTOREICHES SLELDOGIENMEIC R A BB E 52720,
3. The data subject shall have the right to withdraw his or her consent at any time. The withdrawal of
consent shall not affect the lawfulness of processing based on consent before its withdrawal.

4, T =B DORGEHEDI L EHEDOF N E O K E RN H H8E101E, [T

PR 72 8 DIERIIRALIZ 1372 B 720,
4. Consent shall not provide a legal basis for the processing, where there is a significant imbalance
between the position of the data subject and the controller.

H8Z FHDIN 7 —5 DAL
Acrticle 8 Processing of personal data of a child

1. ZoFHAo B> T, Flbt oV — 2 2 FIHCEERIT 2581203, 13 5%
Heits D F-PEDOEN T — & OWFIX, & DOFHEOBLE 7 13% AR RE 72T Le S S
IRV BETH LD LT 5, BHEIL, IEHFRREN 2B BICANT, MIEREERF
BSOSO OMIEDE )% LT ER b,

1. For the purposes of this Regulation, in relation to the offering of information society services
directly to a child, the processing of personal data of a child below the age of 13 years shall only be
lawful if and to the extent that consent is given or authorised by the child's parent or custodian. The

controller shall make reasonable efforts to obtain verifiable consent, taking into consideration
available technology.

2. B 1T, FHHZHOWTORKOELME, ML, 3BT 20— oMM
xtLC, INBEEO—RBKEI L 5 2720,

2. Paragraph 1 shall not affect the general contract law of Member States such as the rules on the
validity, formation or effect of a contract in relation to a child.

3. B 1 HOMGEATRE /L R BT O 72D O FEUZ DWW T, TR GM 4 L v BRI
DT2WIT, 586 RITHE» CTEMERHBEARINT DMHERNEZERICHGABND, T, ZH

20E BB O NFEED IO O BARR 2 HRETT 5,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the methods to obtain verifiable
consent referred to in paragraph 1. In doing so, the Commission shall consider specific measures for
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micro, small and medium-sized enterprises.

4, FESIL, F 1 HORINT-BRIAETEERFERED 720 O HAR FBAC B3 2 1% 7
—AEERLTH LV, FRICET 1T, 3 87 IR ENT-FERFNEIC L - TR

Rehs,

4. The Commission may lay down standard forms for specific methods to obtain verifiable consent
referred to in paragraph 1. Those implementing acts shall be adopted in accordance with the
examination procedure referred to in Article 87(2).

F L FE T T Y — DN T DI
Avrticle 9 Processing of special categories of personal data

1. AR, RERY, BOarER. = B, PN BEBEREZMNONIIT 0 X9 ~EAT
— 2 OB, BEO, BT —Z F73E, MRS, HE LoAFRAER, H 2V 3B

THEX2U T 4R EICHONWTOT —F OWMFLIEEIET S,

1. The processing of personal data, revealing race or ethnic origin, political opinions, religion or
beliefs, trade-union membership, and the processing of genetic data or data concerning health or sex
life or criminal convictions or related security measures shall be prohibited.

2. B 1T, UTFOHEICITEA S,
2. Paragraph 1 shall not apply where:

(@ T—X OXGEN, 75 BFIFEINTEEMEONG LD EDOMEANT — X DML
BICRE LSS, 2720, EUBEERIFMEEES, F1EHORLERLFEEELZOT —
HDOXBHEDERL TL R DRV EED TWDEAEZRL,

(a) the data subject has given consent to the processing of those personal data, subject to the
conditions laid down in Articles 7 and 8, except where Union law or Member State law provide that
the prohibition referred to in paragraph 1 may not be lifted by the data subject; or

(b) HEeRiESRE L 5 2 2 EUEEIIMEEETEANR AT SN THT, EED S
[ZRBWTHEHE DR EDOHER 21T L, #52 RICTI2OITLBN LE R G 6,

(b) processing is necessary for the purposes of carrying out the obligations and exercising specific
rights of the controller in the field of employment law in so far as it is authorised by Union law or
Member State law providing for adequate safeguards; or

() T—2 DR GEVPYIAETITENCFAEEZ G2 LN TERNVEE, T =X DOX4
FHEIIMFE OEE LR ZIRET D720 OB DB LER A,

(c) processing is necessary to protect the vital interests of the data subject or of another person where
the data subject is physically or legally incapable of giving consent; or

(d) Baa., EFF. R EFRIETEEAICr0D 5 B EROME, e, £ iod <
TOIEFIFURIZ L 58] 72 (R SRTE A 2 7o B4 RGBT, ZOENFEITS
D%6. T2 LT DORET, TD A — ZTOHEDHTA A= FTZOHMICE
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WTZEDORKRE EMIICEfMEZ L TWDALIZET U THY , T —XDXMREDRE

R ERDHNTT —=Z BRI NBRNE WS Z 2L LT 5,

(d) processing is carried out in the course of its legitimate activities with appropriate safeguards by a
foundation, association or any other non-profitseeking body with a political, philosophical, religious
or trade-union aim and on condition that the processing relates solely to the members or to former
members of the body or to persons who have regular contact with it in connection with its purposes
and that the data are not disclosed outside that body without the consent of the data subjects; or

(&) 7— 2 OXILHENIRINTANEH LIEHAT — & DILEE,
(e) the processing relates to personal data which are manifestly made public by the data subject; or

(O ERIESROSIFE, AT, £33 HEED 2 DI DB N LIRS,

(F) processing is necessary for the establishment, exercise or defence of legal claims; or

(@) 7— % OXGEDOEY 2 FE 2 RHET D70 OFE A 2 72 EUE E 72 (308 EikIc ik
DE . BIROFRED T2 D OFH DIATIZIBN T, £ OENLBERIGA,

(9) processing is necessary for the performance of a task carried out in the public interest, on the
basis of Union law, or Member State law which shall provide for suitable measures to safeguard the
data subject's legitimate interests; or

(h) BT 27 — 2 OB, RO ARDTZDICLETHY | & 81 FORMFEL IV
T FE AT L TV D56,

(h) processing of data concerning health is necessary for health purposes and subject to the
conditions and safeguards referred to in Article 81; or

@) % 83 FDOLMR L OMR#ESHE A /2 L CW D ERR, #Eti, E3R 2072 o
72D, EDOENMEIRGA,

(i) processing is necessary for historical, statistical or scientific research purposes subject to the
conditions and safeguards referred to in Article 83; or

() #UZR TRANFE A 2 7o BEULEIIMBEEE RO b T T, HFEEICHREND
B EEITRH EORFE LRI T20H 2 WITEE RN ILOFIE D T2 DI 4 FATT
D72 DB, 8D WVIFIRHEOEFL TIZHBW T, HE LA IR £ 7213
TOHLREMKRICONWTOT = PR SN L 5E, T EOAIRHRICET 5 e a2 itk

. BHEOEH TFICBWTORMEEINS,

(j) processing of data relating to criminal convictions or related security measures is carried out
either under the control of official authority or when the processing is necessary for compliance with
a legal or regulatory obligation to which a controller is subject, or for the performance of a task
carried out for important public interest reasons, and in so far as authorised by Union law or Member
State law providing for adequate safeguards. A complete register of criminal convictions shall be
kept only under the control of official authority.

3. B1IEHBIOHE 2HOBEHAAEHAIZER SN TV LRI T T —DEANT —Z OB
(ZOWT, FHlEETE, oMl B L ONEDN R fRESRTHZ LV BARIICT 572012, % 86 ZRIC

o THEERHZTAIRT DHERNZERIZGZA BN D,
3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria, conditions and appropriate safeguards for the processing of
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the special categories of personal data referred to in paragraph 1 and the exemptions laid down in
paragraph 2.

10 £ FFETERVGE DU
Article 10 Processing not allowing identification

FHEIZL > TR ENTT —ZIZOWTEOERENBRANERET D22 LN TE RN
Yrtr. BHE L. ZOHAOREITHE D 12D TETIZ, 7 —F OXIGE 2 FiE T 2B 72

HHAZ IS LR TH LV,

If the data processed by a controller do not permit the controller to identify a natural person, the
controller shall not be obliged to acquire additional information in order to identify the data subject
for the sole purpose of complying with any provision of this Regulation.

BIUIE F— X OXREDOWHER]
CHAPTER Il RIGHTS OF THE DATA SUBJECT

BLE BN LA
SECTION 1 TRANSPARENCY AND MODALITIES

FENFE FHRETI == g CDFWE
Avrticle 11 Transparent information and communication

1. BHEE X, ERMERE L BHICATFIRER, AT —X OULEL L T — 2 Oxt5E O MR

@ﬁﬁ:%#éﬁﬁ%mﬁbﬁfhﬁ&%&wo
1. The controller shall have transparent and easily accessible policies with regard to the processing
of personal data and for the exercise of data subjects' rights.

2. HHE L, FICAEAT OB BRICONWTIE, 7T —F OREEIEANT —F OLFIZHON
TR L2 2= —va V21T B, AR AUCES S, NSRS

Bzl ZL T =2 OREED L -VLZEDbERITITR B0,

2. The controller shall provide any information and any communication relating to the processing of
personal data to the data subject in an intelligible form, using clear and plain language, adapted to
the data subject, in particular for any information addressed specifically to a child.

F12 & T FDIRE DHEFZTIET S 720D FNE & (/4
Avrticle 12 Procedures and mechanisms for exercising the rights of the data subject
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1 BHEIL, B U RIORSNHREZREE L, 55 13 5B LUH 15 06 8H 19 KRS
NI=T — 2 OMBHEOHERZATHT 272D O FINEZ M L7221 uE 7z 5720, FEEHE I,
FRIZH 13 (B L O 16 R0 b5 19 FRITR SN HIG~DERFHA R G T D120 DA
MAazRME L by, AT —2BNaEb Sz TR TUE SN HEA, B
Fix, BYMICEREZHT OO TE LRI LT ER b0,

1. The controller shall establish procedures for providing the information referred to in Article 14
and for the exercise of the rights of data subjects referred to in Article 13 and Articles 15 to 19. The
controller shall provide in particular mechanisms for facilitating the request for the actions referred
to in Article 13 and Articles 15 to 19. Where personal data are processed by automated means, the
controller shall also provide means for requests to be made electronically.

2. BEFIL, BERFHEZZ TR THrHES ES 1 VHAUNIGEIERES | 3 183 £ LW
915 R 19 RICE S E ML ORISR/ SO E 5 3ET — X OXIRE @M
L. ZRSNERERME L2 520, EEOT — % OXRE DRI 21T L,
EHER OMBE DO RNERG 1 ERET DT OIS OB DEEOWH D BLERGS, Lo
Bz H9 1 WHEEL TS LV, ZoFRiIFmTRESND, T2 OHRENET
FIEREIC L W BRFEHAH LEEHA, T—ZORMBEN LI EEZRD SRR |

ZOBRITEBFERBICEIVIBHINL D bD ET 5,

2. The controller shall inform the data subject without delay and, at the latest within one month of
receipt of the request, whether or not any action has been taken pursuant to Article 13 and Articles
15 to 19 and shall provide the requested information. This period may be prolonged for a further
month, if several data subjects exercise their rights and their cooperation is necessary to a reasonable
extent to prevent an unnecessary and disproportionate effort on the part of the controller. The
information shall be given in writing. Where the data subject makes the request in electronic form,
the information shall be provided in electronic form, unless otherwise requested by the data subject.

3. BHENT — 4 OXRGEDER~DOHISEHEST 556 EHE L. 7T —F OXIREIZ,
Z DG OERH I X OB EE 2 B L CTRERN R EZRODL N TEDLEE
WY 5,

3. If the controller refuses to take action on the request of the data subject, the controller shall inform
the data subject of the reasons for the refusal and on the possibilities of lodging a complaint to the
supervisory authority and seeking a judicial remedy.

4. B 1 HITR SNIZERA~OXECE R, BETRIFIUER S0, ZOZRNE
ODINZEEZBZ TV DGE. FICRE L TTON D58 101E, B ITE R~ DR
WARMIZOVWTREEZFER LT LWL, FREERSNERNEEZTHRSTH LWV, £
DY E, BEFIL, TOERPPALNICELZBZ TWVWDH LN Z EIZOWTTRERTEEZA

briThiEe s,

4. The information and the actions taken on requests referred to in paragraph 1 shall be free of
charge. Where requests are manifestly excessive, in particular because of their repetitive character,
the controller may charge a fee for providing the information or taking the action requested, or the
controller may not take the action requested. In that case, the controller shall bear the burden of
proving the manifestly excessive character of the request.
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5. % 4 THIZOWT, HIDMNITEZ A 7 BRI K OBHeIC BT 2 il AR HE A2 L B
REIZ T D721, 5 86 RICHE» TELIRB L RINT HDHERNZEERITE A b5,

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and conditions for the manifestly excessive requests and the
fees referred to in paragraph 4.

6. ZERIT, FE2HTRINTCEFHEELZEL I 2= —3 a VOEEN TR E 245
EB L OEEEAZER L TH L, TOEEERIT., MMBEFES I OT/NEEDTZD
(B 72 %R A LD 72 P B, T D FEM S A TEEM T A1, 3 87 @I sh
TFREFIEIZ L > THRIRESNL D,

6. The Commission may lay down standard forms and specifying standard procedures for the
communication referred to in paragraph 2, including the electronic format. In doing so, the
Commission shall take the appropriate measures for micro, small and medium-sized enterprises.
Those implementing acts shall be adopted in accordance with the examination procedure referred to
in Article 87(2).

FIBF RINIZPGT S HEF)
Article 13 Rights in relation to recipients

FEFIL, TNRAFREE A L2V REDT 2 nEEE L2 LU, & 16 Kk L5H
17 R TEIT LI TR TOFTERCHEICONTT — 4 2R L &Z BOICHEE T 5,
The controller shall communicate any rectification or erasure carried out in accordance with Articles

16 and 17 to each recipient to whom the data have been disclosed, unless this proves impossible or
involves a disproportionate effort.

E2H HRET—HDOATFE
SECTION 2 INFORMATION AND ACCESS TO DATA

FlA K T —=ZDHRE~DIFH
Article 14 Information to the data subject

1. 57— 2 OREFICHATHMAT —ZPINEIND L&, FHHEIZ, PR EBUT

DIEWAEE DT — 2 ORRFITRME LR IT TR 5720,
1. Where personal data relating to a data subject are collected, the controller shall provide the data

subject with at least the following information:
() BHEOHILEFELWVERE, Fo, b LIFET 20 ThIE, BHEONRHAL LV

Data Protection Officer (LL'F TDPOJ) DE T & FF LV ERE e,

(a) the identity and the contact details of the controller and, if any, of the controller's representative
and of the data protection officer;
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(b) AT —& DWHED HE, ZDWRHENE 6 FOMICES I HEIE, BREMES LU
et aite, €OWRHNYE 6 FOOIZESHEE, BHEENBERT LIEL A 2E

UO

(b) the purposes of the processing for which the personal data are intended, including the contract
terms and general conditions where the processing is based on point (b) of Article 6(1) and the
legitimate interests pursued by the controller where the processing is based on point (f) of Article
6(1);

(o) TENT —& DMRAF S 4125 B,
(c) the period for which the personal data will be stored,;

(A 7—ZORMGEL, FHEIS L, MAT—2~DOT7 78 A AAT—Z DEEEIX

HEZZRT MR XIS T — ¥ QNP RE A B2 DHR BT 52 L,
(d) the existence of the right to request from the controller access to and rectification or erasure of
the personal data concerning the data subject or to object to the processing of such personal data;

(e) BEEHEBIC NG 2 LT 2 ENTE MR BLOZ OBEBB DR L ER %,
(e) the right to lodge a complaint to the supervisory authority and the contact details of the
supervisory authority;

O AT —# OZWMAFEITZIRAD RN,
(f) the recipients or categories of recipients of the personal data;

(o) FEE N = E AR R T 5 TER D WAL DR, ROERZICES T
SyPERE &2 5 U7 T2 = E SUTEBRERI R 2 R o L~L,

(g) where applicable, that the controller intends to transfer to a third country or international
organisation and on the level of protection afforded by that third country or international
organisation by reference to an adequacy decision by the Commission;

(h) AT —Z BED HILDFFEDORREIZEWNT, 7 — X OXREFITNERLBLERGET 5

7o OB Z U D T X TOIF R,
(h) any further information necessary to guarantee fair processing in respect of the data subject,
having regard to the specific circumstances in which the personal data are collected.

2. WHAEL, T OMRENLMANT =2 ZWET 256, & 1 HITHES D HFHRITN
A TOMANT =2 %522 2 L OEEMEROEFET — 2 2 52 2o 25810855

FIZAELDFERIZONWT, T—HORRE I LT UL 5720,

2. Where the personal data are collected from the data subject, the controller shall inform the data
subject, in addition to the information referred to in paragraph 1, whether the provision of personal
data is obligatory or voluntary, as well as the possible consequences of failure to provide such data.

3. BHEIX, T—HDOMBENOEANT —Z BIEL2WGEA. B 1 EICHET HHERIC
Mz T, FOENT —H DY —AIZDONTT —H OXREIBEA LT U7 5720,

3. Where the personal data are not collected from the data subject, the controller shall inform the
data subject, in addition to the information referred to in paragraph 1, from which source the
personal data originate.

4. BEEIX, B 1HE, F 2, BLOHE 3HTRINERZ LT ORSICREE L 21T
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T2 5720,
4. The controller shall provide the information referred to in paragraphs 1, 2 and 3:

(@ T—ZORMGENOEMAT —Z LW LIz L &,
(a) at the time when the personal data are obtained from the data subject; or

(b) T—=Z DOHBENDMANT =2 ZBfGF LRWEEIT, Thaiidk Lz & & UTYET —
ZRIES U TS IR E OBREL 2 B L IZIER OSBRI R IRIN, 7z, o

ZIWMANDHRENEZ OGN LA, BT —2REMICHRIND & &,

(b) where the personal data are not collected from the data subject, at the time of the recording or
within a reasonable period after the collection, having regard to the specific circumstances in which
the data are collected or otherwise processed, or, if a disclosure to another recipient is envisaged, and
at the latest when the data are first disclosed.

5. H LHHNDLH 4 L, LLTOSEEITITwEM L,

5. Paragraphs 1 to 4 shall not apply, where:

(@) T—XOXREN, FH1HE, F2H, BLOE SHTORINZEREZT TITHAE LT
5958,
(a) the data subject has already the information referred to in paragraphs 1, 2 and 3; or

(a) at the time when the personal data are obtained from the data subject; or

b)) T—=ZORHREMPOIESNT=T —Z TiEle <, 3o, O L) e tEROUKE AR AT6E
ZEHBILEY, ETREOT 1 EEo720 T 556,

(b) the data are not collected from the data subject and the provision of such information proves
impossible or would involve a disproportionate effort; or

() T—ZDORNBREMPOIESNTZT —Z TlE/e <, 7o, EICL > TEORRERSH R
FIZED BTV DA,

(c) the data are not collected from the data subject and recording or disclosure is expressly laid down
by law; or

(d) T —=ZOXMBENDIESNT=T — 2 TlEe, 2o, TO LS @ aeitdoZ L
WL 21 R 2 EUEXIIMAEE TED B ORI E BERZRET L2 L LD
%t

(d) the data are not collected from the data subject and the provision of such information will impair
the rights and freedoms of others, as defined in Union law or Member State law in accordance with
Article 21.

6. % 5 HMIZFE AT 2 LB, BEHE LT — X OXMREOELRFE 2 RET H72DIC

ERTIRAS TN i AV D AN AP AN
6. In the case referred to in point (b) of paragraph 5, the controller shall provide appropriate
measures to protect the data subject's legitimate interests.

7. ZESIZE, B 1HEHOCHET 2ZBRAOBEEOEEE, 1 H@QITHAET DIEEN T
7 ADBHNCBIT HERSEM, B 1 HOICHET 2HEDE 7 Z —0RILUICB W THE

96



RENLNDOT X TOMFRICBET 25HEEAEL L BRI L, &% 5 HOITED b pilst
2R 2 &bl L ONEE 2 PRI FB A K 0 BARMLT 2 720 OBUE IS & BAEIES &
ETOMRPEZOND, TOXIRETERIET HI2HY ., ZERIT, FMEOTH
BHEER O OITEY 2R 25 L i 6720,

7. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria for categories of recipients referred to in point (f) of
paragraph 1, the requirements for the notice of potential access referred to in point (g) of paragraph 1,
the criteria for the further information necessary referred to in point (h) of paragraph 1 for specific
sectors and situations, and the conditions and appropriate safeguards for the exceptions laid down in

point (b) of paragraph 5. In doing so, the Commission shall take the appropriate measures for micro,
small and medium-sized-enterprises.

8. ZERIE, RETHIUL., Hx B K OT — 2 BRI O FE K OBV 2 5 JEIC A

. B 1D H 3 HTRSNIFRZ R T 520 DR AZED TH Lv, £

B9 2 MaAT IR, 3 87 &k(2) ICHIET 28 FIRIC L 0 HilE L2 fuE 72 6720,

8. The Commission may lay down standard forms for providing the information referred to in
paragraphs 1 to 3, taking into account the specific characteristics and needs of various sectors and
data processing situations where necessary. Those implementing acts shall be adopted in accordance
with the examination procedure referred to in Article 87(2).

F15F TEDHREDT 2 X
Avrticle 15 Right of access for the data subject

1. 7= O/MREIIT, YR ECEET AT —Z BLBLEN D DN E D O
T\POT%ﬁﬁ%L%M%Ekfgéﬁﬂﬂhé ZDOX I RMEANT =2 P SN D

Yrtr, BEAIIUTO L) @zt L2 uide 670,

1. The data subject shall have the right to obtain from the controller at any time, on request,
confirmation as to whether or not personal data relating to the data subject are being processed.
Where such personal data are being processed, the controller shall provide the following
information:

(a) PO HAY,

(a) the purposes of the processing;

(b) BHEF D EANT — X DJEME,
(b) the categories of personal data concerned,;

© FCZWMARFE=ENAAHET 256, AT 2R Innbiiransd, £33 Tic

BN S N F 723 AN D JEE,
(c) the recipients or categories of recipients to whom the personal data are to be or have been
disclosed, in particular to recipients in third countries;

(@) AT — & BRAE S D IR,

(d) the period for which the personal data will be stored;
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(e) 7 =X OXGE L, FHE I LEAT —Z DIEEE2ITHE L TR T 2R U YR

T— S OB RH B2 DR AT 52 L,

(e) the existence of the right to request from the controller rectification or erasure of personal data
concerning the data subject or to object to the processing of such personal data;

(f) BB TG 2 LI CH 2 LN TE DHER], 38 KO DREHEBI DR L ER L,
(f) the right to lodge a complaint to the supervisory authority and the contact details of the
supervisory authority;

(g) N HEAT —Z T HEME. BLOZERLLD Y — AT 5T _XTHOAFAHE
7RSI B 2 R,

(g) communication of the personal data undergoing processing and of any available information as to
their source;

(h) D7a< &b 20 FRITHET DU 41T 5 BA D, YU OERMEROTHEN D5
%O

(h) the significance and envisaged consequences of such processing, at least in the case of measures
referred to in Article 20.

2. T A ORBEITIT, LEENDMAT —ZITH L TEBRE D HEiE 2521 2 HEF DS &
Do T—HDORMGENEFHRICLVERZL LA, 7T —F OMEEITH O iEx2 %

RENBRWIRY . ZOERITEFEATRE SN2 T UE R 5720,

2. The data subject shall have the right to obtain from the controller communication of the personal
data undergoing processing. Where the data subject makes the request in electronic form, the
information shall be provided in electronic form, unless otherwise requested by the data subject.

3. ZERIZIE. B 1HEH@IORENTZ, T—FDORBE~DBENT —F ODNEIZOWT DI

%®%ﬁ%ﬁk%* e L0 BRI b DIZT B 72012, 5 86 ROBUEITHES & REik
TatlEST LHRN G55,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the communication to the data subject
of the content of the personal data referred to in point (g) of paragraph 1.

4, BESIL, a2 0B RO — Z BRI O BR e FRS e O B E 2 B E L, 7 — 4
ODXT%%‘@Z:AM‘ ul—EiO J:U\T 4 @XT%%/\@@AT &%Lf@ =) &) EFJ 1 I %E/E'a—é

HEHRDOAFOERE LUK LT ) mOOFERAL FIEZFEL T LV, ThIZBET

DRATIEIL. #8742 ICHET 2 FEHTFIEIC X » THIE Sha i iide b 220,

4. The Commission may specify standard forms and procedures for requesting and granting access to
the information referred to in paragraph 1, including for verification of the identity of the data
subject and communicating the personal data to the data subject, taking into account the specific
features and necessities of various sectors and data processing situations. Those implementing acts
shall be adopted in accordance with the examination procedure referred to in Article 87(2).

H3HI FTIELIEE
SECTION 3 RECTIFICATION AND ERASURE
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F16 &£ FIUEE T SHEF)
Article 16 Right to rectification

T2 ORBEEIE, WHICET AT -2 B RERRGS, EHEICLZORELZ S
DHERIDN DD, T—F2DOREHEIIL, FTESnRd 2R+ 52 8 LT, REaifA

TR ESERIR L DICSEHHEFRH D,
The data subject shall have the right to obtain from the controller the rectification of personal data

relating to them which are inaccurate. The data subject shall have the right to obtain completion of
incomplete personal data, including by way of supplementing a corrective statement.

FNZ EIE DN SHEFF L OVHE TS HEF)
Article 17 Right to be forgotten and to erasure

1 7=ZOMREIZIZ, UTOWTFRNIZYT 56, FIZEOANMBio L xI2H
RUTZENT = 21220 T, 2D ANICBET DA T — 2 OHIER & £ D F — & DA D

Fk 2 E B ICE T SE DN D 5,

1. The data subject shall have the right to obtain from the controller the erasure of personal data
relating to them and the abstention from further dissemination of such data, especially in relation to
personal data which are made available by the data subject while he or she was a child, where one of
the following grounds applies:

(a) TOT =2 ZWEBLIOWHE L7ZHMIZBWT, 207 —Z NP HITC0METIER WSS,
(a) the data are no longer necessary in relation to the purposes for which they were collected or
otherwise processed;

®) % 6 FM@IZE Y ZDOWNBLORIL L 72 D[RR ZT — X OXMEENRY T HE, £
TZIERE SN TWRFHIRZ B E 7256, BLUOEOT —Z QLB SV TE 2 AR
IR TG,

(b) the data subject withdraws consent on which the processing is based according to point (a) of
Avrticle 6(1), or when the storage period consented to has expired, and where there is no other legal
ground for the processing of the data;

(0) % 19 ROKEITHE, T —F OKLRENMENT —Z ORI BT A 2 1255,

(c) the data subject objects to the processing of personal data pursuant to Article 19;

(d Y%7 — % OWEN, ZOMOEHEIZ LY ZOHANCHEIL L 2054,

(d) the processing of the data does not comply with this Regulation for other reasons.

2. FLHTHET 2ERENTOMAT — X 2L L TWEIGE, 207 — X 2L LT
WOHE=ZFIZH L CT =X ORMGEMINT —Z D a—F£ 7 TEHE~OTXTDOY 7
ZHETDEOERLTWDEZBEAMT L2, FHEAENEMLEZF DT — 2 DOABIZEL

99



THMNFEZ G0 H b 5 GHNFEZEHZ IO 2T b, EHENEA
T—ADE=FICLLBHERT LTV E, BRFEZIZOARICOVWTEEZAS b

DERHRIRIND,

2. Where the controller referred to in paragraph 1 has made the personal data public, it shall take all
reasonable steps, including technical measures, in relation to data for the publication of which the
controller is responsible, to inform third parties which are processing such data, that a data subject
requests them to erase any links to, or copy or replication of that personal data. Where the controller
has authorised a third party publication of personal data, the controller shall be considered
responsible for that publication.

3. BHE L, BLTOBAIZE > TEDOEAT —Z ORFFPBERIGE 2 RS Bl <H

ELRTFIT 25720,

3. The controller shall carry out the erasure without delay, except to the extent that the retention of
the personal data is necessary:

(a) 25 80 SRIZHE> THRBLO A DOHER TS 2729,
(a) for exercising the right of freedom of expression in accordance with Article 80;

(b) %5 81 FLIHt» CHEHROMERIZET 2 ALDOFIZE 25T D720,
(b) for reasons of public interest in the area of public health in accordance with Article 81;

(c) %5 83 FRITHE - T2 ELH, HeFtHy. 8 LORFRIZRIFE B D720,
(c) for historical, statistical and scientific research purposes in accordance with Article 83;

(d) EUEEIIMBEEEIC L > TERFICRENDIER EOMAT — 2 RFRB 4877
L, MEEEIL, AEOFIEERD O RAMICH 726D THY | AT —Z DR
BT ORI OABEZEEL, £ L TERTRIELYRANICS SO LI RTNERD
7200,

(d) for compliance with a legal obligation to retain the personal data by Union or Member State law
to which the controller is subject; Member State laws shall meet an objective of public interest,

respect the essence of the right to the protection of personal data and be proportionate to the
legitimate aim pursued,;

(e) 25 4 HOBUEITTE S T 2%
(e) in the cases referred to in paragraph 4.

4. U TG, BHEFIIEAT —FEHET 20 TR ZOLIEEHIRT 5,
4. Instead of erasure, the controller shall restrict processing of personal data where:

(@) T— X OXMNBEPENT — X OEFMIEIZONWTHRELH LT TR, BEHENT —X

DIEMEMIZ DWW THEFR L TV S HAfE

(a) their accuracy is contested by the data subject, for a period enabling the controller to verify the
accuracy of the data;

(b) BEFILZ DX AT DERDOT-DIZHITMEAT — X Z 0B L LA, 216 2Rkl

ELTRFF LR THIZ R B R 0WEGE,
(b) the controller no longer needs the personal data for the accomplishment of its task but they have
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to be maintained for purposes of proof;

(o) WELREIETH D720, T— X ORBENTOMWEEICEFELZEZ, b iZZzn s o)
MOHIRZZR L T D56,

(c) the processing is unlawful and the data subject opposes their erasure and requests the restriction
of their use instead;

(A 7 =2 OMREPFE 18 FQOEEITHESE ., o BB S LB S 2T MTEAT

—F BT L OERLTWDL5E,
(d) the data subject requests to transmit the personal data into another automated processing system
in accordance with Article 18(2).

5. & 4 HOBEITHEY T 2EAT =213, RFT2HE2RE, GHLLE T2 HNDODIC
DHNFFTHZENTE D, £lo. T—FOMBREDORBEZ/IZHEIEL. o BKRAXIE
ENOHER ORGE T AILDOFER DT DI T 5 Z LN TE D,

Personal data referred to in paragraph 4 may, with the exception of storage, only be processed for
purposes of proof, or with the data subject's consent, or for the protection of the rights of another
natural or legal person or for an objective of public interest.

6. 5 4 HOBUEIZEVMENT — % OLEPHIR SN D56, EHE L. LEOHIR 2 itk

THANS, T —F DOHREFIZEOEEBEALRTIUTR S0,
Where processing of personal data is restricted pursuant to paragraph 4, the controller shall inform

the data subject before lifting the restriction on processing.
7. BHEEIL, AT —ZOEEICEL TED NTEHIREOT — Z R A7 O MLEMICET 2
EMIH 722 L LI OWTED BV ]IRO M 7 3T — 75, MEITT b DA 2 5L

LT 57a0,

The controller shall implement mechanisms to ensure that the time limits established for the erasure
of personal data and/or for a periodic review of the need for the storage of the data are observed.

8. AT —ZZWHET LHEG. BHEITENUNOLIEZ L TIXR B0,
Where the erasure is carried out, the controller shall not otherwise process such personal data.

9. ZESIZIFU T A2 LV BRI R T 72 DIT, 56 86 FDOHEIZESERMIESEHIET D
MEFRMS G- 2 B D,
The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the

purpose of further specifying:
(a) FFEDIBER L ORFEDT — & ERR P\ C, 5 1 HZ 3 2 720 OFEfi L &
LN

(a) the criteria and requirements for the application of paragraph 1 for specific sectors and in specific
data processing situations;

(b) 52 HITHET L, ~MICFIHARER 2l 2= —va = AnbEAT—4 DY
7. av—, ¥IIETEEHIRT DEEOSRM,

(b) the conditions for deleting links, copies or replications of personal data from publicly available
communication services as referred to in paragraph 2;
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() HABTHET D, AT —Z OWLILAEHIRT 5 72D OFEAGELE & Feft,

(c) the criteria and conditions for restricting the processing of personal data referred to in paragraph
4,

FI8F F—SDR—XEY T 1 (2T SHEF
Article 18 Right to data portability

1. 7 =X OMREIIL, WELINTELE 7 +—~ v ML VEAT =2 REFHTFET
RSN D56 U REDHIENMARER & 5 ICEFIICHE LS ibEm 7 + —~

v FOEAT, WEFOT =2 D a bt —2EHENO ANFT LMD H 5,

1. The data subject shall have the right, where personal data are processed by electronic means and
in a structured and commonly used format, to obtain from the controller a copy of data undergoing
processing in an electronic and structured format which is commonly used and allows for further use
by the data subject.

2. T—H OXMGENMANT — 4 Z424E LT ONBENRANOFE I3RS T0 D
Bitr. T2 OMREIL, ZFOFEANT — 2B LOT —F ORHEPREE L 722 O o
ERFFLTWD HEVUI S X7 A6 FEHEIHT 6N Z L R<MEAT—F 2B L,
DEFHIRT +—~ v MZE DO BEMLELY 2T JMIBTHERN D & %,

2. Where the data subject has provided the personal data and the processing is based on consent or
on a contract, the data subject shall have the right to transmit those personal data and any other
information provided by the data subject and retained by an automated processing system, into
another one, in an electronic format which is commonly used, without hindrance from the controller
from whom the personal data are withdrawn.

3 HIHIHETZEF 74—~y b, BELUH 2HOBREIZESIBAT —Z DBED
7o DEAERE, #RA BRLOFIMHICOWT, ZERIFEAENICHEELTH L, Zhic

BI9 D MaATiEIE, & 87 &) ICHUET 2 FHETIAIC K-> THIE Sh R TR b,
3. The Commission may specify the electronic format referred to in paragraph 1 and the technical
standards, modalities and procedures for the transmission of personal data pursuant to paragraph 2.

Those implementing acts shall be adopted in accordance with the examination procedure referred to
in Article 87(2).

FAT BEABIAHMERMETe T AT
SECTION 4 RIGHT TO OBJECT AND PROFILING

#H19 & BTG R SHEF
Avrticle 19 Right to object

1. 72 OXMREITIL, TRENORIIC L DRSS E | 5 6 K DWD., (). BLVWD
IR DBENT =2 DRI LTS THRREBA DR R H D, 72720, FHEED,
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ZORIIZEA L TT — & Ot RE ORI 21T AR AL TOA BB S D IES

RILE R LT25GEITIXE OR Y Tidau,

1. The data subject shall have the right to object, on grounds relating to their particular situation, at
any time to the processing of personal data which is based on points (d), (e) and (f) of Article 6(1),
unless the controller demonstrates compelling legitimate grounds for the processing which override
the interests or fundamental rights and freedoms of the data subject.

2. MHANT —ENEA VLT b~—TT 4 TOHBDOTZDIZUEENDHE., T — X DOX5%
FIL, ZO~—T 4 T DOOENT —X ORI KRE LT, BECTERELE X DHE
FNRH D, Z OHERNIIAR 72 51 X > THRIIZT — % O RE A5 S, ot

TR XRS5 Z &N TERITNILR B2V,

2. Where personal data are processed for direct marketing purposes, the data subject shall have the
right to object free of charge to the processing of their personal data for such marketing. This right
shall be explicitly offered to the data subject in an intelligible manner and shall be clearly
distinguishable from other information.

3. FIHEBIOE 2HIZIDEBOH LI THARDONTGE, FREIXZOEANT —4

OFERMEIF# 2 P32,

3. Where an objection is upheld pursuant to paragraphs 1 and 2, the controller shall no longer use or
otherwise process the personal data concerned.

BN HK TrZrg YIS A
Article 20 Measures based on profiling

L FRTOEBAE, TOEBNCERNNRE L L UIERARREE 520 I, 20
EESAD i 28 AT OFFIO =00 T O B SN OFHIRES JA, BEFIRTL, (iL1EL,
HEFE, BAVEAF, (FHRME, TTBNZBIT 500 b L <TI0 7300 B BB 2z (K

LTWD HDIZHONTIE, ZRICHEDRWHERZ AT 5,

1. Every natural person shall have the right not to be subject to a measure which produces legal
effects concerning this natural person or significantly affects this natural person, and which is based
solely on automated processing intended to evaluate certain personal aspects relating to this natural
person or to analyse or predict in particular the natural person's performance at work, economic
situation, location, health, personal preferences, reliability or behaviour.

2. ZORAIOMOIRIEIZHEIM L, 7 OLLTFD X 9 RAHPITON LA IR . £ DAY

Zf 1 HEICHUET DHIMNCIE Y 28 LT 2 RO LINLD,

2. Subject to the other provisions of this Regulation, a person may be subjected to a measure of the
kind referred to in paragraph 1 only if the processing:

(a) TOMIRD, HKIOFERE LT IXBITICBWTITON D 5A, 7272 L., 7 — % OX%REN
LK) OFERE LT ITBITZER L CENRW T SNDGE . & D WIXAMZ I TE S & 2 HEF
72 8T =2 OXIGE OIS 72K A R T DO DY) 72 FENRER SN TV DEEICIR
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60

(a) is carried out in the course of the entering into, or performance of, a contract, where the request
for the entering into or the performance of the contract, lodged by the data subject, has been satisfied
or where suitable measures to safeguard the data subject's legitimate interests have been adduced,
such as the right to obtain human intervention; or

(b) £/, EU B#EUIMBEIEIC K-> THHICRO b TR Y . ZDEICT —F Oxt

LEDOIELBRRNE L RET DO Y RFENED ATV DHE,
(b) is expressly authorized by a Union or Member State law which also lays down suitable measures
to safeguard the data subject's legitimate interests; or

(0) ZDMIEA, 5 7T HRICED LN LY 2 THRFED FTOT —% OX5H
DRIBIZHESN TV D5,

(c) is based on the data subject's consent, subject to the conditions laid down in Article 7 and to
suitable safeguards.

3. HARADOH D8 NBO M 2 5F M9 2 720 OB AT — % O BELER X, 5§ 9 RICHET S

Rl 7 2V —DENT —FZ DRIZHES DO TH - TE R BV,
3. Automated processing of personal data intended to evaluate certain personal aspects relating to a

natural person shall not be based solely on the special categories of personal data referred to in
Article 9.

4. F2HEDO KO 7256, B 14 FRICHSIEHENRET 2ER T, B 1HEICHET S
ML DIFAEB L ONEDONBIC L > TEZONDT — X ORBRE ~DEE L > - 1FH

WEFENRTNITR B0,

4. In the cases referred to in paragraph 2, the information to be provided by the controller under
Article 14 shall include information as to the existence of processing for a measure of the kind
referred to in paragraph 1 and the envisaged effects of such processing on the data subject.

5. ZERITII. F2HTHET 27 — X OXMEHEDIEY LA 2 hiET DO D4 72 F
BIZHOWT, 2Ol AR L OGMEZ L BARRITR 72012, 5 86 RDOBUEIZHS X
BEETZHET DHRP G BN D,

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the

purpose of further specifying the criteria and conditions for suitable measures to safeguard the data
subject's legitimate interests referred to in paragraph

o 5 IR
SECTION 5 RESTRICTIONS

FH21 % IR
Article 21 Restrictions

1. EUEEIMBEETIE, 55 K@~(e), & 11 &~ 20 &, B LU 32 FITHE
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T HEER LOHERN OB Z, ERREZHOTHIIRLTL L, 220, £D X))

TRHIBRDS, RFEMBITEBNTLL T 25T A 72O E N DU R FETH 55812 R 5,

1. Union or Member State law may restrict by way of a legislative measure the scope of the
obligations and rights provided for in points (a) to (e) of Article 5 and Articles 11 to 20 and Article
32, when such a restriction constitutes a necessary and proportionate measure in a democratic
society to safeguard:

(a) 1h%,
(a) public security;

(b) JLSROMIL, A, Mz, B L OWR,
(b) the prevention, investigation, detection and prosecution of criminal offences;

(0 EU F/I3BEICBT 5 F0MMoN s, Fio, @, TE. e+ 208
BILOMHOZEEE R EEOR#ED X 97 BU EI3MEEOEE 2R % E 7213
By 22 R,

(c) other public interests of the Union or of a Member State, in particular an important economic or

financial interest of the Union or of a Member State, including monetary, budgetary and taxation
matters and the protection of market stability and integrity;

(@ Bl z= T 2R T 2 fMEhEx Ok, FE, Bt B I OEF,
(d) the prevention, investigation, detection and prosecution of breaches of ethics for regulated

professions;
() HEITD 2t LTH, (@), (b). (©. BECDIZHET 2HEICBIT DHEDITHEIZ
PEOBERL, R, E7ITHHI OBEEE,

(e) a monitoring, inspection or regulatory function connected, even occasionally, with the exercise of
official authority in cases referred to in (a), (b), (c) and (d);

(O 7—F ORGHE E I 1IMHE OHER & B HORGE,

(F) the protection of the data subject or the rights and freedoms of others.

2. FFlZ, B 1 TOREIZIEASNWTIT ) TRTOENHEE TIX, D72 L 200K,

FHE OWRENIERT D HIZONT, BARRRFHA S ERTIUIR LR,
2. In particular, any legislative measure referred to in paragraph 1 shall contain specific provisions at
least as to the objectives to be pursued by the processing and the determination of the controller.

BIVE FHELOHEE
CHAPTER IV CONTROLLER AND PROCESSOR

5 LHE AR
SECTION 1 GENERAL OBLIGATIONS
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FRF BHEDOHEF
Avrticle 22 Responsibility of the controller

1. BHEEIT, AT — X OIS Z OFBNCHERL L CREEIZEITIND 2D D i# 2 E D,

MG AR IR A5 U2 iU B0,
1. The controller shall adopt policies and implement appropriate measures to ensure and be able to
demonstrate that the processing of personal data is performed in compliance with this Regulation.

2. B 1IHETHET 2MRITIT, FICUTE2E £ 20T b0,
2. The measures provided for in paragraph 1 shall in particular include:

(a) % 28 LDOFUEITHA < LEDORLF,
(a) keeping the documentation pursuant to Article 28;

(b) %5 30 RITED b e T — & BB RGO FAT,

(b) implementing the data security requirements laid down in Article 30;

(0) % 33 ROHEICES 7 — & Rt i 23 D F e,

(c) performing a data protection impact assessment pursuant to Article 33;

(@ % 34 F£OQDOHEICED < BE MR O FHIKGE £ 72T FATHHRICB T 2 MBSO
BT,

(d) complying with the requirements for prior authorisation or prior consultation of the supervisory

authority pursuant to Article 34(1) and (2);

(e) % 35 (DD HEIZE-S < DPO DAT:Am,
(e) designating a data protection officer pursuant to Article 35(1).

3. BHFIL, B 1HEBIOE 2HOBEIZESZH L HROANMEZHEFEITHRIETE 5
AN Z XD EWSLSERITIUTRE 720, b LIEYIZRGE . AL L7e N 72138 o B
BN Z OBEEZITHOERITFITZR B 7220,

3. The controller shall implement mechanisms to ensure the verification of the effectiveness of the

measures referred to in paragraphs 1 and 2. If proportionate, this verification shall be carried out by
independent internal or external auditors.

4, ZERITIE, B2HEICTTICHESN TS bOZBE, 6 1 HEICHET 5@ 25
IZDWT OFHl I K OB S B b T 572, 5 3 HICHET DMAEL A D 2
B = X LD N EE DO FERAKD H MR BRI T 5720, ROEM, /08
BLHZEE AT DRFBEORRABLE T 572D, 5 86 ROBEICE S T BEET ZHIET HHE

RAG-2 BN D,

4. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of specifying any further criteria and requirements for appropriate measures referred to in
paragraph 1 other than those already referred to in paragraph 2, the conditions for the verification
and auditing mechanisms referred to in paragraph 3 and as regards the criteria for proportionality
under paragraph 3, and considering specific measures for micro, small and
medium-sized-enterprises.
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F2RB S RN L SHHRED T — X (Ri&
Avrticle 23 Data protection by design and by default

1 BEEL, REOTEZRET D & & MO Z LT 5 & EDOmMITIZENT, DL
HIC L0 ZOBRAIOBLERMENT T2 ST — 2 OXRRE ORI P EEICREIND LD,
BT BANRL I8 o 2 M 2B LT, BAiraY f ORERRAY 22 658 & FIHZ SET L7220 huid7e b
frﬁb\o

1. Having regard to the state of the art and the cost of implementation, the controller shall, both at
the time of the determination of the means for processing and at the time of the processing itself,
implement appropriate technical and organisational measures and procedures in such a way that the
processing will meet the requirements of this Regulation and ensure the protection of the rights of
the data subject.

2. BHEIL, 7T EBLOT —ZREHM O ORIEIZB VT, FEDOLE DT
DITLERENT — Z 120 LR S % O BB R 53 L B D7 — 2 2 ISR & 72 13 R
LR &N, PIHIRREIC K VER TE 2 AN = AL Z ML SERITIT R 620, K
ZDAN= AL T, MIIREICE Y . REEROBEAPENT —ZIZT7 7 A TE R

Lo LT T bun,

2. The controller shall implement mechanisms for ensuring that, by default, only those personal data
are processed which are necessary for each specific purpose of the processing and are especially not
collected or retained beyond the minimum necessary for those purposes, both in terms of the amount
of the data and the time of their storage. In particular, those mechanisms shall ensure that by default
personal data are not made accessible to an indefinite number of individuals.

3. ZEAITIT, F1HAVE 2HICTHET DU R RE AN =X 5 FRICER, /i,
P—ERERW L Cili T & DRGFHBBECOT — X IREDOFMIEER M EERMFE, KV
BARENRTT20DIZ, 5 86 ROMEITHED X, FHEENEHIET D2HRN 52615,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of specifying any further criteria and requirements for appropriate measures and
mechanisms referred to in paragraph 1 and 2, in particular for data protection by design requirements
applicable across sectors, products and services.

4. ZERIT. B 1HEB IO 2 HICHRET 2 LERMIFZ M- T 720 OEMEREL EDTH
W, BAUCBET DM TiEIE, 2 87 &(2) ITHET 2 FmFIAIC L - THIE S fupidiud

IRBIRN,
4. The Commission may lay down technical standards for the requirements laid down in paragraph 1

and 2. Those implementing acts shall be adopted in accordance with the examination procedure
referred to in Article 87(2).

oA K M EHE
Article 24 Joint controllers
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bHEMENMUE LIEFE L TEAT =X OMEO B, &, BIOFEREZRET 256
X, ZOERERLTHEL, 7 —F ORMBEPHERZATET D 12ODOFINAL A T =X 4
ZOWTIIHRHIZRE L, ZOHANCKIT 28528 TT 5 LTORELXDELEZEDRITN
T2 5720,

Where a controller determines the purposes, conditions and means of the processing of personal data
jointly with others, the joint controllers shall determine their respective responsibilities for

compliance with the obligations under this Regulation, in particular as regards the procedures and
mechanisms for exercising the rights of the data subject, by means of an arrangement between them.

25 F EU (SRS & FF7E 20O EEE O CHE
Avrticle 25 Representatives of controllers not established in the Union

1. 5 3 QIS T 554, HHEIT EU LB A2 EA{EM LT E R b,
1. In the situation referred to in Article 3(2), the controller shall designate a representative in the

Union.

2. BIEOFHITLL T OLEITITEH S 7720,
2. This obligation shall not apply to:

(@) % 41 KL > THoKEDOHREL TR L TWD ERBESNIE L-FE =HICHLAE %2

Fr o EE,

(a) a controller established in a third country where the Commission has decided that the third
country ensures an adequate level of protection in accordance with Article 41; or

(b) TEHEEN 250 AR DOHHES,

(b) an enterprise employing fewer than 250 persons; or

(c) ZAHOERE F 7o I XA EEA,
(c) a public authority or body; or

(d) EU IZTEET 27 — % OXRGFITPELOV — 2 & B 2 24t 2 7210 OB,
(d) a controller offering only occasionally goods or services to data subjects residing in the Union.

3. REIL, MM — U RO L B L T AT —Z MU S D £ 72132 OITEN AN
BINDT =2 OMEENEET 2MEEO— IR ZF =72 1T 7w,

The representative shall be established in one of those Member States where the data subjects whose
personal data are processed in relation to the offering of goods or services to them, or whose
behaviour is monitored, reside.

4. FREIC L D2NEOMEAL, FHE A ZITET DIFRDREZ T 2 6 DT,
The designation of a representative by the controller shall be without prejudice to legal actions
which could be initiated against the controller itself.

108



26 55 MPEEE
Article 26 Processor

1. FEEORD D I EN R S 2% A. T OFBEF L, HIRIZE E TR 7
KR EFREEZFIATTHZLITOWVTHFITRIETE HBH 2% L2 TR 5720,
ZOEHATONEE, ZOBRAOSMEERTZ L, FRHCZ QLB A 5 B 2R
F ORI SR DL TT — Z ORI GHE O 2 fEFRICRE L, 2 LTI b OxRICHEE

A L TR IUER e,

1. Where a processing operation is to be carried out on behalf of a controller, the controller shall
choose a processor providing sufficient guarantees to implement appropriate technical and
organisational measures and procedures in such a way that the processing will meet the requirements
of this Regulation and ensure the protection of the rights of the data subject, in particular in respect
of the technical security measures and organizational measures governing the processing to be
carried out and shall ensure compliance with those measures.

2. WHFIZ L HH DO FERIT, FRTOBEE DL T 28T T 5 X 9BUEL T, TOLEE %
EELE TR L7230 F 72 13t OV T 212 L » TEBLEEE I L 2 0 o FEhild, Pt
FHaEHEICHOOT 2 EOE T2 OMOIERATRHIZ L > TEB SR IT TR 5720,

Z LT, ZORKRLENTATIZ, FICTTFREBE LRI R BR0,
2. The carrying out of processing by a processor shall be governed by a contract or other legal act
binding the processor to the controller and stipulating in particular that the processor shall:

(a) WMEFE X, FrHERAT AT — X OBIENEEIEI N TV D 5EEA. BEE DOFRTROAIC
EOSEITENT 5 Z &,

(a) act only on instructions from the controller, in particular, where the transfer of the personal data
used is prohibited;

il

(b) WLFRFE T, BB AN O S22 SRR LB £ 2 1B EORE R ET 2 A O

REMTAHZ L,

(b) employ only staff who have committed themselves to confidentiality or are under a statutory
obligation of confidentiality;

1D 7

v

(c) WLFRE L, 2 30 RIS T2 T R TOME R A LT 2 Z &,
(c) take all required measures pursuant to Article 30;

(d) BF DB OWIRF W 1% Kb 2556 LT EANCERT O 2152 2 L,

(d) enlist another processor only with the prior permission of the controller;

(&) WHEF X, ZOWHOARE A Z[E L TrRlRERSGAICIE, HEENE I EITED b
T — B DORIGE OWRMZTHET 5 ERIS DR BEOBITICEL T, HEE (0FEM) 12
— B 2 BRI O S L R AR A AERR T D 2 e TE D L), BEAICAEELT
Bl L OHEMRY e SR/b 2 ET 5 Z &,

(e) insofar as this is possible given the nature of the processing, create in agreement with the
controller the necessary technical and organisational requirements for the fulfilment of the
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controller’s obligation to respond to requests for exercising the data subject’s rights laid down in
Chapter I11;
() JHEE T, EEE D 30 o~ 34 ROBB A MFEIBITT 5 2 LICB W TUEAE 24

sz emcEsr oMoz e,
() assist the controller in ensuring compliance with the obligations pursuant to Articles 30 to 34;

(9) ALHF T, WH DK THRT N TORMREEHE T SHEL, MAT—F 20 L2

Lo AT =2 OB EPIET D Z L,
(9) hand over all results to the controller after the end of the processing and not process the personal

data otherwise;
(h) ALERE L, EEE L BRI, ZORAICED bNT-REOBITEZEHT 5720124

BRI NTONBREFTRT 52 &,
(h) make available to the controller and the supervisory authority all information necessary to control
compliance with the obligations laid down in this Article.

EHAE LPE T, 2 HORSNCEBE OFR & UBE O35 2 CEITRLEk L7231

ﬂi&%ﬁwo
3. The controller and the processor shall document in writing the controller's instructions and the
processor's obligations referred to in paragraph 2.

4. WBE DNEE ORI WHIETEAT — 2 20 LTI H6 . T OB TZ DL

BUTZDRICBWTEHE TH L L AR EN, 5 24 RITED b L [FE HE R O35

ERLRTNITR B,
4. If a processor processes personal data other than as instructed by the controller, the processor shall

be considered to be a controller in respect of that processing and shall be subject to the rules on joint
controllers laid down in Article 24.

5. 1 HICH T HNEFOEML, FHE., BLOWBORME L LS BLORHIER &
ﬁ$®ﬁm BWTHEEINV—TNOEANT — Z B EE G| ?6&9&##%&%%:
ARPTZDIT, B 86 RITHE - THEMERFE 2 TRIRT DMERDPZERICE A 5N RITNER B2
AN

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the responsibilities, duties and tasks in
relation to a processor in line with paragraph 1, and conditions which allow facilitating the

processing of personal data within a group of undertakings, in particular for the purposes of control
and reporting.

21 & BEE & NPEE DR T T O
Article 27 Processing under the authority of the controller and processor

TANT —# 2 AFTE DB LT ITEHEOMER T TITE L T ORLEHERL LT T
DAL, EUEEZIIMBAEETE S T2 23 ROLNTHRNVIRY | FEE DD O
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IRBIRT T ZEN D Z B LTI 6720,

The processor and any person acting under the authority of the controller or of the processor who has
access to personal data shall not process them except on instructions from the controller, unless
required to do so by Union or Member State law.

F X XE
Article 28 Documentation

1. BEHE, SOHE . BIOS LFAETIUTEHEE B, T TOLBBIEICET S

ELZFEZF> THEHE LTI G20,

1. Each controller and processor and, if any, the controller's representative, shall maintain
documentation of all processing operations under its responsibility.

2. TOXFEITIZ, PR EBUTO LD RIERNGORIT TR B0,
2. The documentation shall contain at least the following information:

(a) FHE ., F7o3LREHEE N ILELEEE O4 R & #BELOFEM, 2B, b LHDIEA.
RILD AT & HHRE S DFEM,

(a) the name and contact details of the controller, or any joint controller or processor, and of the
representative, if any;

(b) b LFEETHDRE, 7 — X R#ERREB D4 Al & 8E e OFEM,
(b) the name and contact details of the data protection officer, if any;

(0 WHEEDOHK, Z ZITIFZ DMLY 6 LD O ThE, FHEE N ERT 5 IE
BRRHENEZEND,

(c) the purposes of the processing, including the legitimate interests pursued by the controller where
the processing is based on point (f) of Article 6(1);

(d T—2OMEHEDOHT Y = ZNHICEET HEAT —XOH 7 Y —ICFlT 55
(d) a description of categories of data subjects and of the categories of personal data relating to them;
(&) IEHRFREDTZDITMMAT —Z DR SN D EHEIBRT 2 E L 2FEE D T2 O I E] A

T PR ENLEOERE LG, AT —F OZWMANEIIZMAON T Y —,
(e) the recipients or categories of recipients of the personal data, including the controllers to whom

personal data are disclosed for the legitimate interest pursued by them;
O @WEIZRGa. 5 =EE 2 ITEBRERE O & iRz & 08 = H £ 2 XEE#E ~ 07—~

Bilis, £72. B 4 KO0 TERSNEBIEORE, WHR P TFERICET 5 3E,

(f) where applicable, transfers of data to a third country or an international organisation, including
the identification of that third country or international organisation and, in case of transfers referred
to in point (h) of Article 44(1), the documentation of appropriate safeguards;

(@) Rl hT ) =07 — 2 ZHlRT 2HIRICE T 2 — R ER,
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(9) a general indication of the time limits for erasure of the different categories of data;

(h) %22 KON END A B =X LDFER,
(h) the description of the mechanisms referred to in Article 22(3).

3. B, WPE. b ULFETTE AR, ZRDP HATEEREIZ 0 3CE % B

R LARITHIEZR B 720,
3. The controller and the processor and, if any, the controller's representative, shall make the
documentation available, on request, to the supervisory authority.

4. F1HLEE 2HTRINIEFIL, T LD REHE LA IITEH L Tk b2
A

4. The obligations referred to in paragraphs 1 and 2 shall not apply to the following controllers and
processors:

(a) PRI ZGD ZEREAT —Z 2B L TV D ERA,
(a) a natural person processing personal data without a commercial interest; or

(b) FEEBIMNIELEEE LTORMANT —F 2L T D HEERD 250 AT D

FEEF 1T,
(b) an enterprise or an organisation employing fewer than 250 persons that is processing personal
data only as an activity ancillary to its main activities.

5. FriZEHE | WHE ., BLUS LIFETHXERERBEOBELZEICAN, F 1 HIZ
RSV SCEIC BT S R L B A 0 BARAYIRT72012, BB 86 SRITHE - TEAER
BIRT DMHERNPZERIZEZ DNRITNITR B 720,

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the documentation referred to in
paragraph 1, to take account of in particular the responsibilities of the controller and the processor
and, if any, the controller's representative.

6. ZERITHE 1 HTEMRSINIELEICHTHEBEEAZED TS L, THUTBT 51T

HEIE. 3 87 IR SNTZRBRFIEIC & - THIR S L2 e 5720,

6. The Commission may lay down standard forms for the documentation referred to in paragraph 1.
Those implementing acts shall be adopted in accordance with the examination procedure referred to
in Article 87(2).

#2295 EEHE~DB
Avrticle 29 Co-operation with the supervisory authority

1. FHE, WEE . BLOS LIEAETIUIEEERBT, 828E 53 L@ @R szt
OB L OREO) CELINET 7B AOMED L 5 M EEOERKIZB VT, FERMN

HIVUTETEREBAICH ) L2 id e 7wy,

1. The controller and the processor and, if any, the representative of the controller, shall co-operate,
on request, with the supervisory authority in the performance of its duties, in particular by providing
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the information referred to in point (a) of Article 53(2) and by granting access as provided in point
(b) of that paragraph.

2. %5 53 RN X DEEEBIOMERDOITREIC KT LT, FHE L LPRE X, 2 OREHE
FEE L7 IR E RS IC & 2 LR T uE 2 B, ZoRIZ T, BEEEE O R

WX LT, S L7tk & 2 ORERICET 23N G R T IT R 520,

2. In response to the supervisory authority's exercise of its powers under Article 53(2), the controller
and the processor shall reply to the supervisory authority within a reasonable period to be specified
by the supervisory authority. The reply shall include a description of the measures taken and the
results achieved, in response to the remarks of the supervisory authority.

W2E T—X20EXa VT 4
SECTION 2 DATA SECURITY

30 FK MEEDOEF= YTy
Article 30 Security of processing

1. FHE LA, T ORSEmBANPEE A XA P2 BE LT, RETLEAT —Z O
BB IOEIZBIT DY ZA 273 LT Lot X o U T ¢ 2R d 5 72 Ol
135 L OSERRAY 756t 3R & 520 L 72 1T Ui e 720,

1. The controller and the processor shall implement appropriate technical and organisational
measures to ensure a level of security appropriate to the risks represented by the processing and the
nature of the personal data to be protected, having regard to the state of the art and the costs of their
implementation.

2. BEE LWEEIT, VA7 BFHE L7k, BARE LI RNERBEESD 2 WITMBROE LN
DIEANT —Z ZR#ET D7D, 72, FFITBEAT —F OEF T ORR, W R EITT 7
TR HOLVTHEAL L VO TERERRE AR 7o, 8 1 HITR S VxR 4 FEhn L

RIFNIER B,

2. The controller and the processor shall, following an evaluation of the risks, take the measures
referred to in paragraph 1 to protect personal data against accidental or unlawful destruction or
accidental loss and to prevent any unlawful forms of processing, in particular any unauthorised
disclosure, dissemination or access, or alteration of personal data.

3. B A HMNEH SN WEAITIE, BICHHREIC L 27 — 2 RiB LORFHNC LD 7T
AN —=DERR YV a—a ro@m e BEICAN, FEATICBT 2REDT —#I0L
BRORWL TOHEIKREZ PR L. 56 1 HIB LOW 2 TR S BT JOHLRR 72
FRICET 2 L o2 L0 BARIITR T 72012, 5 86 RIZE» TEERELRINT S

HERMNZBRIZH 2 bRRITIUT R B 720,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and conditions for the technical and organisational
measures referred to in paragraphs 1 and 2, including the determinations of what constitutes the state
of the art, for specific sectors and in specific data processing situations, in particular taking account
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of developments in technology and solutions for privacy by design and data protection by default,
unless paragraph 4 applies.

4. ZERIT, SEIERRGL, FHTUTOHBOTZOIZE 1 HB LU 2 HTED bl

P ZBUET DR TiEEZ . REIDS CTERIRT 5 2 LR TE 5,
4. The Commission may adopt, where necessary, implementing acts for specifying the requirements
laid down in paragraphs 1 and 2 to various situations, in particular to:

(@) TIANT —Z ~DWERDIRNT 78 A& T2,
(a) prevent any unauthorised access to personal data;

(b) ENT —& OHERDIRVBAR, FEr AL, 2 — BH | HIbR, £72138ELP <720,
(b) prevent any unauthorised disclosure, reading, copying, modification, erasure or removal of
personal data;

(o) WFRHEAEDBIEME A FERITHGEET D729,

ZIUTBT 2 HATIEIE. 55 87 FR@ITR SN BRFIAIC L » THRIRSh S,

(c) ensure the verification of the lawfulness of processing operations. Those implementing acts shall
be adopted in accordance with the examination procedure referred to in Article 87(2).

FHILFE ANT =2 DREFICHT S EE R~ Db %
Article 31 Notification of a personal data breach to the supervisory authority

1 AT =2 DRENBE LGS, FHFIL. TAUSKPT O TN OB IEE S ATRER &
24 R LINIC . Z O ANT — & D12 E 2 BB @M L 2T 3722 B ey, 24 IRFR LAY
I L WIGEIZIE, T TEAWG B2 B & BORREBEIC @k L e T iuid e B 7e
W,

1. In the case of a personal data breach, the controller shall without undue delay and, where feasible,
not later than 24 hours after having become aware of it, notify the personal data breach to the

supervisory authority. The notification to the supervisory authority shall be accompanied by a
reasoned justification in cases where it is not made within 24 hours.

2. % 26 5QMICLY, WEFIMEAT —F ORENIAE UGG IIARE B 1285

LA LT 50,

2. Pursuant to point (f) of Article 26(2), the processor shall alert and inform the controller
immediately after the establishment of a personal data breach.

3. HIHTRINDEENCIX, DR EBUTHREFENTWRITITZR S0,
3. The notification referred to in paragraph 1 must at least:
(@ ZOMANT —# DREOCHEICET 258, BRI 27— OXHREORB IO T 2

U—, BtRT257 %L a—FOBEBIOIT I —R L,
(a) describe the nature of the personal data breach including the categories and number of data
subjects concerned and the categories and number of data records concerned,;
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(b) LYVFELWERNAFARERT — Z RGBS . £7213Z DfORWEDEIRO S Tl #
EFE LW,

(b) communicate the identity and contact details of the data protection officer or other contact point
where more information can be obtained,

() TOEAT —ZDIRFICEIVE IV 2 5 EREZBIT 2 72D OHEFER,
(c) recommend measures to mitigate the possible adverse effects of the personal data breach;

(d) ZDFENT —Z DRENF & TR,

(d) describe the consequences of the personal data breach;

(@) ZDMENT — X DIRENH AT 2 7= DIE B R R F 721390 L 7% 5K,
(e) describe the measures proposed or taken by the controller to address the personal data breach.

4. FHEE X, TOMAT —Z DREPEZ > 72RPL, T O, B IO L&k - &
BRRLE, MAT—FORFICHT LT N TOFRELFIERS RITNT R LR, £0
SCEE, BB Z ORHEA~DEM A RFETE 2 DO TRITIUT R B2\, ZDIGEIC
X, D L b 2O RO DICHERIFRNEZ TN TORITIUTR B0,

4. The controller shall document any personal data breaches, comprising the facts surrounding the
breach, its effects and the remedial action taken. This documentation must enable the supervisory

authority to verify compliance with this Article. The documentation shall only include the
information necessary for that purpose.

5. H1HEBIOE 2 TR INTMEANT —Z DIREOFA, I LOEFHE L LBHENED
TENT — &% OREZ B LI22T TR S22 WEREE ORI BT 2 HEHE & B2 L0 BRI
(R0, 5 86 RICUE » THEMERE L TIRNT 2HRNEZERITHAONRITNITR D
VAN

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for establishing the data breach referred
to in paragraphs 1 and 2 and for the particular circumstances in which a controller and a processor is
required to notify the personal data breach.

6. EEHRERI~DIBE D72 D OFFEER WHMOEMHICHET SN D FhE. £IICHEND
HRAHIRT 2HIRR EH 4 HORSINDXFEORAL LUK Lz T, ZEEN
EHDHIENTED, THICHT DHEITEL. 5 87 R@ITR SN BRFIAIC L - THIR

SNRTIUTR B 720,

6.The Commission may lay down the standard format of such notification to the supervisory
authority, the procedures applicable to the notification requirement and the form and the modalities
for the documentation referred to in paragraph 4, including the time limits for erasure of the
information contained therein. Those implementing acts shall be adopted in accordance with the
examination procedure referred to in Article 87(2).

FRE ANT—FDREIZE T ST — 5 DXRE DA
Avrticle 32 Communication of a personal data breach to the data subject
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1. EAERIEEETIIT —F ORNBED T T A N — TN G ) Z 5 s, BHE
. 31 RIREINTEAE, BERL T =X ORBEIC, AT —F DREIZOWTIHE

HLRT TR B0,
1. When the personal data breach is likely to adversely affect the protection of the personal data or

privacy of the data subject, the controller shall, after the notification referred to in Article 31,
communicate the personal data breach to the data subject without undue delay.

2. B1ETRINET = DOMRE~DBEITIZ, TOMAT —Z DREOHHEIZHONT
BHI L, D7 & B 31 £ODBLVIREINDIEREHBEONEE GO LTV

TR B0,

2. The communication to the data subject referred to in paragraph 1 shall describe the nature of the
personal data breach and contain at least the information and the recommendations provided for in
points (b) and (c) of Article 31(3).

3. HWHEN, BEEMEAOWMBICED & ZAFE T, Fl Lol Rtk e, £
OXIRMNENT —F OREFICAKRT 27— FICHEHA SN L 2FPA LS, T—FOx%f
RBEN, AT —XOREBFEZENTHILIEIMNEL LN SlIZ L TERLRN, £
DOHAMHIRFEXI R IL, T —ZICT7 78R T 52 LRI SN0V AMITIET — & BNEfFEAR
REZR & D TRITIUTR B 720,

3. The communication of a personal data breach to the data subject shall not be required if the
controller demonstrates to the satisfaction of the supervisory authority that it has implemented
appropriate technological protection measures, and that those measures were applied to the data
concerned by the personal data breach. Such echnological protection measures shall render the data
unintelligible to any person who is not authorised to access it.

4. AT =2 OREEZT — X OXMNREIEMT HEHERGE E R0 &0 9 bl Tl
RWDNZLThH, TOEEENELEMZIT> TORWEAICIE, BEE#EITZ0REICK

DVEZDONLDEXEZEE L CTOEMEICEMETODEDL ZENTE D,

4. Without prejudice to the controller's obligation to communicate the personal data breach to the
data subject, if the controller has not already communicated the personal data breach to the data
subject of the personal data breach, the supervisory authority, having considered the likely adverse
effects of the breach, may require it to do so.

5. % 1 HIOREINTEANT — X DIRENMANT — X B A 5 2 % 5 7RIS 3 5 3k

e L B A L0 BARAYIRT 72012, 25 86 RIZHE > TEERB L TRIR T DHEMRMNEZ BRI
Bz 672037 b0,

5. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements as to the circumstances in which a
personal data breach is likely to adversely affect the personal data referred to in paragraph 1.

6. ZERIT. F 1 HIIRSINET — X OXGHE~O@EMOIAI L OZ OmmoOwE) 72+
g2 EH D Z ENTE D, TAUTET DHETIEL, 5 87 @R INTHFEAEFIHICL - T

FIRENRTF TR B0,
6. The Commission may lay down the format of the communication to the data subject referred to in
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paragraph 1 and the procedures applicable to that communication. Those implementing acts shall be
adopted in accordance with the examination procedure referred to in Article 87(2).

H3H T — F RS ORERHER L OERTOR T
SECTION 3 DATA PROTECTION IMPACT ASSESSMENT AND PRIOR AUTHORISATION

FHIBF T X R~ DT
Avrticle 33 Data protection impact assessment

1. B ER T OME, B, £72IX AL o TF — 2 ORRE OHERR B BTk
EDV AT b2 586, EHFFLITL0EREZONDY ORHE L, MAT — 2 (ki

(2R L TH& 2 DI DAL E D s BT A 22 SE0E L 72 1P T 72 B 720,

1. Where processing operations present specific risks to the rights and freedoms of data subjects by
virtue of their nature, their scope or their purposes, the controller or the processor acting on the
controller's behalf shall carry out an assessment of the impact of the envisaged processing operations
on the protection of personal data.

2. FRICLUTF O &9 A EIE, B 1 HIORSNDFED Y A7 252 56D TH D,
2. The following processing operations in particular present specific risks referred to in paragraph 1:

() HEMQEICHAS & E7TEANICE T 2EMIRE LS LY | EANICER RS E
HR120 32 FBRICHESE | FRCARAORFEPRIL, (L&, EFE, [8ARWEL, SRk,
EITENZ 0T 2 WIE TR L. BARNICBIT 2 8 AR 2 R 5800 52 A& FEAR

THI L,

(a) a systematic and extensive evaluation of personal aspects relating to a natural person or for
analysing or predicting in particular the natural person's economic situation, location, health,
personal preferences, reliability or behaviour, which is based on automated processing and on which
measures are based that produce legal effects concerning the individual or significantly affect the
individual;

(b) PEATE, R, AFE, 35X OMEERMHEIZET 2 E®, 7o I3REERORML, E5¥H
g2, F 7213 & D TR ME DR K DO FRA O 72 D O #5320 F 72 1345 & O E
NIZBET DIRIE ZAT O 72D D KRB 72 7 — Z 4LBE,

(b) information on sex life, health, race and ethnic origin or for the provision of health care,

epidemiological researches, or surveys of mental or infectious diseases, where the data are processed
for taking measures or decisions regarding specific individuals on a large scale;

© #MTHIEHBAD Z LR TE 2HIMOEN, Fio, LB (27 A B 2 KBRS

AL TWD5E,
(c) monitoring publicly accessible areas, especially when using optic-electronic devices (video
surveillance) on a large scale;

(@ Ft, BET—%, FF A ARA N w7 - F=HICEHT LR R T 7 AV T -
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VAT BIBTHEAT 4,
(d) personal data in large scale filing systems on children, genetic data or biometric data;

(e) %5 34 5(2)(b)IT & v BEHERE & Do 3 06 B 7 2 DAt D JLER AR,
(e) other processing operations for which the consultation of the supervisory authority is required

pursuant to point (b) of Article 34(2).
3~?—5®ﬂ%%%;@%®%ﬁ%@%ﬁkE%ﬁﬂﬁ%%E’Anf Z ORI
<. BXONDNBBIEOMIL, T — X OMREDOHB MRS DY A7 OFF
m\%@)xamwﬁ%\%%%%&\ﬁiﬁ%\ﬁk%w%%%cﬁﬁb\:@ﬁ%&
DWSF % FEET DA OV TR SRR e,
3. The assessment shall contain at least a general description of the envisaged processing operations,
an assessment of the risks to the rights and freedoms of data subjects, the measures envisaged to
address the risks, safeguards, security measures and mechanisms to ensure the protection of personal
data and to demonstrate compliance with this Regulation, taking into account the rights and
legitimate interests of data subjects and other persons concerned.
4. BHEIL, BEENEITLNRFEORE, HDWIE, TOLBEEO X2 U T (12
TEL B XN FIEICED BRILTWARABIZE L TF — % OXGE0F ORBITE

RERODEDET D,

4. The controller shall seek the views of data subjects or their representatives on the intended
processing, without prejudice to the protection of commercial or public interests or the security of
the processing operations.

5. WHENAHIBEETZIZAMHEIATH V| IREIEICBT 2 2 & T, 72 EU IETHIH
éhé&’6@&%&?%%%#&%&?%%%#%6%@@Ki5%%%%#%%®ﬂ
B FEM S S AIiE, IMEENLEEB ORI ZE DO X O Rl 2175 Z L 2% L A

b&w®?%ni\%1%~%4%iL%LTi&6ﬁwo

5. Where the controller is a public authority or body and where the processing results from a legal
obligation pursuant to point (c) of Article 6(1) providing for rules and procedures pertaining to the
processing operations and regulated by Union law, paragraphs 1 to 4 shall not apply, unless Member
States deem it necessary to carry out such assessment prior to the processing activities.

6. 27— U7 1, BREBLOEARNEZE D, B 1HBIOE 2 HORINIRED
YRV &b 2% 9 IRBRBED T D DR L K, b, 5 3 HTRINHlio7-
DOBFZ L BARBNTRT 2012, F 86 RITHE» TERILRE 2 BRI 2 HRNZ AR
Hxbhd, TOBE, ZESE, Tl XOH/NEED DO BMEEREZ G L2 i

570,

6. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and conditions for the processing operations likely to
present specific risks referred to in paragraphs 1 and 2 and the requirements for the assessment
referred to in paragraph 3, including conditions for scalability, verification and auditability. In doing
so, the Commission shall consider specific measures for micro, small and medium-sized enterprises.

7. ZEARE, H3HTORSNICAHME L FEhE, MEE. BLOEET S0 AEL FlHZ Y
FLTH IV, 2B 2 HATIEIR. 55 87 SR@ITR SN BB FIRIC L - THRIRSh 72
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FHUTR B 7220,

7. The Commission may specify standards and procedures for carrying out and verifying and
auditing the assessment referred to in paragraph 3. Those implementing acts shall be adopted in
accordance with the examination procedure referred to in Article 87(2).

34 FRIOGR A & FFIOD e
Avrticle 34 Prior authorisation and prior consultation

1. BHE EITNEERE 42 FQWICR SN HEMREEZEM, FIMEANT —Z O
ZEFE 2 ITEBEB A~ DOBERIC OV TH 42 RG) TRENDIEMIR I O H 2 CFEITH W
THY R TR FEZHE L TORWES, BRSHCAHEZ Z ORI HEIIZET S,
Flo, FRICT —2RBRENI L IND VA7 @l SH 57201, EHEEITLAICK
S TTRRERE L, EANT —F ORI b | BB OB AT 22 21T TR b7,
1. The controller or the processor as the case may be shall obtain an authorisation from the
supervisory authority prior to the processing of personal data, in order to ensure the compliance of
the intended processing with this Regulation and in particular to mitigate the risks involved for the
data subjects where a controller or processor adopts contractual clauses as provided for in point (d)
of Article 42(2) or does not provide for the appropriate safeguards in a legally binding instrument as
referred to in Article 42(5) for the transfer of personal data to a third country or an international
organisation.

2. AT ORDY OLEE T, ER S Z Z OBANCHEEISE TS, £
TR T — 2 OMBEN I L IND VAT ZRESIE L7012, UTOHE, HAT—%
DAL B EBEREBICBI S 2RO 2 T 6720,

2. The controller or processor acting on the controller's behalf shall consult the supervisory authority
prior to the processing of personal data in order to ensure the compliance of the intended processing
with this Regulation and in particular to mitigate the risks involved for the data subjects where:

(@) % 33 RITREND T — X R~ DRBRAMN 2 Fha L 72/ R, £ OWLBEEIC, £ DM
B, WP, EIXEMIC I TRERKED Y A7 RH Y Z 2L o126,

(a) a data protection impact assessment as provided for in Article 33 indicates that processing
operations are by virtue of their nature, their scope or their purposes, likely to present a high degree
of specific risks; or

(b) 5 4IRS D & 57, TOME, WHHE, 8L/ EFAMICE T, 74
DRGHE DR L HBIZRED Y 227 WV £ 5 RAHERIEIZ OV T, BB FRTO
%%%%Mﬁ—g—é : & ZJLJZ\% & IED;E\ 5 i};{7‘{3\0

(b) the supervisory authority deems it necessary to carry out a prior consultation on processing
operations that are likely to present specific risks to the rights and freedoms of data subjects by
virtue of their nature, their scope and/or their purposes, and specified according to paragraph 4.

3. ZTOBEMEN DL Z OBANCHEIL L TV, FRHZ Y A7 IZOWTHIITRE S
T ELETAICER S LTV L ETEEBE2 I L2 E . BBt oEM S
DAL LARNEA & BT 72O O RIEE A LT i o2,
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3. Where the supervisory authority is of the opinion that the intended processing does not comply
with this Regulation, in particular where risks are insufficiently identified or mitigated, it shall
prohibit the intended processing and make appropriate proposals to remedy such incompliance.

4. FVEHEBIIE, 55 2 DT L D HFRTO BB DG & 72 > TDALBERED U X b & AFRkds L O
KB L 72T T v, BEEREITIZ DY X P 2N T — 2 RiEZ B SITREt L 2T

X2 6720,

4. The supervisory authority shall establish and make public a list of the processing operations which
are subject to prior consultation pursuant to point (b) of paragraph 2. The supervisory authority shall
communicate those lists to the European Data Protection Board.

5. B4 BRI Y A MR, HEONEEICET 57 — % OXRE~OPEHL —E R
ORRUHT BT 2 WBEB 2 BT 556, 7 —F O REOITE A BT 2 AEEE Th
D%E. £ D Y 2 3 EU WNOMEAT — 4 O HHRBENCKE REEE 5 2 ik
WILBRIR BN CH DA BEREBIIZE D0 U A N ERAT DRICHE 5T Kl E N —EMED
b DA ZEH LTz 7w,

5. Where the list provided for in paragraph 4 involves processing activities which are related to the
offering of goods or services to data subjects in several Member States, or to the monitoring of their
behaviour, or may substantially affect the free movement of personal data within the Union, the
supervisory authority shall apply the consistency mechanism referred to in Article 57 prior to the
adoption of the list.

6. EERHE FIITIRE L, 5B 33 RITR I N DT — F IR~ DB O#E F & BB B
LRI R B0, 72, R HAVUTE A F 72130 1 TR B 8 £ o Lt
DALTITAT VA, FRCT =2 ORABEDMBMAT — 2 RE BT D) A7 BLORE
TP FERZET 52 LN TE D, ZOMOIFHRGEEEL 2 THIT R B0,

6. The controller or processor shall provide the supervisory authority with the data protection impact
assessment provided for in Article 33 and, on request, with any other information to allow the
supervisory authority to make an assessment of the compliance of the processing and in particular of
the risks for the protection of personal data of the data subject and of the related safeguards.

7. BRSSP Z Z OBANCHEFICET S, 0, ELL, FHCT7— 2 OxiRE~0
U A7 2B 572010, IREENT, ERRTEZ E RS THRIRL 720 WBLO M E 2 E %
L7z Z DIEMHEIZ A S SR Z R L7720 355612013, BEEHREICHE 2RO 1Th
X722 5720,

7. Member States shall consult the supervisory authority in the preparation of a legislative measure
to be adopted by the national parliament or of a measure based on such a legislative measure, which
defines the nature of the processing, in order to ensure the compliance of the intended processing
with this Regulation and in particular to mitigate the risks involved for the data subjects.

8. H2H(ITRINTZ, RERFFED Y RV BRET H RN L T2 L 0 BAREITRT 72

DI, 5 86 RITHE > TEERHE L BRINT DHERNPZEZICTEZ HNRT TR B 220,
8. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for determining the high degree of
specific risk referred to in point (a) of paragraph 2.
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9. ZERIT. F 1HBIOE 2 IR SIVIZFRTOFE A & Bk D 7 0 OFEHER A & FIE,
2B NTE 6 HIZ X DEEHE~O@EMOT D OFEERA L FIHZHRL T L, £

BT D EATIEIE, 5 87 IR SN BRFIAIC L » TEHRIRSh R TR 5720,
9. The Commission may set out standard forms and procedures for prior authorisations and
consultations referred to in paragraphs 1 and 2, and standard forms and procedures for informing the
supervisory authorities pursuant to paragraph 6. Those implementing acts shall be adopted in
accordance with the examination procedure referred to in Article 87(2).

Bafi T — 2 REREA
SECTION 4 DATA PROTECTION OFFICER

H35 F T —HREME DS
Article 35 Designation of the data protection officer

1. BHEL IOLEEIL, LTOHEICIE, T2 RERB 24 LT i b0,
1. The controller and the processor shall designate a data protection officer in any case where:

() ZDMBEDS, AR F 721X AFRIZ L > TIThh 256, 720X
(a) the processing is carried out by a public authority or body; or

(b) ZDWEED, EEEMN 250 ALLEDOBFEIC L > THThN DA, 20X
(b) the processing is carried out by an enterprise employing 250 persons or more; or

(o) BHEA E 71T PRE O PLE R 58, ToOMWE, WAKHE, £ L/ £ AmMIck

ST, T—FORREDHERINORMAIRER 2 MHE LT 5 UHEBETH D55

(c) the core activities of the controller or the processor consist of processing operations which, by
virtue of their nature, their scope and/or their purposes, require regular and systematic monitoring of
data subjects.

2. H1EOOLGE, —DOOFEIN—TIZ— NOT — X RERE Z L4 T X X,
2. In the case referred to in point (b) of paragraph 1, a group of undertakings may appoint a single
data protection officer.

3. BWELE E I EE DARIMEEE £ 7T A RIR DG E . € OMMBEE Z B EIZ AL, W

KOMDFERITH LT ADOT —Z IREBRBE 2 M52 L b TE D,

3. Where the controller or the processor is a public authority or body, the data protection officer may
be designated for several of its entities, taking account of the organisational structure of the public
authority or body.

4. FH1THTRSNLTWARWEATH, BHE, LA, Be, E3EFECLEE DD

72 =il RTEOMOHIKL, 7= REMEZEM L TH I,

4. In cases other than those referred to in paragraph 1, the controller or processor or associations and
other bodies representing categories of controllers or processors may designate a data protection
officer.
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5. WHEFITNHE L, Tn L LTORHE, FI7 — & ik SBT3 2 &M 50k
BLOH 37T RITRINTEBEZZTT DRINESNT, T2 REBRBLIELT D, £
DHEFHEGER L U TRHER LU, FICEBSN DT —Z 08l L OE IS £ 72130

X > TRE SN DEANT —F DLRFEITHE > TRE SNRT TR B0,

5. The controller or processor shall designate the data protection officer on the basis of professional
qualities and, in particular, expert knowledge of data protection law and practices and ability to fulfil
the tasks referred to in Article 37. The necessary level of expert knowledge shall be determined in
particular according to the data processing carried out and the protection required for the personal
data processed by the controller or the processor.

6. EHE TN EE T, T OT —FIREBRBEPMOEICL T 2RE HH-> TV L5E
i, fEEICENE T — X RERE L L TORBRORE & —B L, FIEOHENE X 20
Lo LT iuidZe s,

6. The controller or the processor shall ensure that any other professional duties of the data
protection officer are compatible with the person's tasks and duties as data protection officer and do
not result in a conflict of interests.

7. EHEEITWNIE T, HIETH 2 BT —ZRERBE LA LR Tudoen, £
DT — 2 IRER B % 2 2 WIMICOWTHEEA LTH Lv, EESMT, 7— 2 REHE
MEOEBZRETIZOORMNZMI-ERLBRoTEHEITRY . £OT — 2 (REKE % it
ELTH Ly,

7. The controller or the processor shall designate a data protection officer for a period of at least two
years. The data protection officer may be reappointed for further terms. During their term of office,
the data protection officer may only be dismissed, if the data protection officer no longer fulfils the
conditions required for the performance of their duties.

8. F— & RMMEIT, FEE I IABMESERNLTH LWL,
A ETH LU,

8. The data protection officer may be employed by the controller or processor, or fulfil his or her
tasks on the basis of a service contract.

HE RN ISV TR

k={1I1}

9. WERE FIITNEEF L, T — X IERE OL4RT & FE L WVIERE A BEERRERS L O
2B %,

9. The controller or the processor shall communicate the name and contact details of the data
protection officer to the supervisory authority and to the public.

10 77— X OXRBHEICIL, EOT —FORNGEOT — X, B IOZ OHANZIS T 2 HEF
OATEICBE T 5T X TOMBICHOWT, 77— Z REREICRI WG W DR 7210 X
RBIR,

10. Data subjects shall have the right to contact the data protection officer on all issues related to the
processing of the data subject’s data and to request exercising the rights under this Regulation.

11 3 1 H(Q) TR S B HE F 72 ZALBEHE O UL 368 O JEUE & ZLF . B XUV 5 IH
TRSNET — 4 REIRAO T 0 & LTORIOEREE X0 BENICRT 701, 5 86 4
2P > TEERE LA TIRT DHEMRMPEB XG5 NRTNIER B,
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11. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for
the purpose of further specifying the criteria and requirements for the core activities of the controller
or the processor referred to in point (c) of paragraph 1 and the criteria for the professional qualities
of the data protection officer referred to in paragraph 5.

FH36FK T H RS DM
Article 36 Position of the data protection officer

1. B E L ITREEIL, 7T IRER B EICEAT — 2 REICET 2T ToRE

(PN OEHIZEE TE D X 9IZ LT uIe b,
1. The controller or the processor shall ensure that the data protection officer is properly and in a
timely manner involved in all issues which relate to the protection of personal data.

2. FHEFTITNIAE L, 7 — 2 REBRE DT ORE E WG 2L L TEAT L, £ ORS

DZEITIZOWTHEREZ T RN E WD Z L 2RI LT IER 60, "—&%ﬁwé

(T, ERE E I ORE U E SRS LT T e,

2. The controller or processor shall ensure that the data protection officer performs the duties and
tasks independently and does not receive any instructions as regards the exercise of the function. The
data protection officer shall directly report to the management of the controller or the processor.

3. WEE FIITIE L, T A RERBIC L DWFE ORI TEMB L, B 37T RITRE N
BH LB LTI DO BERIRE., ik, &E. BLOLOMOBERZ R L7210
MEZR B 70,

3. The controller or the processor shall support the data protection officer in performing the tasks
and shall provide staff, premises, equipment and any other resources necessary to carry out the
duties and tasks referred to in Article 37.

HI1 £ T X RS DI
Article 37 Tasks of the data protection officer

1. BHE IR EIL, D7 L b U TORE 27 — 2 R BICEFE L 20T 6
AN

1. The controller or the processor shall entrust the data protection officer at least with the following
tasks:

(a) ZOHANT X 2EBE F I3 MHE I D ORI HONWTEMB L O0EIE T2 2 &, %
7. ZOTEER LU TR A SCE LTS 2 L,

(a) to inform and advise the controller or the processor of their obligations pursuant to this
Regulation and to document this activity and the responses received,;

(b) AT — & OLRFEICE U CEBEE F 7o I3 BRE 3508 L7 7 #t o Ik & i FH OB, &
DTN BT, LEEARIZ D DLBEDO hL—=7 ) BIOREET EAR L,
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(b) to monitor the implementation and application of the policies of the controller or processor in
relation to the protection of personal data, including the assignment of responsibilities, the training
of staff involved in the processing operations, and the related audits;

(0 FriZ, BEHNC L D7 — 2R, WHIREICL DT — 2 REBLOT—F X2V T 11

B 2E M, 25N, T =X OMBEOHERB L ZOBANCE T 27 — X2 OMZEHED

MERIOATHEDZERICE T2 Z OHAI DO FE s L O 2RI 5 2 &,

(c) to monitor the implementation and application of this Regulation, in particular as to the
requirements related to data protection by design, data protection by default and data security and to
the information of data subjects and their requests in exercising their rights under this Regulation;

(d) % 28 R CRENTLEDBMERF SN TND Z L E2RFET D Z &,
(d) to ensure that the documentation referred to in Article 28 is maintained;

(e 31K LEEI25KICED, AT —XDREICET 5 CE, BA, B XKL ERT
AZ &,

(e) to monitor the documentation, notification and communication of personal data breaches
pursuant to Articles 31 and 32;

O HIBREEMFCIVERRS -T2 b, BWHFEITNIFICL 2T — 2 R#EE~DE

BAHm O FE G, 3 X OFEATOR AT E7ITFROMEORFEZER T2 2 &,

(f) to monitor the performance of the data protection impact assessment by the controller or
processor and the application for prior authorisation or prior consultation, if required pursuant
Articles 33 and 34;

(g) BRI D ELRIZH T D RIZ AR T 5 2 &, 7 — X IREME OMHERN ThHiLE, B
BEBADERITISE UTe, £33 7 — Z RERE B 5 ORI L 2 BERE & o ILFIEE) 217
2 &,

(9) to monitor the response to requests from the supervisory authority, and, within the sphere of the
data protection officer's competence, co-operating with the supervisory authority at the latter's
request or on the data protection officer’s own initiative;

(h) WERIZBIT 2 IOV T OR b Y offnGbiie s 2 &, Ml Thiud
T2 IRERE B O OWRWNIC L BEEEE L T o 2 &,

(h) to act as the contact point for the supervisory authority on issues related to the processing and
consult with the supervisory authority, if appropriate, on his/her own initiative.

2. B 1HTRINET — 2 RERB OIRE . GEM. RIL. MR, %i@%%lﬁﬁé%ﬁ
&M A L BARIITRT 7201, 5 86 SR/ICHE » TEIERFHE AR T L HEIRNPZE R

ZBNRT TR B0,
2. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the

purpose of further specifying the criteria and requirements for tasks, certification, status, powers and
resources of the data protection officer referred to in paragraph 1.

% 5 Eﬁ ’fT@ji:E%B LR AR
SECTION 5 CODES OF CONDUCT AND CERTIFICATION
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38 £ 1TEIHH
Article 38 Codes of conduct

1. ZOHAZETNENT 572010, Bkx 27 — 2 UEOBIZBN T, FICU T2 EE
L7ATERE ZER T2 2 &z, MAE, BEEHE., BLOZESIRR LR TERS
IRV

1. The Member States, the supervisory authorities and the Commission shall encourage the drawing
up of codes of conduct intended to contribute to the proper application of this Regulation, taking
account of the specific features of the various data processing sectors, in particular in relation to:

(a) NIETHHAMED BT — & AL,

(a) fair and transparent data processing;

(b) 7—% DU,
(b) the collection of data;

(o) DL T — 5 OXGHEDOEH,
(c) the information of the public and of data subjects;

(A 7 =% ORRE DL ORI ZITIET 2 ER,

(d) requests of data subjects in exercise of their rights;

(o) FHEDIFH & IR,

(e) information and protection of children;

O B =FEEIXEBRERE~DOT — X Ofiix,
(f) transfer of data to third countries or international organisations;

(g) EHENZ OITEHEZETT 2 & 9 BB LOENEZRIAET 5 72D DI,

(g) mechanisms for monitoring and ensuring compliance with the code by the controllers adherent to
it;

(h) 26 73 REH 5 RICKDT —FORGEOHNEZRET L2 &< AT —Z DL
BIZOWTERE L7 — 2 Ot & ORI AE LTZiaG 2 k3 2 72 D DRk T X |
B KO O O G O ER FIE,

(h) out-of-court proceedings and other dispute resolution procedures for resolving disputes between
controllers and data subjects with respect to the processing of personal data, without prejudice to the
rights of the data subjects pursuant to Articles 73 and 75.

2. HHMBECBONCTEHEE TN EDO N T T Y —IZ AL HaE L OZ OO,
ITEVREL 2 VER L7 0 BEF OITEEI A E E L 73R L 72 0 7558 121X, b % H
CMRE OB L TERZRD TS K, £OEEKEIT, THHEOERS
BEIERNDZORANCHER L TWENE I DOV TEREZBRRDL Z LN TE 5, TOEE
R, 7 — 2 OMREETIIHES ORI, O DEE~OBEREZ RO RTINS
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2. Associations and other bodies representing categories of controllers or processors in one Member
State which intend to draw up codes of conduct or to amend or extend existing codes of conduct may
submit them to an opinion of the supervisory authority in that Member State. The supervisory
authority may give an opinion whether the draft code of conduct or the amendment is in compliance
with this Regulation. The supervisory authority shall seek the views of data subjects or their
representatives on these drafts.

3. BHEOMAEICBFAEHED T I —ICALHEB L OEOMOMEIL, T8

DR, BLOBAFOTEHEA~DBEEREITIER L, ZERITRHTL 2L TE

50

3. Associations and other bodies representing categories of controllers in several Member States may
submit draft codes of conduct and amendments or extensions to existing codes of conduct to the
Commission.

4. FESIX, F3HICL > TIRESINITEIEE XL OMAFOITERF~DO W IE F 72134k
T, EUICBW TR UM EZFE > TV ANENERET D720, fTiEEZERIR L
TH IV, ZHICET D HEITEIE. 86 87T K@ITRENTHFETFIEIC L > TEHIRE AR ITH

X722 5720,

4. The Commission may adopt implementing acts for deciding that the codes of conduct and
amendments or extensions to existing codes of conduct submitted to it pursuant to paragraph 3 have
general validity within the Union. Those implementing acts shall be adopted in accordance with the
examination procedure set out in Article 87(2).

5. ZERITH 4 HIZ LY R Z UL R > TV D LIRIE S VATEELIZ DV T,

WY R NP 2 fERITAT D < TR b7,
5. The Commission shall ensure appropriate publicity for the codes which have been decided as
having general validity in accordance with paragraph 4.

39 £ Al
Article 39 Certification

1. MEEEZBERT, FHTEONEIE T — 2 REZFEIET DA R L, 7 — F IR
N BIOY =2 BB L, T X OXGENE L LLE PR 5T — 2 D
VAL HICEHECE 2 L 0122 Z L 2Bt %5, TOT —Z RFEDRIED M AT,
Bz 723 8P IC BT 2 B BB EO R A S F 2. ZOHAIOmEY) 72 EHICET 5 L <
TIE7 B0,

1. The Member States and the Commission shall encourage, in particular at European level, the
establishment of data protection certification mechanisms and of data protection seals and marks,
allowing data subjects to quickly assess the level of data protection provided by controllers and
processors. The data protection certifications mechanisms shall contribute to the proper application

of this Regulation, taking account of the specific features of the various sectors and different
processing operations.
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2. 1 HTRINTET — X RHEREDAL A O A FEUE & MBS ka%@ﬁ@km
DIE LICET 5550 EU RE = [H TORMD 7= DML BERM 2 L BRI R T 729
% 86 FRITHE» CRERBEBIRT DHERNEZESIZE 2 bR U7 570,

2. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the data protection certification
mechanisms referred to in paragraph 1, including conditions for granting and withdrawal, and
requirements for recognition within the Union and in third countries.

3. 7 yf%n%munﬁ@ﬁfﬂjf =L, B L W~—7 é.’jt& é’@__mufn LT%H 59 o)) é

BRFZO-OOHENBREZTEDTH IV, :%ﬁé%ﬁ%i\%gnﬂwzmént

FATFIEC L > TERIRS LT T 7w,

3. The Commission may lay down technical standards for certification mechanisms and data
protection seals and marks and mechanisms to promote and recognize certification mechanisms and
data protection seals and marks. Those implementing acts shall be adopted in accordance with the
examination procedure set out in Article 87(2).

BVE F_EEIIEERBE~OEAT —F Ok
CHAPTER V TRANSFER OF PERSONAL DATA TO THIRD COUNTRIES OR
INTERNATIONAL ORGANISATIONS

FHA0 £ EEXICHIF S AFHY
Article 40 General principle for transfers

ANT — 2 2B L T 68 —EE I XEBRMEBNCEEE L2 v | i35 I %+
LHZTETENGEZERE LD 52 ik, BEF LAEEDN, ZoBRlOfMOSRE & Jf
’C’O)%Zﬁﬁ&)é%’ﬁ: :zﬁmbf:iEA :I-SEDWL‘&)EMZD %@iBL i\ &)ZD%Eif:

(ZEBREERE 2O £ 2B OF —E £ 72X EFHEBEICEAT — X 2Bk 45 2 L baEND,

Any transfer of personal data which are undergoing processing or are intended for processing after
transfer to a third country or to an international organisation may only take place if, subject to the
other provisions of this Regulation, the conditions laid down in this Chapter are complied with by
the controller and processor, including for onward transfers of personal data from the third country
or an international organisation to another third country or to another international organisation.

FAL £ ZIEEFEM L E f T O
Article 41 Transfers with an adequacy decision

1. BRpkld, B E 225 = EHE 238 = EHOE 00 E M, EBEEEIC W T, £8
SN, WIERKEDEHNT —HIREEZIToTND ERELIZHAICEVIToTH LV, =

DX D RERRITB N T, BINRRRIIAE L T 5,
1. A transfer may take place where the Commission has decided that the third country, or a territory
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or a processing sector within that third country, or the international organisation in question ensures
an adequate level of protection. Such transfer shall not require any further authorisation.

2. WL INVOZEMEFHIT 5 L&, ZARIT, UTOX I REREEE L2 TR

SYANAR
2. When assessing the adequacy of the level of protection, the Commission shall give consideration
to the following elements:

(@) ZOEEITEBEEN LT 510%, JEb, ERLe, ik BEESAL £ L Tee
KR EICET 5 M7, I BHROEIEOIEL L B, £, T— X OXIR
F. K2 EU fEEDOEANT =2 PR SND T —F DM REDTZO D, AR72ATH B X
ONERY 72 R D X 9 7220 A TEERITRI ) D & 2 4RI,

(a) the rule of law, relevant legislation in force, both general and sectoral, including concerning
public security, defence, national security and criminal law, the professional rules and security
measures which are complied with in that country or by that international organisation, as well as
effective and enforceable rights including effective administrative and judicial redress for data

subjects, in particular for those data subjects residing in the Union whose personal data are being
transferred,

(b) 7— ZREHAI~DOYEHL, 7 — Z ORREICL 2 A b ORI OITHIS T 2 #ilhds LUt

BIE. BXLO EU B EOEEMKEE & O ICEBEEEFH>—2LL LML U7 BB #E

PRE L 70 2% = E 123 EBEBEICHFEL. DIRMITHEL T D L) Tk,

(b) the existence and effective functioning of one or more independent supervisory authorities in the
third country or international organisation in question responsible for ensuring compliance with the
data protection rules, for assisting and advising the data subjects in exercising their rights and for
co-operation with the supervisory authorities of the Union and of Member States; and

() IR L 70 2 55 = E F 721X EBHERE 23 s L T 2 [ERRRY 72 B G-,
(c) the international commitments the third country or international organisation in question has

entered into.

3. ZERIF. F2WHTRINDIEMOHBIZL - T, F=EH., TOFE=FHOHELHH1Z
SLEREY . FE X EBEHEEI S, W IE KEDMANT — 2 R#EEZZ HBALITo TS LD
ZEERETE D, TIUTET HHEITIEE. 5 87 K@ ENT-HFETIAIC X » TEIRE

N5,

3. The Commission may decide that a third country, or a territory or a processing sector within that
third country, or an international organisation ensures an adequate level of protection within the
meaning of paragraph 2. Those implementing acts shall be adopted in accordance with the
examination procedure referred to in Article 87(2).

4. WEATIE CITHIBRRY D50 Br R O 2 BLE L. 0 Ch v 2 Hb) Tk S E

BENFFE SN TR IThIER 50,
4. The implementing act shall specify its geographical and sectoral application, and, where
applicable, identify the supervisory authority mentioned in point (b) of paragraph 2.

5. KR, B _EEIXEBERICI T D kR EI R EROA R RIERER, T—4
OXGE. FiZ BU fEETEAT =2 PEESND T — I RMRHEDOOD, HRh7ATE
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5. The Commission may decide that a third country, or a territory or a processing sector within that
third country, or an international organisation does not ensure an adequate level of protection within
the meaning of paragraph 2 of this Article, in particular in cases where the relevant legislation, both
general and sectoral, in force in the third country or international organisation, does not guarantee
effective and enforceable rights including effective administrative and judicial redress for data
subjects, in particular for those data subjects residing in the Union whose personal data are being
transferred. Those implementing acts shall be adopted in accordance with the examination procedure
referred to in Article 87(2), or, in cases of extreme urgency for individuals with respect to their right
to personal data protection, in accordance with the procedure referred to in Article 87(3).

6. ZEESNE S HOIELZ T LA M E 7255 = EE 72135 = EHoE 0L E 1 Et
EBEFEEI ~DENT — % Df&ik L, 542 FZ~F 44 R TEDDH L7, T_THEIEX
N5, ZEAIT, EUREMCF0E =EHEIXEBREREEE 5 HOREICLIDEDLN

TR Z R IES D8RO i 2 Blia T 5,

6. Where the Commission decides pursuant to paragraph 5, any transfer of personal data to the third
country, or a territory or a processing sector within that third country, or the international
organisation in question shall be prohibited, without prejudice to Articles 42 to 44. At the
appropriate time, the Commission shall enter into consultations with the third country or
international organisation with a view to remedying the situation resulting from the Decision made
pursuant to paragraph 5 of this Article.

7. ZERE, EERKEDEANT —FRENFEMEINTVD, EFFEMI TN E
W ZEERELLE, TOH_E, TOHE_EOHELH D WA 7 ¥ — £3E
BRI D U 2 N % [ Official Journal of the European Union (EU ‘B#)J (2B L72iF
X722 5720,

7. The Commission shall publish in the Official Journal of the European Union a list of those third
countries, territories and processing sectors within a third country and international organisations
where it has decided that an adequate level of protection is or is not ensured.

8. ZE AR 95/46/EC % 25 5:(6) £ 72135 26 R(DITES M LI IEFHIT, £

WEARICEIVEEE, ZLEA, EIFELSRWVIRD | 5ISHEARTH D,

8. Decisions adopted by the Commission on the basis of Article 25(6) or Article 26(4) of Directive
95/46/EC shall remain in force, until amended, replaced or repealed by the Commission.

FA2 K LR L X ET LIk
Avrticle 42 Transfers by way of appropriate safeguards

1. ZEENE 41 FRIZLAREEZ T LTV R WA, EEE F 771303353, BRI
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XEEBICEA T — X 25T 52 LN TE D,

1. Where the Commission has taken no decision pursuant to Article 41, a controller or processor may
transfer personal data to a third country or an international organisation only if the controller or
processor has adduced appropriate safeguards with respect to the protection of personal data in a
legally binding instrument.

2. BB 1HICE A SN DMWY R L ERITIE, FHCLUTOHEHZHE L2 TER b,
2. The appropriate safeguards referred to in paragraph 1 shall be provided for, in particular, by:

(a) 2B 43 RITHE - T BRI A ZE RN,
(a) binding corporate rules in accordance with Article 43; or

(b) ZEEPERA LR ET — 2 R, ChICBT 2 TEIE. 25 87 @R &z

FEFIU L > TRIRS R TIR B 220,

(b) standard data protection clauses adopted by the Commission. Those implementing acts shall be
adopted in accordance with the examination procedure referred to in Article 87(2); or

(©) HBTHRITR SISV L0 BB RIS Uo7 — H R R, 272 L,
Fe250MICLVZEESN MRICHYTELES LELGEICRS,

(c) standard data protection clauses adopted by a supervisory authority in accordance with the
consistency mechanism referred to in Article 57 when declared generally valid by the Commission
pursuant to point (b) of Article 62(1); or

(d) % 4 BT XV BEWREAGER Lic, A £ I3E L7 — 2 O L ORI D

SNTBRISRIA,
(d) contractual clauses between the controller or processor and the recipient of the data authorised by
a supervisory authority in accordance with paragraph 4.

3. # 2H(@), (b), E72TITE KR SN HEEET — 2 (RFERIA D 5V TH RIS ERNIC L

DEREIZOWTIE, BB IIARETH D,
3. A transfer based on standard data protection clauses or binding corporate rules as referred to in
points (a), (b) or (c) of paragraph 2 shall not require any further authorisation.

4. 5 2 HIZE K SN HFETRICE S BB R T 256, SEH £ 72308813,
% 34 @I XD FOIFLEIZ OV CEIEWE ) D FATOB Al 22 2T 72 b e
VN, ZOEEREN, MOMBENZIT 5T — % OXRE IO DS, 721X EU N
DENT —Z OB HEZBENCE LWEEEZ 5 2 5 L5 RAFIEENICEEMR L TV A5HA12I,

BEEREBRIEEE 57 RITR SN —HBMDO & DA ZEH L7221 5720,

4. Where a transfer is based on contractual clauses as referred to in point (d) of paragraph 2 of this
Article the controller or processor shall obtain prior authorisation of the contractual clauses
according to point (a) of Article 34(1) from the supervisory authority. If the transfer is related to
processing activities which concern data subjects in another Member State or other Member States,
or substantially affect the free movement of personal data within the Union, the supervisory
authority shall apply the consistency mechanism referred to in Article 57.

5. A NIEMIREIZEE T 2 WU e L ERRAENRIR D Db 2 FETHEITIE, FHE £
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5. Where the appropriate safeguards with respect to the protection of personal data are not provided
for in a legally binding instrument, the controller or processor shall obtain prior authorisation for the
transfer, or a set of transfers, or for provisions to be inserted into administrative arrangements
providing the basis for such transfer. Such authorisation by the supervisory authority shall be in
accordance with point (a) of Article 34(1). If the transfer is related to processing activities which
concern data subjects in another Member State or other Member States, or substantially affect the
free movement of personal data within the Union, the supervisory authority shall apply the
consistency mechanism referred to in Article 57. Authorisations by a supervisory authority on the
basis of Article 26(2) of Directive 95/46/EC shall remain valid, until amended, replaced or repealed
by that supervisory authority.

FAB L FIFHTEFEERNIC Lo 5 Bk

Article 43 Transfers by way of binding corporate rules

.%E%%i%%8%®*Eﬁ®%éﬁﬁéﬂﬁd<Wﬁ%ﬁ%@%%%m¢5ﬁj_

UTDOXD RGEIZRD,
1. A supervisory authorlty shall in accordance with the consistency mechanism set out in Article 58

approve binding corporate rules, provided that they:
(@) WEWNRMF IR DY | BEE TN AEDORET N —T DT RTDA L N— ROZ

DUEFEFITHEH S, Eisivd,
(a) are legally binding and apply to and are enforced by every member within the controller’s or
processor's group of undertakings, and include their employees;

(b) Z OYRAEFERERNL, 7 —Z OXREITHEHANTHIT T E DHERM 2 RIICE 2 T

Do
(b) expressly confer enforceable rights on data subjects;

(©) T OWHRAVRZEMERNL, 55 2 BITE D BN R 2l LTV 2,
(c) fulfil the requirements laid down in paragraph 2.

2. FIRBEZEEANCIT, D EBUTEHR LR TER B2,
2. The binding corporate rules shall at least specify:

(@) FEITIN—TLZD A _—DIRH &5 LR,
(a) the structure and contact details of the group of undertakings and its members;
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b) HAT—2OH7T I — WEOFFEZO AN, $EEZZT 57 — % RO, B
FOMEE 22 E =FHb LIIEBROFE =[HOHNE G —Z Ok, & LIL—HoD
HR %,

(b) the data transfers or set of transfers, including the categories of personal data, the type of

processing and its purposes, the type of data subjects affected and the identification of the third
country or countries in question;

(0 HADOEN K OESMT I D IERHHRIE,

(c) their legally binding nature, both internally and externally;

(@) FHZHAOHIR, 7 — & O M8 BB 2 EERRIL, BB A7 — ZI2 D\ T o,
— e T — 2 REDRH, T2 tXa VT 4 BEFEICT HIDOHE, BORICE DM
R E V7RI FFIRIE T D BR D LB,

(d) the general data protection principles, in particular purpose limitation, data quality, legal basis for

the processing, processing of sensitive personal data; measures to ensure data security; and the
requirements for onward transfers to organisations which are not bound by the policies;

(€ H2KICEDT a7 74 U TIZHESS FEEOMG L1373 B IWHER], 55 75 5RI2 L 5
EEEROERE R K OVINEE E A EEECHIFT IS E I 2 UL C AR, 38 X O sRAO M ZEYERI
SEICET AR, WUREAICITHEE S T AERO X S 7. T —F OxtBF O

FOEN b DM ZATH T 5 FE,

(e) the rights of data subjects and the means to exercise these rights, including the right not to be
subject to a measure based on profiling in accordance with Article 20, the right to lodge a complaint
before the competent supervisory authority and before the competent courts of the Member States in
accordance with Article 75, and to obtain redress and, where appropriate, compensation for a breach
of the binding corporate rules;

O EU ICHLSZFFI /2 NEE T L—T DA N—IZ L > TEORRMEERENIMZE SR
72 aciE. MEEOHE LTS 2 RO B L ITUBE N EEEA D T &~ DK,
ZOEIE F TN EE L, HELZSI SR LZHEFICONTED AV XA—TFEER
RNEWD T L ENFETELAICRY . LREOBEFEORKREIT—ENRRIND,

(f) the acceptance by the controller or processor established on the territory of a Member State of
liability for any breaches of the binding corporate rules by any member of the group of undertakings
not established in the Union; the controller or the processor may only be exempted from this liability,
in whole or in part, if he proves that that member is not responsible for the event giving rise to the
damage;

(g) = OHFFRAEZEMER], FFCAEW), (o). BLOMIZER SN D RHICET D @A,
B RICKY T =2 OMRE RSN D Tk

(9) how the information on the binding corporate rules, in particular on the provisions referred to in
points (d), (e) and (f) of this paragraph is provided to the data subjects in accordance with Article 11;
(h) % 35 RITUE» THEM ST — Z REBI B DI, FE7 V— 72810 2 MiaueEsE
YEQI~OHERLOEAR, b L —=2 78 L OSHF LB DA &

(h) the tasks of the data protection officer designated in accordance with Article 35, including
monitoring within the group of undertakings the compliance with the binding corporate rules, as well
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as monitoring the training and complaint handling;

@) FETNV—TZBIT D WA ZEAER ~ O UERL A FREET D A 2,
(i) the mechanisms within the group of undertakings aiming at ensuring the verification of
compliance with the binding corporate rules;

G) HEOETEWER LOREL, 210 OEE 2 BEMBICHE T 5 2o DA,
(j) the mechanisms for reporting and recording changes to the policies and reporting these changes to
the supervisory authority;

&) FHCAHOICE K SN FROBRER R BEEHRBEIC R T2 2 L2k s, F¥ET 11—

THNDOBALN=DALTTAT 2 AGARFET 2720 D% OEEHE & Ol ) DAHL A,
(k) the co-operation mechanism with the supervisory authority to ensure compliance by any member
of the group of undertakings, in particular by making available to the supervisory authority the
results of the verifications of the measures referred to in point (i) of this paragraph.

3. ZERIIX, AREOBEW TOWMRAEIEREANC BT 25 AL HE & MBS, FrlZEn
B OEROFAMIAE, QUHELE S HERLT 2 PR OB~ % 2 HDb), (D). (). BLUW®
DA, F LT =2 OMGEDMAT — 2 RHELIRIET DO DI 5 D LEFME X
0 BARBNTRTI2012, 5 86 SRITHE > TRALIRHEZ IR T DR 5 2 S e T hiEze b
7200,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for binding corporate rules within the
meaning of this Article, in particular as regards the criteria for their approval, the application of
points (b), (d), (e) and (f) of paragraph 2 to binding corporate rules adhered to by processors and on
further necessary requirements to ensure the protection of personal data of the data subjects
concerned.

4. ZERT, ARHOBEKRTORRAEFEERICOWT, BFHE, LEE, £ L TEERK

BORICREIT 2B FFERICK HERZHOTAL FIRZHEE L TH L, LTI 5

ITEIE, 5 87 IR SN BFEEFIAIC L - THRIRS N 2,

4. The Commission may specify the format and procedures for the exchange of information by
electronic means between controllers, processors and supervisory authorities for binding corporate
rules within the meaning of this Article. Those implementing acts shall be adopted in accordance
with the examination procedure set out in Article 87(2).

Faa % mH
Avrticle 44 Derogations

L35 AL SRITHERL L 7 2 B RO RIEDN F STV RWIGE F 72135 42 FICHEIL L7258 B) 72
BEMRPRKIMLTWDEHE, LTFOWTRNZZ L T2 HEAICRY B EFEi

E BRI~ DN T — & DRk F 72 1L —HORENB O LD,

1. In the absence of an adequacy decision pursuant to Article 41 or of appropriate safeguards
pursuant to Article 42, a transfer or a set of transfers of personal data to a third country or an
international organisation may take place only on condition that:
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(a) ZUPEDPTE K ONEYI 22 Z A RN RN LIS L DEED Y 27 B3 H S50 L S
N, T— X ORGEPRE SNTEEICFRE L-S6.

(a) the data subject has consented to the proposed transfer, after having been informed of the risks of
such transfers due to the absence of an adequacy decision and appropriate safeguards; or

(b) 7 —2 Oxt%E L EHE L OBICBIT 2ENOBITORD, 137 — X OXGFHEDOE
KICTE VO ENCRN LORELZ FHT 5720, L OWmEPLERIGE,

(b) the transfer is necessary for the performance of a contract between the data subject and the
controller or the implementation of pre-contractual measures taken at the data subject's request; or
(0) BHE LT — X ORMNBHEUNDOHRNEITENE OMITBWT, T —F Ox53E OF]
W DI DTN D K DFififs £ T2 I1ZBIT DT DIT, £ DRI YA,

(c) the transfer is necessary for the conclusion or performance of a contract concluded in the interest
of the data subject between the controller and another natural or legal person; or

(d) NIEOFE A FBT 572D O EEARFMIIIL DS & L OWmENNERIGE,

(d) the transfer is necessary for important grounds of public interest; or

(e) MERVFERDRRAL, ATHEE 72T DIZDIT, £ OERP LI A,

(e) the transfer is necessary for the establishment, exercise or defence of legal claims; or

O 7 =2 ORMBENYWERNELITENICFREEZEZ D Z N TERVERICBNT, £0
T =2 OXNREE IO N O ERZFNLE 2R D 72D Z DEIRENLE RS,

(f) the transfer is necessary in order to protect the vital interests of the data subject or of another
person, where the data subject is physically or legally incapable of giving consent; or

(g) BEUIEFE 2IMBEREDNE D D ReE DA I D ik e 03 ili7z STV D #ibH T
EU i E 723 EEICE S E AITE RIS IT O TR YD | — KRR S L <ITIEY 72 F4%
Z FRET & DR DO NI L D AR #ES ATRe e B EE I L > T, ZOEENMTON D56,
(9) the transfer is made from a register which according to Union or Member State law is intended to
provide information to the public and which is open to consultation either by the public in general or
by any person who can demonstrate legitimate interest, to the extent that the conditions laid down in
Union or Member State law for consultation are fulfilled in the particular case; or

(h) BAEHENRE D, TEEHENRRKENLOTIERL, FHEEZITNBEERN DT —X
WA E 2T —E DT — A OEIEICB T 2 T X TORU A AL L 4 ZITIS TR Rk
DT O DU R LMK R L TV LIBEICRY | BEE F I 3ABE N ERT 5 IE
BRI D T2 D DEREN LI TH D55,

(h) the transfer is necessary for the purposes of the legitimate interests pursued by the controller or
the processor, which cannot be qualified as frequent or massive, and where the controller or
processor has assessed all the circumstances surrounding the data transfer operation or the set of data
transfer operations and based on this assessment adduced appropriate safeguards with respect to the
protection of personal data, where necessary.

2. H1HQEIC L HERIT, TORBREICB T OBMAT —F RRETZIIBAT =2 ORI T
Y —EEO TR DR, TOBREEIIB N TIEYL LR Z b O AL BHHEEZITOHE
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X, TNOEDANE N DERPHSTHEETITENL DD AL BENZIANIZR 5551
FRY 2 OELENFEM I D,

2. A transfer pursuant to point (g) of paragraph 1 shall not involve the entirety of the personal data or
entire categories of the personal data contained in the register. When the register is intended for

consultation by persons having a legitimate interest, the transfer shall be made only at the request of
those persons or if they are to be the recipients.

3. B 1HMICES S E T 2 5G, BHE LITNEEL, TOT7—F OMHE, #
RENDAPEEAEE 72T OB ERIED Hil LOHWIR, A TREE, B=H, BX
O B EORBL, BETHIITENT — ZRFED T2 D ORI 2 Z BRI LT, %

ICEEZ LR THIE R B0,

3. Where the processing is based on point (h) of paragraph 1, the controller or processor shall give
particular consideration to the nature of the data, the purpose and duration of the proposed
processing operation or operations, as well as the situation in the country of origin, the third country
and the country of final destination, and adduced appropriate safeguards with respect to the
protection of personal data, where necessary.

4. % 1 HHD), (0. BLOMIL, AW OMHERDOITEIZISWTAT D IEBIZ I A L

TER B 720,
4. Points (b), (c) and (h) of paragraph 1 shall not apply to activities carried out by public authorities
in the exercise of their public powers.

5. H 1 H(A TE RSN D RILOFEIT, BHEZR L T2 BUEEIIMBEEEICB Y

TR SN2 TR B0,
5. The public interest referred to in point (d) of paragraph 1 must be recognised in Union law or in
the law of the Member State to which the controller is subject.

6. WERH F T E L, 5B 1 HM) TE kSN D5l KO e et iz, 5 28 &
TEASNDLECREE L T, BEREICZ OIEIZ W Tl LR IT TR 57220,

6. The controller or processor shall document the assessment as well as the appropriate safeguards
adduced referred to in point (h) of paragraph 1 of this Article in the documentation referred to in
Avrticle 28 and shall inform the supervisory authority of the transfer.

7. ZASIZE, F 1 H) TEWRTLHEAT (ALORIEEERT DO OEE/RFH )
OFFE, H 1 H(h) TE &SN 2072 2 RO AEC LR ML BIET 5 BICE
WTC, 5 86 RITHE » TERARRGE & BRINT DR B 2 DR iT T e b 7wy,

7. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying 'important grounds of public interest' within the meaning of point (d) of

paragraph 1 as well as the criteria and requirements for appropriate safeguards referred to in point
(h) of paragraph 1.

Fa5 Z AN T —ZRAED T D DE R )
Avrticle 45 International co-operation for the protection of personal data

1. H=EB L OEEHEICE LT, ZESB I OREKEIL, DT E2EERT 572010 Y)
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TRAEE 2 LR T AUE e B,
1. In relation to third countries and international organisations, the Commission and supervisory
authorities shall take appropriate steps to:

(@) AT — 2R B D IEREORAT 2R 5 72012, A7 EER ) D7D OAEFE A

D BB,
(a) develop effective international co-operation mechanisms to facilitate the enforcement of

legislation for the protection of personal data;

(b) TANT — & OIRFEF L OE OO EEARRI A & B R 072D O ) 7 22 456t 3 A Seftk &
LT, d@an, wiFMa, AR, BIOMERi e S0 AT — 2 (R OIERORATIC
BT 2 [EERAY 22 B4R B O f2 41k,

(b) provide international mutual assistance in the enforcement of legislation for the protection of
personal data, including through notification, complaint referral, investigative assistance and
information exchange, subject to appropriate safeguards for the protection of personal data and other
fundamental rights and freedoms;

(o) AT — & REICBT DIEROMITIC I T 2 EEE W ) OfetE %2 B & Lizigim & 5 E)

D, HEYRRERERE ~DR 5,
(c) engage relevant stakeholders in discussion and activities aimed at furthering international
co-operation in the enforcement of legislation for the protection of personal data;

(D) AT —ZREICET 2 IEEB LOEBIOI Y 2o L & CEL ORI,
(d) promote the exchange and documentation of personal data protection legislation and practice.

2. H1HONEEZFEBT L7202, ZERIT., ZANRE 41 FO)DEKIZI T 2@ EKYE

D2 FhE L T D & L7285 = E E 2 IXEBREE R L ORI 2 & ORTEHR & ORIf%

RO TAT 721, W) & 2 5% U2 T TR 5720,

2. For the purposes of paragraph 1, the Commission shall take appropriate steps to advance the
relationship with third countries or international organisations, and in particular their supervisory
authorities, where the Commission has decided that they ensure an adequate level of protection
within the meaning of Article 41(3).

FEVIE SRR A
CHAPTER VI INDEPENDENT SUPERVISORY AUTHORITIES

5 1E NI OdRKE
SECTION 1 INDEPENDENT STATUS

A6 £ EEHER
Article 46 Supervisory authority

1. BRADMEANT —Z QMBI T & OFEARRIHER & B2 RE L, EU HANICBIT
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HMENT —% O HRIEEZRES 572012, SMEEIZ, — DL EORAIEEIN Z D
AIOEM OB LU EU N z@ Le B0 L 2 EHICEEERF> L o EdRidhid

BBV, ZORBOZDIC, BEHBEIIMAEICH L, ZESICHLHIT2b0D LT 5,

1. Each Member State shall provide that one or more public authorities are responsible for
monitoring the application of this Regulation and for contributing to its consistent application
throughout the Union, in order to protect the fundamental rights and freedoms of natural persons in
relation to the processing of their personal data and to facilitate the free flow of personal data within
the Union. For these purposes, the supervisory authorities shall co-operate with each other and the
Commission.

2. HHMBENICBNT 2L EOBBREENER S SNT-5E . £ OMEEIT—> OB
BERETL2HDLE L, BMNT — X REEE YRR R TE 22— DK &
LCHBESE D, 2 LT, B5750—BEMOHAHMAICETEL—MC L0 | o

L DA T T AT U APHERSND KO REMAZHBET LD LT D,

2. Where in a Member State more than one supervisory authority are established, that Member State
shall designate the supervisory authority which functions as a single contact point for the effective
participation of those authorities in the European Data Protection Board and shall set out the
mechanism to ensure compliance by the other authorities with the rules relating to the consistency
mechanism referred to in Article 57.

3. BMENE, AREIHE > TERIRLIZIEDO R HOW T, B L BEE 91 £Q)THRES
IR ECICRERITEBAT 2, BAEZNLICEELY B X DEESRBEEZFR LI2GEITIE,

IR ZERICHEMT 5,

3. Each Member State shall notify to the Commission those provisions of its law which it adopts
pursuant to this Chapter, by the date specified in Article 91(2) at the latest and, without delay, any
subsequent amendment affecting them.

FHATF WL
Article 47 Independence

1. BEERRBIIE. ZBESNTMSHERZATE T 288, BRI L TITE LR uid e b7
[

1. The supervisory authority shall act with complete independence in exercising the duties and
powers entrusted to it.

2. BEEREBID X X —1F, OB OERMICIBNT, HEICHIERE RO T HEND bR
TR bD LT D,

2. The members of the supervisory authority shall, in the performance of their duties, neither seek
nor take instructions from anybody.

3. BEEMBID A U N—X 2 DEBIIK T 5 —UIDOITE A2 2 . fEEHIMICIZ, 20 F
FIToH D& ZBERZR L, ZTORBIIKT 2 Z LIZRDBEITITUREF LTI R LR
|

3. Members of the supervisory authority shall refrain from any action incompatible with their duties
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and shall not, during their term of office, engage in any incompatible occupation, whether gainful or
not.
4. BEREBAD A N =T EHIOK TRICEZZ5H L2 R 2 T ->720 3558

(ZiE. BERICEER <ATE L2 < TER B 7220,
4. Members of the supervisory authority shall behave, after their term of office, with integrity and
discretion as regards the acceptance of appointments and benefits.

5. FMNMEENX, = OEEMBEOIRGHEIR, FI1IRINT — 2 R#ELZES L O AR,
7. BEOBSINZEAT 2BHEIR 2 20 RAVICATIE T D 72 DI B7r . A, Eley, B &
OWMBEHETR, sk, > 7 70, ERICEEREICRE S L2 Ll TEkb R
AN

5. Each Member State shall ensure that the supervisory authority is provided with the adequate
human, technical and financial resources, premises and infrastructure necessary for the effective
performance of its duties and powers, including those to be carried out in the context of mutual
assistance, co-operation and participation in the European Data Protection Board.

6. SIEEENL, £ BB, BEOMRIC LV Em SN2 OHERICHE D X 5 228 E
HOBE Z /RIS X DI12T 2,

6. Each Member State shall ensure that the supervisory authority has its own staff which shall be
appointed by and be subject to the direction of the head of the supervisory authority.

7.OMRET, BEEREASMBE A Z T HBRIITE OMIMEIITRER 2NN T e
TRAEL 72 < TiEZe 6wy, MBENT, BEBBICIINIMOFEE PRAHZ 2 Tk bk

VW, FEZOTFPEIIBIRINARL TULR B0,

7. Member States shall ensure that the supervisory authority is subject to financial control which
shall not affect its independence. Member States shall ensure that the supervisory authority has
separate annual budgets. The budgets shall be made public.

A8 £ BRI DA N—(Z [T 5 — RS
Article 48 General conditions for the members of the supervisory authority

1. INBEENL, EBEEREEDO X Vo X—RNZEOMBEOFES FITBUFIC L > TEmEns k)

EOe T B,
1. Member States shall provide that the members of the supervisory authority must be appointed
either by the parliament or the government of the Member State concerned.

2. BEMBRBED A =13, ZOMSLIEITITEE O RS | FAT —Z REDODEFITE W

THEFRICHKHE 2 RT-T DIV BERRBR EHEEZ R > TV D Ax b S < Tk

B,
2. The members shall be chosen from persons whose independence is beyond doubt and whose

experience and skills required to perform their duties notably in the area of protection of personal
data are demonstrated.
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3. BUEREBID A L — DS IE, b HEITHE - T AR T, BERE. E 2 I3UE AR K
DRTTIDLDET D,

3. The duties of a member shall end in the event of the expiry of the term of office, resignation or
compulsory retirement in accordance with paragraph 5.

4. BEEBED A U N—REDOEBERIZTTEODOFEME IV LTV WEE, £z
FERLERICEVARL 2o HEITIE, BEL TOWHEROIENLEICL D ZDA

N—Zfiff@, EITFeE OMOBEREALZIT HMENMZREST D LNTE D,

4. A member may be dismissed or deprived of the right to a pension or other benefits in its stead by
the competent national court, if the member no longer fulfils the conditions required for the
performance of the duties or is guilty of serious misconduct.

5. AUN—NEERE X ZOMEN T LEHETH, LA ASR—PMEMmINDHET

1351 &t & £ DR & Fl L7 < TR B 7220,
5. Where the term of office expires or the member resigns, the member shall continue to exercise the
duties until a new member is appointed.

FA9 K BB DORLIC TS A
Avrticle 49 Rules on the establishment of the supervisory authority

FIEEENL, ZoOHAOFEHAN T, UTEERICLVEDLI LD LT D,
Each Member State shall provide by law within the limits of this Regulation:

(a) BEBWEBIDRRNL &2 DI,
(a) the establishment and status of the supervisory authority;

(b) BEBHERAD A N —DREZ BRI T T2 DI ERE . REBR, 3 L UERE,

(b) the qualifications, experience and skills required to perform the duties of the members of the
supervisory authority;

(0 BEHBED A v N—2ALfm 2720 OB & FIE, 6 L OBEEHKBE OB KT 2178
F TSR 2 LA,

(c) the rules and procedures for the appointment of the members of the supervisory authority, as well
the rules on actions or occupations incompatible with the duties of the office;

(d) BRI DA =W, BT 4 FELL LT D, 220, ZOHRRAOREZND SR )

DIEMIZBNT, TOFHE 2T 5T 2 & NEEMBEOMNIEZ RS- DITLER BT, 4

FELELSTH X,

(d) the duration of the term of the members of the supervisory authority which shall be no less than
four years, except for the first appointment after entry into force of this Regulation, part of which
may take place for a shorter period where this is necessary to protect the independence of the
supervisory authority by means of a staggered appointment procedure;

(e) BEBHEBID A L NR—IZHEZRBD DN E I D,
(e) whether the members of the supervisory authority shall be eligible for reappointment;
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() BEEMBED A L N—BXORY v 7 OERE 28T 2 58] & —5m,
(f) the regulations and common conditions governing the duties of the members and staff of the
supervisory authority;

(g) HBREBID A L NR—INZDFREE R TT-OOSME L0 L TWARWnWgEs, £7-
ITERRI\BRICE VAR LE R SoT-HAEICB TS, BEEEED X o R—DRE O TIZR T

A —v L FE,

(9) the rules and procedures on the termination of the duties of the members of the supervisory
authority, including in case that they no longer fulfil the conditions required for the performance of
their duties or if they are guilty of serious misconduct.

F50 £ JFELOTFRHES
Acrticle 50 Professional secrecy

BB D A L R—B L OA X v 713, ZOEHTEITIRER 2D T, "B OERIC

BOWTH ST T N TORBEFRICOWTHZE LOTRHEB 2 ADR TIR SR,
The members and the staff of the supervisory authority shall be subject, both during and after their

term of office, to a duty of professional secrecy with regard to any confidential information which
has come to their knowledge in the course of the performance of their official duties.

o528 s L HER
SECTION 2 DUTIES AND POWERS

FHELF& BIE
Article 51 Competence

1. BEEHEIT. th2E T 2 MEEOHE EICsN T, ZOBANT K> T 5 S 7R

EATHE L 72 < TUER B 720,
1. Each supervisory authority shall exercise, on the territory of its own Member State, the powers
conferred on it in accordance with this Regulation.

2. ZOMENT — % OIS EU N OE PR £ 72 130EE OMSIZ B W TEmS L, £0D
R ETITEE S T EU EOMBEICHLE Z R o TV AT, ABAIOE VI
BEORBINE, £ OEEE F 72 I30HE O FEISIT 1T 2 EEHEA 2 E Ik T
DX A6 DILHTE) 2 E 5 L2 < TER by,

2. Where the processing of personal data takes place in the context of the activities of an
establishment of a controller or a processor in the Union, and the controller or processor is
established in more than one Member State, the supervisory authority of the main establishment of
the controller or processor shall be competent for the supervision of the processing activities of the

controller or the processor in all Member States, without prejudice to the provisions of Chapter VII
of this Regulation.
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3. BB, EENE OFNEMENZ L VAT 5 WHEMEITEE Lnb D & T 5,
The supervisory authority shall not be competent to supervise processing operations of courts acting
in their judicial capacity.

82 £ FHEHE
Article 52 Duties

1. BEEEBSIILUT 2 580 L 72 < T b 7Rwy,
1. The supervisory authority shall:

() = DRI ORI K OMRGE,
(a) monitor and ensure the application of this Regulation;

M) % 738 RIS TT — X ORGEFTIFZZOMGHEONREOHRICLDH LWL EEFD
HLSZ TSN L, ZOEFICHET 2RE 2 B0 2#@PA CE/m L, £ LT, FIChloEE
BB & OFIAECTE N LE R A IR A 2B, ZO7 =2 OXGRE E72I3HRIC
AR OEPR L & R 2 RET D,

(b) hear complaints lodged by any data subject, or by an association representing that data subject in
accordance with Article 73, investigate, to the extent appropriate, the matter and inform the data
subject or the association of the progress and the outcome of the complaint within a reasonable

period, in particular if further investigation or coordination with another supervisory authority is
necessary;

(o) fiDBEEEE & A A LA ERB 2175, E72. ZOHAOEA & FEhaickid 5 —
Atz R T D,

(c) share information with and provide mutual assistance to other supervisory authorities and ensure
the consistency of application and enforcement of this Regulation;

(d) FAEIZ, BRI, FRTEBEEZ2ZU-0MOBEE#EENbEREINZY LEEEAICE
T 5, T LT, T—HXOMRENT OB EE 2P L T TWEEAITE, %Y
RN ZE OT — % OXMRFIHERE R 25T 5,

(d) conduct investigations either on its own initiative or on the basis of a complaint or on request of
another supervisory authority, and inform the data subject concerned, if the data subject has
addressed a complaint to this supervisory authority, of the outcome of the investigations within a
reasonable period;

(&) AT =2 DR LG 25 &0 Bz BT 5, Fo, HHdlE il & mEE

(b STPRAY 0|k 2 The RS

(e) monitor relevant developments, insofar as they have an impact on the protection of personal data,
in particular the development of information and communication technologies and commercial
practices;

O AT —H OUBIZIBNTEANOHEF] & B R Z5F 5720 Ok BB L OITE Lo FB

[ZOWT, N EOMBCHED DR E 2T 5,
(f) be consulted by Member State institutions and bodies on legislative and administrative measures
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relating to the protection of individuals' rights and freedoms with regard to the processing of
personal data;

(g) % 34 5 TE L SV PBAELGERI L, ZHICBET 2R EZ T 5,
(g) authorise and be consulted on the processing operations referred to in Article 34;

(h) % 38 @I L D ITHHE O FERG~DE R 2 ERHAT 2,

(h) issue an opinion on the draft codes of conduct pursuant to Article 38(2);

(@) 25 43 FRITHE-> T, MRAEERER AR T 2,
(i) approve binding corporate rules pursuant to Article 43;

G) BRI F — 2 REZ B OIEENCSINT 2,

(j) participate in the activities of the European Data Protection Board.

2. HETEREE, AT —Z OIS DU 27—k, THRFE, B ORI
SV TROBME D D £ 91T D, FHET OEBIC OV TIRAHCEET 5 b0 &

2o

2. Each supervisory authority shall promote the awareness of the public on risks, rules, safeguards
and rights in relation to the processing of personal data. Activities addressed specifically to children
shall receive specific attention.

3. BEHEBAIE. T — X OXRBED D OERBHIUT, W52 Z OB L 0 MR 2476

LB E R 52 < TR bw, £ L CHEUREAICIE, TOHBMOZD o

E OB & 171 L < TUIR B0,

3. The supervisory authority shall, upon request, advise any data subject in exercising the rights
under this Regulation and, if appropriate, co-operate with the supervisory authorities in other
Member States to this end.

4. F1HD)TE L SN TFEOR LTI OWNWT, BRI E A B LML TH 71200k
KERME LTI bRy, TOKRKNTETFHRE T L8, LS OEE FB b PR

L72uy,

4. For complaints referred to in point (b) of paragraph 1, the supervisory authority shall provide a
complaint submission form, which can be completed electronically, without excluding other means
of communication.

5. BRI L 27 — X O GE DD ORMH O FEMIL, HEEE L TIR B R,
5. The performance of the duties of the supervisory authority shall be free of charge for the data

subject.

6. TOERPPLNIEEZBZ TWDEE, FHIE L TITOb 2561213, BB
BHEAFERLTb WL, 7237 —FORGEICERESNIRIEEZITDR < TH LUy,
TO%E, EEMBEIX, TOERPHOLNIELZBZ TNDH EWH T LIZOWTIGEET
EADRL TUIR LR,

6. Where requests are manifestly excessive, in particular due to their repetitive character, the
supervisory authority may charge a fee or not take the action requested by the data subject. The
supervisory authority shall bear the burden of proving the manifestly excessive character of the
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request.

53 5 HIR
Article 53 Powers

1. BEEMRIZIE, BITO & 9 etRz Rz < T b 7wy,
1. Each supervisory authority shall have the power:

(a) ENT — ZALBRGRIADIZEF D EENT DWW T, BEE 723 E @+ 5, e
2k, FOEBRE TN EICEEN R FIEC LD Z0REOIE LML, T —X

@ﬁ%%@%%%ﬁio

(a) to notify the controller or the processor of an alleged breach of the provisions governing the

processing of personal data, and, where appropriate, order the controller or the processor to remedy

that breach, in a specific manner, in order to improve the protection of the data subject;

(b) ZOMANZIESHERNZITHET 2T — X OMRHEOERIZIE LD L 9, EEE 2134

HEIZMTT D,

(b) to order the controller or the processor to comply with the data subject's requests to exercise the

rights provided by this Regulation;

(c) BB, WLPRF | B X ONHEUIZRGE 2 OB LT, BEMBEOEREZ RI-T 7201

VRO L IERERET D Ko cmnd 5,

(c) to order the controller and the processor, and, where applicable, the representative to provide any
information relevant for the performance of its duties;

(d) % 34 RIC K 2 FERTORAT & FRTO Whik~DYER A IR T 2,
(d) to ensure the compliance with prior authorisations and prior consultations referred to in Article
34,

(e) HHLH 7o ITWIH 2 1B E 71X T 5,
(e) to warn or admonish the controller or the processor;

) ZOHAOFKAIGEK L T I NZTRXRTOT—XDOEE, HIBR, LI, kEz
W L%, £, TOTF—EZNREREINFE=ZFICHEBEOZ 21T X olc@mma i+ ko

o,

(f) to order the rectification, erasure or destruction of all data when they have been processed in
breach of the provisions of this Regulation and the notification of such actions to third parties to
whom the data have been disclosed,;

() AT —% OWE A —REH) E 121 TRERNCEEIET 5,
(9) to impose a temporary or definitive ban on processing;

(h) FBEEEITEEEREICR T 2 WMA~DT — 2 DREERET D,
(h) to suspend data flows to a recipient in a third country or to an international organisation;

@ AT —Z OREICET 2T X COMEIC DWW TERE R T 2,
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(i) to issue opinions on any issue related to the protection of personal data;

G) ANT —Z ORI T 5T X TORBEICHOWT, EER#ES., B, thoBiatkE. B

FO—RRRIEFNT D,
(j) to inform the national parliament, the government or other political institutions as well as the
public on any issue related to the protection of personal data.

2. HEERE, B EL BB ENOUT 255 2 LN TE DMAMERZFZ/<T

F72 B2,
2. Each supervisory authority shall have the investigative power to obtain from the controller or the
processor:

(a) BEEHBAORBEZRETTEDOIINLERS LD LEAT —FBIER~OT 7 £ X,
(a) access to all personal data and to all information necessary for the performance of its duties;

(b) Z OHANER LIIEEI A THOIL TV D EHEE TE 58 BBRIRILA H 256121, £
DIEH~DIEHBAY | BLODH 65T — 2 WP ROMAR~DT 7 & R,

L) TE K SN DHERIEEU &k L O ENEICER LTI S g it i 57220,
(b) access to any of its premises, including to any data processing equipment and means, where there

are reasonable grounds for presuming that an activity in violation of this Regulation is being carried
out there.

The powers referred to in point (b) shall be exercised in conformity with Union law and Member
State law.

3. HEEREBNIE. RRICHE 74 @EE 75 @I E Y. ZOHAI~DEN & FEER 8

N UIERREE 2 D MEIR 2 R 7o 72 < TR B 70,

3. Each supervisory authority shall have the power to bring violations of this Regulation to the
attention of the judicial authorities and to engage in legal proceedings, in particular pursuant to
Avrticle 74(4) and Article 75(2).

4, BB, FRICE 795:1). B). BLXUOW®TEREND L o5 R4TB LoERIZx L

HilE A N2 DHERZF 7272 < TIER B 2R,
4. Each supervisory authority shall have the power to sanction administrative offences, in particular
those referred to in Article 79(4), (5) and (6).

F54 & BT
Avrticle 54 Activity report

HEERERRIE. T OIEENIEE DR
R ot sh, —|RR, ZBS. B
372 6720,

Each supervisory authority must draw up an annual report on its activities. The report shall be

presented to the national parliament and shall be made be available to the public, the Commission
and the European Data Protection Board.

EEAER LRTIEZR SR, TOREETE
FOBINT —HIREZERIC LRI N T
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FVILE #fFEL—HiE
CHAPTER VII CO-OPERATION AND CONSISTENCY

o LET
SECTION 1 CO-OPERATION

F55 & A
Article 55 Mutual assistance

1. BEHERIIIARIRIZ — B L 72 B8 CThifTR KON 572, BIEE RO AR &
HIERAEATH NE L L, RMICEEET 2 720 ORFE A 7 & LF T L2207z o
RN, FHESRICRHICLEE L 72 D MGERCEE T EICIR, FRTOR A & FH/TO a0
P A, MO PRABALAICEE L COERNRBEMEL T ER IR LR, o, 4L
PR IC X - THEEBONRIEIC BT 27 — 2 /MEEITRENEL L/ RtEr & 2581213 %
D% DHEPIRBUSSWTHERE L 722 < TER B 20,

1. Supervisory authorities shall provide each other relevant information and mutual assistance in
order to implement and apply this Regulation in a consistent manner, and shall put in place measures
for effective co-operation with one another. Mutual assistance shall cover, in particular, information
requests and supervisory measures, such as requests to carry out prior authorisations and
consultations, inspections and prompt information on the opening of cases and ensuing

developments where data subjects in several Member States are likely to be affected by processing
operations.

2. A EEREE 13t 5 DREHREES ) 5 OFERIZKT L, EROZHEN L EH R RET S LT
VERAETOEMEEZRLZ O L, ZOHMIX 1 »AxB20nb0lT5, 20
FEIIRFIC, ARFEEICH T > TOBEEROEGE. IR K U B %

ks L3I SE 570 OmfilEER ENEEND,

2. Each supervisory authority shall take all appropriate measures required to reply to the request of
another supervisory authority without delay and no later than one month after having received the
request. Such measures may include, in particular, the transmission of relevant information on the
course of an investigation or enforcement measures to bring about the cessation or prohibition of
processing operations contrary to this Regulation.

3. XIREGHEICIT, EREO ARRHEGEHB S, BELEFREGDLOET L, MYV DS
NFRIE, EFSNERFCE L TORMEPN L RETH D,

3. The request for assistance shall contain all the necessary information, including the purpose of the
request and reasons for the request. Information exchanged shall be used only in respect of the
matter for which it was requested.

4. SREF &2 T BRI, U TORAZREZOEFINKD 2 La2lio TIRbR
Uy,
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4. A supervisory authority to which a request for assistance is addressed may not refuse to comply
with it unless:

(a) SN Z ORI T 2 EHHEZ A S nEa, b LR

(a) it is not competent for the request; or

(b) ZEFEDNEFIZ K » TRBRIOBUEIZHRALT 2 WTREMEDN & 556
(b) compliance with the request would be incompatible with the provisions of this Regulation.

5. BEE AT - HEREBIIL, M OBEREERIC R L, ZORRS LIRS T, 4%

SRR D Z - BEEE ORITICH T 0 Bl U7- 53 ORI 288 L7 < TR B2 Uy,

5. The requested supervisory authority shall inform the requesting supervisory authority of the
results or, as the case may be, of the progress or the measures taken in order to meet the request by
the requesting supervisory authority.

6. EEHRBIT, MoOBEEE O RINERE, BT+ —~ v P2V, EFH

FRIZEL > TTE D RTEPNICRMIETINE DL T2,

6. Supervisory authorities shall supply the information requested by other supervisory authorities by
electronic means and within the shortest possible period of time, using a standardised format.

7. AR DOEFE 22T TT O W2 258 LT, BHAZFER L TIR 7220,
7. No fee shall be charged for any action taken following a request for mutual assistance.

8. ESBUHEEI ML T DEEERERIN O DR LV 1 » AD 9 bz IE Lo -4, ik L
ToREBEEE I3 51 Sc(DICHEV, MM EEMNIC TR EHEE LAY . 5 57 O FIEICHE
S THINT —ZR#EZE S IR TRL LD LT 5,

8. Where a supervisory authority does not act within one month on request of another supervisory
authority, the requesting supervisory authorities shall be competent to take a provisional measure on
the territory of its Member State in accordance with Article 51(1) and shall submit the matter to the
European Data Protection Board in accordance with the procedure referred to in Article 57.

9. éﬁﬁgwﬁm%@@ﬁﬁﬁwﬁ%%%%%%fﬁé%@&?50:@@Wi3&ﬂ%
AT B0, YEEEEEIIZOREICOWT, PRl AR T, Bz <K
M?—&%%ééé%;@%Méax_L%¢~%%®&¢5

9. The supervisory authority shall specify the period of validity of such provisional measure. This
period shall not exceed three months. The supervisory authority shall, without delay, communicate
those measures, with full reasons, to the European Data Protection Board and to the Commission.
10. RN ZEESIFIARELTRROMAESIEOFIEE 7 +—~ > b, BLO, BEHEAR L E -
IXEERERE L RN T — X RER B L O CEFITFEIC THERE T 58 @?M%
HARBZITE 6 HIZHERDFE T+ —~ v FEEDD LN TE D, b DFEMIZ

#éﬁ%i\%8%M®®%E$@1%0(%%%%5N%%®k¢50

10. The Commission may specify the format and procedures for mutual assistance referred to in this
article and the arrangements for the exchange of information by electronic means between
supervisory authorities, and between supervisory authorities and the European Data Protection Board,
in particular the standardised format referred to in paragraph 6. Those implementing acts shall be
adopted in accordance with the examination procedure referred to in Article 87(2).
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H56 F EE R DL ALEN]
Avrticle 56 Joint operations of supervisory authorities

LaEHE E M AR eE D T2 . BVEREBIE, Moo EIC I T 2 BB DR E S 7 A
PAN=H LT ALY v 7 L3RI, SR TCIRAME, mMblfE, TOMmOEEZ#BY T~

TbDETD,

1. In order to step up co-operation and mutual assistance, the supervisory authorities shall carry out
joint investigative tasks, joint enforcement measures and other joint operations, in which designated
members or staff from other Member States' supervisory authorities are involved.

2. BEONREICWED 7 —F ORREDPILIEZIZ L > TREEZT 2NN H 556,

T HINREOFEEMBNTLEITS U, RFEES £ 23R EERICSIT 2 ] &
A5, BEELATDEEKEIT. 2 SRE O EERE 2 i) 22 LR AL £
TFIEREREICSINEE D ~<HB L, ZhOIEERICSIMZ RO L BRI E R 22 < %

ST HNELDET D,

2. In cases where data subjects in several Member States are likely to be affected by processing
operations, a supervisory authority of each of those Member States shall have the right to participate
in the joint investigative tasks or joint operations, as appropriate. The competent supervisory
authority shall invite the supervisory authority of each of those Member States to take part in the
respective joint investigative tasks or joint operations and respond to the request of a supervisory
authority to participate in the operations without delay.

3. FEERSBIII BRI L LT, EMEICAIY | MR B DR T A2 1T 72 BT,
LRSI B D R E B D X =6 LT A Y v 7 ~HEES & & L PUTHE
N ET D HDVIT, FEREEEHRBEOENEORF T, MEEERED A =5 LL<
ZRAH > 71T, MR O EWNIEICE SV BITHEI TE O A2 5.2 2 b D &35,
ML BATHEIL, — T R FEEERREAD A N —6 LITAZ v 7 DIZ WS LE
ThHV ., TOEEIZESWTORTENFRETH D, MEEEEHED X o — L <IETR
Z oy 713, EREEEHRBEICK T DEWNEZIEST LR TIR B2V, ZOTEIOEEIT
FleEEHENE S bD LT 5,

3. Each supervisory authority may, as a host supervisory authority, in compliance with its own
national law, and with the seconding supervisory authority’s authorisation, confer executive powers,
including investigative tasks on the seconding supervisory authority’s members or staff involved in
joint operations or, in so far as the host supervisory authority’s law permits, allow the seconding
supervisory authority’s members or staff to exercise their executive powers in accordance with the
seconding supervisory authority’s law. Such executive powers may be exercised only under the
guidance and, as a rule, in the presence of members or staff from the host supervisory authority. The

seconding supervisory authority’'s members or staff shall be subject to the host supervisory
authority's national law. The host supervisory authority shall assume responsibility for their actions.

4. BEHEBIIRE OEEEIEB O BITICOWTRET & & 75,
4. Supervisory authorities shall lay down the practical aspects of specific co-operation actions.
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5. BEEREBANEE 2 THICE O HFE % 1 » HLUWNIZIESF L7aWiGE ., thoBEREEE 2 51

FITHE> TYZMBEEOENICB T 2 EEHELRL O LT D,

5. Where a supervisory authority does not comply within one month with the obligation laid down in
paragraph 2, the other supervisory authorities shall be competent to take a provisional measure on
the territory of its Member State in accordance with Article 51(1).

6. BVEHEERITE b I ED S EHBEOAMM 2RSS bo L35, ZOHMIL 3
r HEBA TR bR, YEEKEIZIZOREIZOWT, T4 72Bm &3z, Bl
SEINT —Z REERRB LORINERERITHEKEST S b0 L L, %57 RITBT 5 —HME

Db HIEMAICFERZRBIEDLI DO LT 5,

6. The supervisory authority shall specify the period of validity of a provisional measure referred to
in paragraph 5. This period shall not exceed three months. The supervisory authority shall, without
delay, communicate those measures, with full reasons, to the European Data Protection Board and to
the Commission and shall submit the matter in the mechanism referred to in Article 57.

H2H A
SECTION 2 CONSISTENCY

HB1 F& —HMDD S (1%

Avrticle 57 Consistency mechanism

46 ICED D BRI HHEB L OBINEESITAREICED D — B0 H 51

HEBUTCTHWMNIHIITREEDET B,

For the purposes set out in Article 46(1), the supervisory authorities shall co-operate with each other
and the Commission through the consistency mechanism as set out in this section.

58 & M T — 5 (REFRIZ L S IAHE
Article 58 Opinion by the European Data Protection Board

1. BEHEBANES 2 HOME 2 BRIRT DM, HizBrBE R IION T — 2 LR 2B LV

PR Z B SITRIREZBE L7221 TR B 7wy,

1. Before a supervisory authority adopts a measure referred to in paragraph 2, this supervisory
authority shall communicate the draft measure to the European Data Protection Board and the
Commission.

2. 1 HITED 285513, ENRORAEZBX LU FICET 2HEICH L TEM S

H2REHLDOTH D,

2. The obligation set out in paragraph 1 shall apply to a measure intended to produce legal effects
and which:
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(a) BEIMBEEOTFT —H ORBEE~OY G —E2AORMICET 20, & L IT4E

DATENZ B 57 — ZALPTEENC R 5 b D, 7203

(a) relates to processing activities which are related to the offering of goods or services to data
subjects in several Member States, or to the monitoring of their behaviour; or

(b) EU N CTOEAT —Z OB MBS KRR EELEZ D RERH D D, E72id
(b) may substantially affect the free movement of personal data within the Union; or

(©) % 34 KOIZHE- T, FHIEHROK R L R DNHEHO—FLOHRRE B+ b0, £z

=g

(c) aims at adopting a list of the processing operations subject to prior consultation pursuant to
Article 34(5); or

(D % 42 () DIEHET — X ESREOREEZ BIET L O, 720X

(d) aims to determine standard data protection clauses referred to in point (c) of Article 42(2); or

(&) %5 42 XQDOEKIFHEOB A HIEET D, £7213
(e) aims to authorise contractual clauses referred to in point (d) of Article 42(2); or

(O 5 43 SO EFROFPH THIRAIEEAEROEGEEZ BT b 0,
(f) aims to approve binding corporate rules within the meaning of Article 43.

3. BEHEBI E T I3RNT — 2 IR R BT, FrCETEREBIN S 2 O RE 22 H L722 v
Brer. b L<IXE 55 RICHE U A SR £ 721355 56 SR LFIZEFITHRTT 2 BH 2 AT L

RWGEIZ, TOFEGE B0 H DA BNTHINT D L9 RDDHZENTE D,

3. Any supervisory authority or the European Data Protection Board may request that any matter
shall be dealt with in the consistency mechanism, in particular where a supervisory authority does
not submit a draft measure referred to in paragraph 2 or does not comply with the obligations for
mutual assistance in accordance with Article 55 or for joint operations in accordance with Article 56.
4. AP AZ EfHE»S—H L THREICETT 5720, BINEERIT—BMOH D045 H

WTHERBIZHLT DL 9RKDDZENTE D,
4. In order to ensure correct and consistent application of this Regulation, the Commission may

request that any matter shall be dealt with in the consistency mechanism.
5. BB LUOBMMERRIT, ZNOLOHEICHTL2FEOEE, XIREL L ORILE
BT 2k Z . BEIDLNL, FELT7 +—~ v P2 AV, EFBFEIC K - THEfET

EbDLT D,
5. Supervisory authorities and the Commission shall electronically communicate any relevant

information, including as the case may be a summary of the facts, the draft measure, and the grounds
which make the enactment of such measure necessary, using a standardised format.

6. BKINT — 2 R#EZBDOZEBRIIFEENL T +—~ v FEAV, BRIEBEZLALEETO
BlHE A . BINT — 2 (REZ B2 O AR LU EZEERITH L, HEBIZE TR
ERHWCTEMT AR b0 LTS5, ZERIIVLEIST, TNUOIZET 2 IEHROFIR % 2
L2 TR B R0,
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6. The chair of the European Data Protection Board shall immediately electronically inform the
members of the European Data Protection Board and the Commission of any relevant information
which has been communicated to it, using a standardised format. The chair of the European Data
Protection Board shall provide translations of relevant information, where necessary.

7. BT — 2 RELZ BRI, MKB OB L8RP H o256, b L<IEE 5 HIC
KOS BEERAZHEL TS 1 AEONICEBRES L IZRRMNEES NS EHE 22

A, UREHICxT o RMEART LD LT 5, ZDORMIZHOWVTIE, BRMNT—
S UREZ B SER B ORI L ABRICED 1 » HUAIERIRS N2 R&E b0 LT 5,

ZEEIFIRWICIS U, 5 1 HB L O 3 THOBEERE EMINEE S B L O 51 RICBIT 5
FHEEESBIIC T L, U MNICE O A a il LARTRELD LT 5,

7.The European Data Protection Board shall issue an opinion on the matter, if the European Data
Protection Board so decides by simple majority of its members or any supervisory authority or the
Commission so requests within one week after the relevant information has been provided according
to paragraph 5. The opinion shall be adopted within one month by simple majority of the members
of the European Data Protection Board. The chair of the European Data Protection Board shall
inform, without undue delay, the supervisory authority referred to, as the case may be, in paragraphs
1 and 3, the Commission and the supervisory authority competent under Article 51 of the opinion
and make it public.

8. 5 1 HOEEWEIR L OV 51 KICBIT 2 EEEMEA AT 2 BVEHBIIX. WINT — & (i
ZRBORMGEBRIIANN, BINT — 2 REZBEROERRE LY ORMOEHRNH ST
D 2 FEROWIZ, Szt R B OMERF b L ITHEZAT 2 0 ED, ETBUER DXf
REND DHAIC i%n% L7 +—~ v FEHAV, BEFHFEICL > TRINT —%
RELZBSOZBRBLUOMMEERICH L, BAT & LT 5,

8. The supervisory authority referred to in paragraph 1 and the supervisory authority competent
under Article 51 shall take account of the opinion of the European Data Protection Board and shall
within two weeks after the information on the opinion by the chair of the European Data Protection
Board, electronically communicate to the chair of the European Data Protection Board and to the
Commission whether it maintains or amends its draft measure and, if any, the amended draft
measure, using a standardised format.

FH59 = MMNZERRIE L S I2HF
Avrticle 59 Opinion by the Commission

1. A Z EfE»H>— B L CHEFEICEA S TS0 58 b RICESWTHENZEZINT
X0 10BN, b LIIRETHE 61 SOFEFN G 6 MELANIZ, FINEESITE 58

b LIEE 61 FRICHEASWTRE SN FE~D RMETIRT HZ LN TX 5,

1. Within ten weeks after a matter has been raised under Article 58, or at the latest within six weeks
in the case of Article 61, the Commission may adopt, in order to ensure correct and consistent
application of this Regulation, an opinion in relation to matters raised pursuant to Articles 58 or 61.

2. % 1 I THINEB 2D AR Z BRI L7256, 200 2 BB RSB IIRN 2 B 2 0 S
ERRIICHE L. AIREOHER S L IFUEDOEM ZRINE B 2B L UBIN T — 7 fk#
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ZERTR L TlE L22THIER B0,

2. Where the Commission has adopted an opinion in accordance with paragraph 1, the supervisory
authority concerned shall take utmost account of the Commission’s opinion and inform the
Commission and the European Data Protection Board whether it intends to maintain or amend its
draft measure.

3. % 1 HOMMIL, BB REZERIRL T buy,

3. During the period referred to in paragraph 1, the draft measure shall not be adopted by the
supervisory authority.

4. BHEEREAPEMNEZE BRSO RMBIZEMNIZED R WS, SiERIIRINEE S X
OBINT —Z REZE R L. & 1 HOBMANIC@M 2TV, T OB EZRRT 5 &

bOLET D, ZOHE. FIZ1HOMIFRELTRINT 5 2 LT TE R0,

4. Where the supervisory authority concerned intends not to follow the opinion of the Commission,
it shall inform the Commission and the European Data Protection Board thereof within the period
referred to in paragraph 1 and provide a justification. In this case the draft measure shall not be
adopted for one further month.

F60 £ HFEDUS
Acrticle 60 Suspension of a draft measure

1. % 59 R@OEME N R EN T 1 7 AUAIZ, $FREIC & o TARBAIDN EfED e
WCHEA SN D0MZO0 T b LITZDORREIC L - TABAID M Sh 5 Atz o
T, BINZBSBRZ G 2N TO 2 5E121E, 5 58 (DB LU 61 £@ICh-> T
LIRS L CTHE L OBLEN BN T — Z REZ B 2N AT LI R Z BRI AL, 4
BB B R R OBRIR A IE W T2 K 5 KD 21l O e R 2 BRIRT 5 Z LR TE %,
fEi4c 59 DEMEZ 1 » AL, ®IRBIC L > TZ OHAIDHEFIZIE L < #H S5 b,
JIFELLHEHENT, fRELTBEORWEHA L2508 5 o0 T, BRINER
BNRA RS EZ B OBE T, FTiLDZ L E2THTEOICBELEON D HEITIE, FINE
BRIEE 58 R(DKVE 61 F@IZHE» TN T — X R#EZ BN RIT LI AMREBE L.,
BEEREBAD R R B OBRIRZ R T2 L 91Tk D, BHEMZRIEZ IR L TEu,

1. Within one month after the communication referred to in Article 59(4), and where the
Commission has serious doubts as to whether the draft measure would ensure the correct application
of this Regulation or would otherwise result in its inconsistent application, the Commission may
adopt a reasoned decision requiring the supervisory authority to suspend the adoption of the draft
measure, taking into account the opinion issued by the European Data Protection Board pursuant to
Avrticle 58(7) or Article 61(2), where it appears necessary in order to:

(@ b LEEAREE B 2561003, BEHEL L OBINT — 2 REZB R T 2 R

D—HEKD, £/

(a) reconcile the diverging positions of the supervisory authority and the European Data Protection
Board, if this still appears to be possible; or
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(b) % 62 Zk(D(a) 5T HE U CTHIE Z BRIT 2,
(b) adopt a measure pursuant to point (a) of Article 62(1).

2. WINZB=IIREHIMZEORIE R 6, oML 12 » A 2B TTR 5720,
The Commission shall specify the duration of the suspension which shall not exceed 12 months.

3. F2HOWIMIT, BEEEBIIIREZTINT 2 Z LITTE 2R,
During the period referred to in paragraph 2, the supervisory authority may not adopt the draft
measure.

F 6L EEZIFDFIE
Acrticle 61 Urgency procedure

1. BISN 7R & LT, BN T — % O RE ORI 2 R#E T 5 ECREET DG
INLBETZ L R 5E . FRCT — 2 OXREDBUEDIRWNED D Z & THERITTIEN K&
T on25E. ERFZRAANFEZERET 5720, b LATZNLSOBEAEDY;
BT, 3 B8 LDOTFIAN G U 7e FB A v, BESEMERI IR E O WM O A 2h 7 i
ELELEGICRIRT 5L TE D, UEEHEIZIINLOHEICONT, 2 ToHE%E
WA WNT — 2 REEBERB LOMINEERITH L TR 2 Eg T T bD LT 25,

RN T — # ORREFE DRI EF DT DOICBB2ORIEN VLI LB 2 D856, FrIBEF
DIRBLDZEENZ L > TT—FZ ORGREDOREDITHENE LSBT ML RN H D & 57
BISMPRDLUZ I W TIR, ZRZRAFGE & BT D720, XIIMOFEH T, FS: 58 OFIEN
LOBmBIZ LV | BEEEEILS DR EOHIM O A2 22 B EHE 2 B HIZHRIR L TR,
BEEMERIIZ Z N b D EIZOWT, +a B A IR TR R BN T — 2 RifZ 85

UM ZE ST L 22T T2 5720,

1. In exceptional circumstances, where a supervisory authority considers that there is an urgent need
to act in order to protect the interests of data subjects, in particular when the danger exists that the
enforcement of a right of a data subject could be considerably impeded by means of an alteration of
the existing state or for averting major disadvantages or for other reasons, by way of derogation from
the procedure referred to in Article 58, it may immediately adopt provisional measures with a
specified period of validity. The supervisory authority shall, without delay, communicate those
measures, with full reasons, to the European Data Protection Board and to the Commission.

2. BEEBINE 1 TS B A IY | Z OBREKIEE ORIRNEQNEIL LB X 55
A BEHEEOBRMOHEMZZ 0, MINT — 2 IREZB SO MNP ETNLETH 5 BH
IR L, TORGRRMERD D ZENTE D,

2. Where a supervisory authority has taken a measure pursuant to paragraph 1 and considers that
final measures need urgently be adopted, it may request an urgent opinion of the European Data

Protection Board, giving reasons for requesting such opinion, including for the urgency of final
measures.

3. FT— X ORBHEORNEHE T DT OICBRAOIEN LB/ R N FICB W CEEEE AT 5
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3. Any supervisory authority may request an urgent opinion where the competent supervisory
authority has not taken an appropriate measure in a situation where there is an urgent need to act, in
order to protect the interests of data subjects, giving reasons for requesting such opinion, including
for the urgent need to act.

4. % 58 R(DOBUEIZ L BIRVASE 2 THIS LU 3 HOBRRR LML, W T — 2 (ki

ZES OB OEMEZEI L 28RN 0 2 BRAUANICERS L b0 & T 5,

4. By derogation from Article 58(7), an urgent opinion referred to in paragraphs 2 and 3 of this
Article shall be adopted within two weeks by simple majority of the members of the European Data
Protection Board.

62 F& FEWIETT
Article 62 Implementing acts

1. BONZEESIZUL T O AR CEMETHZRINT 5 2 LB TE 5,

1. The Commission may adopt implementing acts for:

(@) % 60 (ICHt» CTHEBI 2B NEIR SN L VW o e, b L ITETEHBEI N AR L %
FEHET B 59 RITHE » THRIRS N BINE B2 O AR 5 B 220 & & L 5% 23
ALV FRIZONT, 2 58 5t h L <IEEB 61 FRITih o 7o BB & 3EfE & 52 1)
T, AHRIO AR & BRI IEfEREH 2 IR ET D720

(a) deciding on the correct application of this Regulation in accordance with its objectives and
requirements in relation to matters communicated by supervisory authorities pursuant to Article 58
or 61, concerning a matter in relation to which a reasoned decision has been adopted pursuant to
Avrticle 60(1), or concerning a matter in relation to which a supervisory authority does not submit a

draft measure and that supervisory authority has indicated that it does not intend to follow the
opinion of the Commission adopted pursuant to Article 59;

(b5 58 (D DIENET — 7 (RFESFHERE ~ — R ZLMEZ b O b D& LTART DD

WTC, 59 R()DOHIBMNICIRET B 720

(b) deciding, within the period referred to in Article 59(1), whether it declares draft standard data
protection clauses referred to in point (d) of Article 58(2), as having general validity;

(o) AEHIiCEDLIEAMHBEOHEADTZDD 7 +—~v N FIREZR/ET 5720

(c) specifying the format and procedures for the application of the consistency mechanism referred
to in this section;

(d) BB RRAMF KO BTEHEI L RRIN T — X (REZE R L O TEFNFEICTHERZ R
BT LBEORR D, FFIZH 58 5:(5), OB LV®)DIFERET +—~ v NERET L7729

IID DOEMETHIL, H 87 FQ)DFEAETFIAINE > TR I NRTFIUTR B0,
(d) specifying the arrangements for the exchange of information by electronic means between
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supervisory authorities, and between supervisory authorities and the European Data Protection Board,
in particular the standardised format referred to in Article 58(5), (6) and (8).

Those implementing acts shall be adopted in accordance with the examination procedure referred to
in Article 87(2).

2. HE1H@FOFEFICET 27 —F OMREHEOFRICEH L., RLEH/RVEEMELZ R IE
YR B 255 N ZE B 135 87 5B D FIEIZHE - T2 i85 722 T 1EAT % % £

RIRETHDLT D, ZNOHDIEIT 12 » AEZBARWHEHTHNA/RT 20D LT D,
2. On duly justified imperative grounds of urgency relating to the interests of data subjects in the
cases referred to in point (a) of paragraph 1, the Commission shall adopt immediately applicable
implementing acts in accordance with the procedure referred to in Article 87(3). Those acts shall
remain in force for a period not exceeding 12 months.

3. AilCR T 2HEO KNS L IFHRIRL, BUNEZEBRDPRAMNTE SO TR LI T O

OHEZBRIBT 5L O TIER,

3. The absence or adoption of a measure under this Section does not prejudice any other measure by
the Commission under the Treaties.

63 & HiT
Article 63 Enforcement

1. AHANCBW T, — N E O BRI L AEMICHYTRTRE R 5@ 1L, B+ 58T

MEEICBNTHITEN DI NE D LT D,

1. For the purposes of this Regulation, an enforceable measure of the supervisory authority of one
Member State shall be enforced in all Member States concerned.

2. BERERINES 58 (DO GONTER L CREG MBI IR B A IRIN Lo e e, 4
ZETE B O RN EITIERICH DD OPUT A RE & 1T B 7R,

2. Where a supervisory authority does not submit a draft measure to the consistency mechanism in

breach of Article 58(1) to (5), the measure of the supervisory authority shall not be legally valid and
enforceable.

5 3H BT — 2 RELRR S
SECTION 3 EUROPEAN DATA PROTECTION BOARD

64 F M7 —# (REZHZ
Article 64 European Data Protection Board

1. ABBRNC & o TEINT — 2 REZ B R ETRLT D,
1. A European Data Protection Board is hereby set up.
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2. BT — 2 LR BT, FMEEPOBRH S 1 BEEREOR & WNT — 7 (ki
BEHETHESNDbD LT D,

2. The European Data Protection Board shall be composed of the head of one supervisory authority
of each Member State and of the European Data Protection Supervisor.
3. AHHANCES < BUEHE A OBEEIZER L, H2MBEEIZIBWT 2 DL Lo BEEEI 3 Y

THGG, TAOHEED S b1 OO EL, KRAREXEZL L UEHRT2b0 LT 5,
3. Where in a Member State more than one supervisory authority is responsible for monitoring the

application of the provisions pursuant to this Regulation, they shall nominate the head of one of
those supervisory authorities as joint representative.

4. BMZEZITINT — Z REZ B DOIEHE L OIS T 2R 2 AT REbD L
L. RERELZEET 20D LT 5, BINT -2 REZEROZERIT. BT —FRi#EZE

BEOREHIZHOVWTEER KINZERIZBEMT T b0 LT 5,

4. The Commission shall have the right to participate in the activities and meetings of the European
Data Protection Board and shall designate a representative. The chair of the European Data
Protection Board shall, without delay, inform the Commission on all activities of the European Data
Protection Board.

#65 F& st
Avrticle 65 Independence

1. BRI T — Z R#EEE RIS 66 5B L OV 67 RIih» CEDOEB 2 XTI DI, M
SNICATENI T RE D ET 5,

1. The European Data Protection Board shall act independently when exercising its tasks pursuant to

Articles 66 and 67.

2. BT — 2 REZERIL. 566 &F 1 HO) 5B LU 2 HOMINEERIC L 52Kk %E
BT o< BODEBEZTT O, B DEREZRDOILY, ZORRICHE- 2

DL TIXR B0,

2. Without prejudice to requests by the Commission referred to in point (b) of paragraph 1 and in
paragraph 2 of Article 66, the European Data Protection Board shall, in the performance of its tasks,
neither seek nor take instructions from anybody.

#66 £ M7 — 5 (REFEDD S X2
Avrticle 66 Tasks of the European Data Protection Board

1L BKINT — 2 REZERIT, AHAO—B LEERZHERbOLTL20b0ET D, 20
BREDT, MIMNT =2 R#EEZERITELOEES LIIINEER D DOEFEFIT T, RS
DTz~ boLtds,

1. The European Data Protection Board shall ensure the consistent application of this Regulation. To
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this effect, the European Data Protection Board shall, on its own initiative or at the request of the
Commission, in particular:

(@) HAENDEANT —Z ORFEICH T HH 6P 2B L TEINEBRICBE%21TH. £
OREIZIT, ABANS T 2 UWERRFEN G END,

(a) advise the Commission on any issue related to the protection of personal data in the Union,
including on any proposed amendment of this Regulation;

(b) BFMINT, AL N=0DOEFET, b LUIBIMNEB SN S OEFEIC T, ABLAIO#H
IZHED D EEM A L, AHAO—E LM 2 RET 57201, BEEHEICR LTl A
KZA42, 25, BLXORERFEHEZAET S,

(b) examine, on its own initiative or on request of one of its members or on request of the
Commission, any question covering the application of this Regulation and issue guidelines,
recommendations and best practices addressed to the supervisory authorities in order to encourage
consistent application of this Regulation;

W) ZDHARTA 2 5, BIOKRRFFHOERMRBEHAFMML., ZhHIZONT
EHRNCRRNEZEB S IT]ET D,

(c) review the practical application of the guidelines, recommendations and best practices referred to
in point (b) and report regularly to the Commission on these;

(d) % b7 FOEAVEREREITHE, BEHBEOWRERITH L TREZIE~S,

(d) issue opinions on draft decisions of supervisory authorities pursuant to the consistency
mechanism referred to in Article 57;

(o) BB REBAM D, “FM b L < IFEEEEBAR O B A NS R R A 72 1 s K OVEB Il D 52
et %,

(e) promote the co-operation and the effective bilateral and multilateral exchange of information and
practices between the supervisory authorities;
() BEEWREM O, F2@ERsa I3 =ES L ITEBEHE & o, B FIHEm & HE

LM e RS 2,
(f) promote common training programmes and facilitate personnel exchanges between the

supervisory authorities, as well as, where appropriate, with the supervisory authorities of third
countries or of international organisations;

() HRPOT — 2 REEEWE L OM D, 7 — Z R T 2 IEARCEB AN BT 2 5k
MOXLFEORZWEHEES D,

(g) promote the exchange of knowledge and documentation on data protection legislation and
practice with data protection supervisory authorities worldwide.

2. RMZEBEDBRINT — X R#EZ B 20D OIS 2RO D56, £ OFE O BRAMEE MG
L7z BT, 2O ICHEHREZED D Z LN TE D,

2. Where the Commission requests advice from the European Data Protection Board, it may lay out a

time limit within which the European Data Protection Board shall provide such advice, taking into
account the urgency of the matter.

3. BT — 2 RZ B RIIFINEE R B L OH 8T ROZERIIK L. ADDRME, A F

156



TAv, BE BIORRBRFHZEML, AFHTREbD LT 5,

3. The European Data Protection Board shall forward its opinions, guidelines, recommendations, and
best practices to the Commission and to the committee referred to in Article 87 and make them
public.

4. BMEZEZIZT, BINT — 2 REZERIC LV SRR, A R0 /5. B
Ve BRGNS TR 7exf IS &2 BINT — 2 R BRIC@T 5 b0 &5,

4. The Commission shall inform the European Data Protection Board of the action it has taken

following the opinions, guidelines, recommendations and best practices issued by the European Data
Protection Board.

HOT 5 R
Avrticle 67 Reports

1. W7 — 2 (R Z B2 TEWI OB, BONEBRRICH LA EODE@F%%%&&*@“
D0 ET 5, INEGREIOE =FHICBIT 5, E%J\OD%%%J:U@U\T—&O)Q

BT 2RUICOVWTOERREELZRET 2D LT L, TOWEEFIZIT, & 66 5%
WDEBOHTA RTA 2 5, I & U B S 0 5 7058 Cﬁeﬁﬁ"éﬁ&%%aiﬁ%ODE
BN

1. The European Data Protection Board shall regularly and timely inform the Commission about the
outcome of its activities. It shall draw up an annual report on the situation regarding the protection of
natural persons with regard to the processing of personal data in the Union and in third countries.
The report shall include the review of the practical application of the guidelines, recommendations
and best practices referred to in point (c) of Article 66(1).

2. WEITAO L, BMEES. BN ERB L OMMNEAERITRESND D LT 5,

2. The report shall be made public and transmitted to the European Parliament, the Council and the
Commission.

#68 X FlE
Article 68 Procedure

L BINT — 2 RER BRI Z OB O BMEHIZ L > TEFERT OO LT 5,

1. The European Data Protection Board shall take decisions by a simple majority of its members.

2. BRINT — X R E DT TIAICET 2 ME ORAZEIR L, B S OEAWEZ WK T D
HO LT D, FFIC, BTN UINTZ5A. b L IR EDEHT L7256 Ok
BZAT, FEOMEEIT 7 ¥ —IZET 2 7 7N —T DN, BLOE 57 50 E

PEFSAR BT 2 FIHA T 2 b D &5,

2. The European Data Protection Board shall adopt its own rules of procedure and organise its own
operational arrangements. In particular, it shall provide for the continuation of exercising duties
when a member’s term of office expires or a member resigns, for the establishment of subgroups for
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specific issues or sectors and for its procedures in relation to the consistency mechanism referred to
in Article 57.

69 £ ZTHE
Article 69 Chair

L BINT — 2 REZ BRI BT N6 ZAR 1A B L ORIZAR 24 2R HT 550
3%, RMEEREDI S 1 413, ZARICEMESNTOWRWIRY | BINT —Z (REEEEH

TRTIUTZR B0,
1. The European Data Protection Board shall elect a chair and two deputy chairpersons from

amongst its members. One deputy chairperson shall be the European Data Protection Supervisor,
unless he or she has been elected chair.

2. ZERBIVRIZEROMEMIISFL L, EHAREL T 5,

2. The term of office of the chair and of the deputy chairpersons shall be five years and be
renewable.

FH10 £ FERDWHF
Article 70 Tasks of the chair

1. ZERBUTOBHZE S bD LT 5,
1. The chair shall have the following tasks:

(@ BINT— 2 RiELZERSH LML L. WEE YT 2,

(a) to convene the meetings of the European Data Protection Board and prepare its agenda;

(b) BRI T — 2 {RFEZ B 2 OME ., 2 57 ROBEEVEHREIC BT 2B 4| #3212y
ZIETT %,

(b) to ensure the timely fulfilment of the tasks of the European Data Protection Board, in particular
in relation to the consistency mechanism referred to in Article 57.

2. BT — 2 IR#ELZAERIT. ZERBIVRIZEROBHEICOWTEZESFIAICET 5H

HIOFTED DD ET D,

2. The European Data Protection Board shall lay down the attribution of tasks between the chair and
the deputy chairpersons in its rules of procedure.

F11 5 FiFE

Article 71 Secretariat

1 BKINT — 2 REZERITFFREAT 20D ET 5, BRMNT — X IREEEE® L OFEE
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1. The European Data Protection Board shall have a secretariat. The European Data Protection
Supervisor shall provide that secretariat.

2. FHERIFIZBEROFE RO T, BINT — 2 REEZBSITHR), EEE AR L OME %
BRI IR 5 b0 L35,

2. The secretariat shall provide analytical, administrative and logistical support to the European Data
Protection Board under the direction of the chair.

3. FHEL, FFICUTICOWTEEEZAI bDOLET D,
3. The secretariat shall be responsible in particular for:

(@) BINT — 2 Ri#EZEE 2D H % D¥ER
(a) the day-to-day business of the European Data Protection Board:;

(b) W7 — 2 friZ B2 Ok A, RERRL LOBMNERXFOMER, I XM

N AT T O

(b) the communication between the members of the European Data Protection Board, its chair and
the Commission and for communication with other institutions and the public;

(o) WIS KL OSMER & DERFIZ I 1T 2 EFHIFEDOFIH

(c) the use of electronic means for the internal and external communication;

(d) BT HOFIRR

(d) the translation of relevant information;

(&) FRINT — 2 REZBZOZHFEH B L7+ —7 v 7,
(e) the preparation and follow-up of the meetings of the European Data Protection Board;

O BINT — 2 REZBRDPEIR LT T L O OMSCEOUENR, 25278 5 NTHAT

(f) the preparation, drafting and publication of opinions and other texts adopted by the European
Data Protection Board.

B2 F TREH
Avrticle 72 Confidentiality

1. BINT —Z (RiER B A T Okm I &35,

1. The discussions of the European Data Protection Board shall be confidential.

CBRINT = A REREE SO, R, BLXOE EFHEONREFICI VRSN
13 INFEESHAIEC) No 1049/2001 I SWTERFAINEG 2 b b0, b L < I3k

T — 2 REZEB R —RIZABR LRWIRY | #8575,

2. Documents submitted to members of the European Data Protection Board, experts and
representatives of third parties shall be confidential, unless access is granted to those documents in
accordance with Regulation (EC) No 1049/2001 or the European Data Protection Board otherwise
makes them public.
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3. W7 — 2 R Z B O B O BTN 2, HFRE O =FHEAOREIL, K
RICED D TMEHZIATT DL oRKOOND, ZERIT, HMFEEL L OE =FHEON
FHIZ, BOIZHE DN SRS B IOV THREEICRA SR T T 5720,

3. The members of the European Data Protection Board, as well as experts and representatives of
third parties, shall be required to respect the confidentiality obligations set out in this Article. The

chair shall ensure that experts and representatives of third parties are made aware of the
confidentiality requirements imposed upon them.

BVIIE KF, BNRER LCHBEE
CHAPTER VIII REMEDIES, LIABILITY AND SANCTIONS

FH13 Z ETEREFT~ DR L L TOHEF
Article 73 Right to lodge a complaint with a supervisory authority

1. K7 — X OX58EIL. BHOIZET AT —X OLEPABRANHELL TV W EE XD
A, T ELIIFERFEERIET 2 2 L2 < . INBEEOEEHEBIC T L CARIRE B LAz
THHEREETDHHDET 5,

1. Without prejudice to any other administrative or judicial remedy, every data subject shall have the
right to lodge a complaint with a supervisory authority in any Member State if they consider that the
processing of personal data relating to them does not comply with this Regulation.

2. ANT =2 OURGEICET 27 — 2 OXREOHERN LRIF e R#ET D L2 BEEL, K
[l OIEAIZHE U T YN S AV HIR, BRI S L IA 1R, AT —Z 0Lz L -
TABRANCB T 27 —F OXZREOHNPRESNTZEEZL25E. 14U LOT—2 Oxt
LHEOREE LT, YZMBEOEERBIIN L TRREHA LELTOHMEZAT 20D L
T %,

2. Any body, organisation or association which aims to protect data subjects’ rights and interests
concerning the protection of their personal data and has been properly constituted according to the
law of a Member State shall have the right to lodge a complaint with a supervisory authority in any
Member State on behalf of one or more data subjects if it considers that a data subject’s rights under
this Regulation have been infringed as a result of the processing of personal data.

3. % 2 HOMK, #E S L ITMAIE, AT —ZORENELCLLEZEZDHEITIE. 7

— X OXREFE DA LTI, SEEINEE ORI L CRIRE B LT OHERI 2 f

THLDOET D,

3. Independently of a data subject's complaint, any body, organisation or association referred to in
paragraph 2 shall have the right to lodge a complaint with a supervisory authority in any Member
State, if it considers that a personal data breach has occurred.

T4 F BAERERICN) L T al ik & 5K 60 & HEFY
Avrticle 74 Right to a judicial remedy against a supervisory authority
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ORI EAETOLD LT D,

1. Each natural or legal person shall have the right to a judicial remedy against decisions of a
supervisory authority concerning them.

2. BT — X ORBEHEIL, HOLOMHFEZER#ET S ETCHERREN LRI, b LITHE
52 25(1)(b) I F1F B RARNZ K B HERRIR I F 72138 1233 » HUUWNIZT — % O%I$RE 2@
SN TN EDRRRIZEESN T, BRI 3t IE 2 BB 11T D FlNERGE % R D 5 HEF]

EHTHbDET D,

2. Each data subject shall have the right to a judicial remedy obliging the supervisory authority to act
on a complaint in the absence of a decision necessary to protect their rights, or where the supervisory
authority does not inform the data subject within three months on the progress or outcome of the
complaint pursuant to point (b) of Article 52(1).

3. BEHEBIIT R 2 AR, BB NEE T DM E O HFTICRE SN b D & T 5,
3. Proceedings against a supervisory authority shall be brought before the courts of the Member
State where the supervisory authority is established.

4. BONPEETHETIE R Mo MEEOBEEEBEOIRE I ELZ T 57T — 2 Ox4
B, YR ~OFEEZ AT 2B E OB BRI L TH ORI L L THFRTF

frE 2o Lo, BOOERMAEOEEEEICKRD D Z LT 5,

4. A data subject which is concerned by a decision of a supervisory authority in another Member
State than where the data subject has its habitual residence, may request the supervisory authority of
the Member State where it has its habitual residence to bring proceedings on its behalf against the
competent supervisory authority in the other Member State.

5. MNBENIARFIZTIT DFHFTI LD AR EZBITT 20D LT 5,
5. The Member States shall enforce final decisions by the courts referred to in this Article.

FT5F BEHE S L < 1THPIE TS L T rfERGRF & K0 S HEF)
Article 75 Right to a judicial remedy against a controller or processor

1. 3 73 FOEEEE~ORRE LI TOHRNZETedHh 6D DITRRFE 2 BT 52 L
<O BBEARNT. AHANCHEC2WEANT — % ORERIZ L > TARBANZES < B & DOHEFR]
WREINTEEZ DA, AHERFEZROLENEZAT 2D ET 2,

1. Without prejudice to any available administrative remedy, including the right to lodge a complaint
with a supervisory authority as referred to in Article 73, every natural person shall have the right to a
judicial remedy if they consider that their rights under this Regulation have been infringed as a result
of the processing of their personal data in non-compliance with this Regulation.

2. BEE ETITRBE TR T DA, EHE S U ITABE D iRk 2 AT 5B EIC T
BEINDINETLDLT D, BHEDAMENZATHEST 20MEBETHL LG ERE . Uik
Fna T — 2 ORMGENMEE S MBEEICTRE L TH R,
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2. Proceedings against a controller or a processor shall be brought before the courts of the Member
State where the controller or processor has an establishment. Alternatively, such proceedings may be
brought before the courts of the Member State where the data subject has its habitual residence,
unless the controller is a public authority acting in the exercise of its public powers.

3. [FAERDOFEE R E F 72X ERBE T D FFANE 58 KOSV T HIRSAT TH
DHO. F—H ORGHE OWR LR S LT, BP0 IO R E BT LT
ERWVIEERADGEZRE . BHFTFRERE T2 LR TE 5.

3. Where proceedings are pending in the consistency mechanism referred to in Article 58, which
concern the same measure, decision or practice, a court may suspend the proceedings brought before

it, except where the urgency of the matter for the protection of the data subject's rights does not
allow to wait for the outcome of the procedure in the consistency mechanism.

4. MEENITIARZIZB T 2HHFTNC X 2R ZBIT T 26D L5,
4. The Member States shall enforce final decisions by the courts referred to in this Article.

16 £ Fral Fe DL
Article 76 Common rules for court proceedings

1. 73 QDR B S L ITHAIE. 1 4L EoF—2 oxt8E oL L TH 74,
75 ORI ZATHET DR 2 BT 5D 95,

1. Any body, organisation or association referred to in Article 73(2) shall have the right to exercise
the rights referred to in Articles 74 and 75 on behalf of one or more data subjects.

2. HEEMEIL, ABHNCBT DBEDREIT. b LITEERICET 2EAT — 2 Ri#ED
MEREEOTOIZ, ENTFHRE 2R FREEZTHNZAT2bDET 2,

2. Each supervisory authority shall have the right to engage in legal proceedings and bring an action
to court, in order to enforce the provisions of this Regulation or to ensure consistency of the
protection of personal data within the Union.

3. MRENC TEEE 24T 2HHP . MEEICS W THATHRRPRBESN TS LET
LS RBHN D 556, UEEHPT I U2 E O G B P O 2 Y | WATRRES
DA OV THER T NEbD LT D,

3. Where a competent court of a Member State has reasonable grounds to believe that parallel
proceedings are being conducted in another Member State, it shall contact the competent court in the
other Member State to confirm the existence of such parallel proceedings.

4. 5 OIMEENC CRIBROHE, TRE F 721X EMIZ B D 2 WATHRA D 22 STV D54,
FHFTI LR 2kl T2 N TE D,

4. Where such parallel proceedings in another Member State concern the same measure, decision or
practice, the court may suspend the proceedings.

5. MAENZ, FEHE, HOPIWRRFONSZITI LHOREINTEE, BLUOERS
FIAE DO E 2 2 FE %2 B SHIES 2 ENIEO T CREICERIRT 5 720 OFFR 2 i 2 7 F& %
RN T D MER B D,
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5. Member States shall ensure that court actions available under national law allow for the rapid

adoption of measures including interim measures, designed to terminate any alleged infringement
and to prevent any further impairment of the interests involved.

FIT & JHE & 5217 3 HEF & LI BT
Article 77 Right to compensation and liability

1. EEROFEES L IZARANCES LRVWEBI O RIC LV IEELZ T -F13. =T
FHREICHL, FEED LIYEEELSI SR LEREE» O EHE 22 DM 24

THHLDET D,

1. Any person who has suffered damage as a result of an unlawful processing operation or of an
action incompatible with this Regulation shall have the right to receive compensation from the
controller or the processor for the damage suffered.

2. MR 2 NUL EOERE S L IFEEDRE ST 256, FEHE S L I3
IR ERBU ST EH T EEA D bD LT D,

2. Where more than one controller or processor is involved in the processing, each controller or
processor shall be jointly and severally liable for the entire amount of the damage.

3. BHED LIFREENZDOBREL S| EEZ LIFRITH L TEENSRW D & ZFE T

D%, AFEEZTO—HE LIFETOENEEZ RN,

3. The controller or the processor may be exempted from this liability, in whole or in part, if the
controller or the processor proves that they are not responsible for the event giving rise to the
damage.

18 F FiA)
Article 78 Penalties

1RENT, BT EREDRREE /LT L2ERB WD R - 725, AHANZBIT 55
HIEN L7e A B 282 €0, T OB ERICHITIND & 5 BERETOH
BEERLbD LT D, TORNANIZNR, S SEIER TRITNIER 57220,

1. Member States shall lay down the rules on penalties, applicable to infringements of the provisions
of this Regulation and shall take all measures necessary to ensure that they are implemented,
including where the controller did not comply with the obligation to designate a representative. The
penalties provided for must be effective, proportionate and dissuasive.

2. FHEDPREEZRE L TV L5EE, TOHANIAERFITHEA SN D NS D LD,
ZOHEEICEHE T 82 BB T 5 2 Lidrn,
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2. Where the controller has established a representative, any penalties shall be applied to the
representative, without prejudice to any penalties which could be initiated against the controller.

3. BMMAENTE 1 HICHE > CTRENAICER L2 2B REICOWTRE THH 91 51
EDLIHMBETIE, ZLTUZRINGICHELY 5 X DYWEICO W TELERL . BRINEES
W LTl NE b0 L5,

3. Each Member State shall notify to the Commission those provisions of its law which it adopts
pursuant to paragraph 1, by the date specified in Article 91(2) at the latest and, without delay, any
subsequent amendment affecting them.

19 55 TTE I
Article 79 Administrative sanctions

1. FEEREBIIIASIIE > TITBIHI BRI B 2RI HEREZ 5 A 6o b D &T 5,

1. Each supervisory authority shall be empowered to impose administrative sanctions in accordance
with this Article.

2. FHEHNZRT DATBRIFIEATEIL, DIRAY, BRI SIIER TR I NIER 520, £
OEEHT, EXOMWE, ERIBIOHIM, EROME, BRAD LUTEANT L D EE
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2. The administrative sanction shall be in each individual case effective, proportionate and
dissuasive. The amount of the administrative fine shall be fixed with due regard to the nature, gravity
and duration of the breach, the intentional or negligent character of the infringement, the degree of
responsibility of the natural or legal person and of previous breaches by this person, the technical
and organisational measures and procedures implemented pursuant to Article 23 and the degree of
cooperation with the supervisory authority in order to remedy the breach.

3. ARAIOARNEITHAIEITH 0 B TIE R0 2726, LFOBEIITERIC K 58S

DHL L, fEER SR E bR,
3. In case of a first and non-intentional non-compliance with this Regulation, a warning in writing
may be given and no sanction imposed, where:

(a) BARADBMENT — X R L7 LB L2356, £

(a) a natural person is processing personal data without a commercial interest; or

(b) TE3EE 250 A ARMOFHES b L VM, 2O EEEBOMBI L L COREAT —#
DIPRZAT > 256

(b) an enterprise or an organisation employing fewer than 250 persons is processing personal data
only as an activity ancillary to its main activities.

4. BRI, DUF 2808 7RI & o TIT 5 B LT 250,000 22— %,
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KB OGEITEMR TOFEME LD O BERKRT 0.5%E Taimkte L THI~xbnL
ERAR

4. The supervisory authority shall impose a fine up to 250 000 EUR, or in case of an enterprise up to
0,5 % of its annual worldwide turnover, to anyone who, intentionally or negligently:

(@) 7 —Z ORMREIZ L DEFERIST DA Z SR L 22 721358 12 R(DFB L)
(Ao T 72t U <UTMBER T +—~ v MZ X DG Z2Th 70

(a) does not provide the mechanisms for requests by data subjects or does not respond promptly or
not in the required format to data subjects pursuant to Articles 12(1) and (2);

(b) 12 FKDICEE, T — X DORAGHE~OEREME DS L IFEFE DXL D 72Dk %
R

(b) charges a fee for the information or for responses to the requests of data subjects in violation of
Article 12(4).

5. EEERSEIIE, DUF A8 7138k ko T 9 F okt LTREk 500,000 = —2, & L
IFFEHEOGHIIIAMR TOERMTE LED 2 BbHRERRKT 1%E Tailk e LTRTRE

boLT D,
5. The supervisory authority shall impose a fine up to 500 000 EUR, or in case of an enterprise up to

1 % of its annual worldwide turnover, to anyone who, intentionally or negligently:
() T—Z O GFEITH L, & 11 %, 5# 12 5:(3)F LU 14 SRICHE U7 Mg it 217072
W, b LIEARERRERARIE L, 3+ RERED H 2 HIETOERREEEZ1T

DR

(a) does not provide the information, or does provide incomplete information, or does not provide
the information in a sufficiently transparent manner, to the data subject pursuant to Article 11,
Article 12(3) and Article 14;

(b) FH15EBLOE 16 RICHEL 72T —H ~DT I B AR T — X OXRHEIHRME L &
TIENT —# DEEEZTDR, EITREFITH L, #1383 RICHE U @O R FR O
FExiThln

(b) does not provide access for the data subject or does not rectify personal data pursuant to Articles
15 and 16 or does not communicate the relevant information to a recipient pursuant to Article 13;

(0 % 17 RITHELENTH 6 MRS L ITHIBRMEAEST L, £ TR AR
BILMAOREEREALITDRO, b L AT — ¥ ORGHEREAT =2 DY v 7 HT,

BROHIRZZEFE L TWD 2 L2 E =BT D RNERFEE L LR

(c) does not comply with the right to be forgotten or to erasure, or fails to put mechanisms in place to
ensure that the time limits are observed or does not take all necessary steps to inform third parties
that a data subjects requests to erase any links to, or copy or replication of the personal data pursuant
Article 17;

(D % 18 RITEK L, AT —Z OBGE2EFRISAETRE L2, b LIET =2 0%t
GENMDT TV r— a AMENT —H B EET 202 YET D

(d) does not provide a copy of the personal data in electronic format or hinders the data subject to
transmit the personal data to another application in violation of Article 18;
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(&) %5 24 RITELEHFITH L, HFHOBEEEZRE LRV, b LIRS RRELT

2
(e) does not or not sufficiently determine the respective responsibilities with cocontrollers pursuant

to Article 24;

(O 25285, #3154, BLOE M FOICECTXHEELEALRD, b LIEA+HI2
AT

(f) does not or not sufficiently maintain the documentation pursuant to Article 28, Article 31(4), and
Article 44(3);

(@) FHIE DT — 2 REE LRWEEIT, 580 &, 82 KB LU 83 &, mHLWNIE
BoAMICEAT 2 HAEZIIEMABSGICBIT 27 — 2 QBRI S U SRR, FEH.
B R OR R A B A9 T OB 2 585F L 720

(g) does not comply, in cases where special categories of data are not involved, pursuant to Articles
80, 82 and 83 with rules in relation to freedom of expression or with rules on the processing in the
employment context or with the conditions for processing for historical, statistical and scientific
research purposes.

6. BSEHEBRIX, DL Z280E 7213kl X - TIT 9 F I L TAReR 1,000,000 = —12, %
LLIFFEEREOG AT AR TOEMT LED ) bR KT 2% E Taikt e LTR3~
TboLT D,

6. The supervisory authority shall impose a fine up to 1 000 000 EUR or, in case of an enterprise up
to 2 % of its annual worldwide turnover, to anyone who, intentionally or negligently:

(@) 6%, BTHRIBIUE 8 RICHECTEANT — F WBIZBT 2IERRILZR < | F72ITAR
+or70RRE T, EITREICET 2 B A ETTETICT —Z 2 AT S

(a) processes personal data without any or sufficient legal basis for the processing or does not
comply with the conditions for consent pursuant to Articles 6, 7 and 8;

(b) % 9IFKBLOE 8L KICH &, RN BHOT — % 20T 5

(b) processes special categories of data in violation of Articles 9 and 81,

(0 H 19 FDHEFE S L IFFERITHED RN
(c) does not comply with an objection or the requirement pursuant to Article 19;

(A %20 50T 07 74 ) ZITHESW-FERICET B4 8T LR

(d) does not comply with the conditions in relation to measures based on profiling pursuant to
Article 20;

(e) #522 5=, % 23 SR M UYE 30 SRICHE U 72 NER B OERIR . F 72T FERIEDTET L £ D
FAERAZAT 9 72 DY) 22 H & D FE i 2 AT 720

(e) does not adopt internal policies or does not implement appropriate measures for ensuring and
demonstrating compliance pursuant to Articles 22, 23 and 30;

(0 % 25 RICKDRKF DL TR
(f) does not designate a representative pursuant to Article 25;

166



(@) H2BEBLVE2TRICHIEHEDONRIL L TORBIER LIZEAT —Z O

L <IZBOFER AT H
(9) processes or instructs the processing of personal data in violation of the obligations in relation to

processing on behalf of a controller pursuant to Articles 26 and 27;

(h) % 31 B LVE 32 FITiho T lAT —# ORFICHT 285 S L < Ilm, R
b LIIT—FRMEFITHEFED L ITRL T —FREFEIZHOVTEM LN

(h) does not alert on or notify a personal data breach or does not timely or completely notify the data
breach to the supervisory authority or to the data subject pursuant to Articles 31 and 32;

(@) %5 33 I L UE 34 SRICHE UTe 7 — & IRl RO BRTAM 24 520 L 72\, 7 13 BB RIS &
5 FHIORR A E 1T FATHEE LA T — 2 LB 217 5

(i) does not carry out a data protection impact assessment pursuant or processes personal data
without prior authorisation or prior consultation of the supervisory authority pursuant to Articles 33
and 34;

() #3655, BI6RBLUEITRICHLT —HR#EL 7 4 V—DEMEITORN, b L
NFZ OEEN M TR T T2 D O EFT LA

(j) does not designate a data protection officer or does not ensure the conditions for fulfilling the
tasks pursuant to Articles 35, 36 and 37;

& 39 %DTF—FE#H— LG LT~ —2 ZHT 5

(K) misuses a data protection seal or mark in the meaning of Article 39;

(D) 540 =B 44 RIC K 2 24 MEOHIM, EITED R — T T — FIC X > TFFar S 4L
TR, B=FEDS LIIEBBEEIE L, R3S EEEE RN L TF — 2 #ME 4217
I, FIFATO Lo T D

() carries out or instructs a data transfer to a third country or an international organisation that is not
allowed by an adequacy decision or by appropriate safeguards or by a derogation pursuant to
Articles 40 to 44;

(m) 53 5MWICH D, 7T — XU E 1T T — & 7 0 —ORFIKT 2 B EBERE N 6 oM,
B L <IE—FRE 723K AR ER IR IZHE D e v

(m) does not comply with an order or a temporary or definite ban on processing or the suspension of
data flows by the supervisory authority pursuant to Article 53(1);

() % 28 5:(3). % 29 55, 5 34 5(6) 1 LUV 53 F@ITESD 2 BB+ e, £

Toldis, BEfF RO, & L <IZBHA~DILH A FFA[ 21T h 70

(n) does not comply with the obligations to assist or respond or provide relevant information to, or
access to premises by, the supervisory authority pursuant to Article 28(3), Article 29, Article 34(6)
and Article 53(2);

(0) % 84 SrD YW LOSFRAZEHE RIS 2 B xt SR O BRI A 357 L 72
(o) does not comply with the rules for safeguarding professional secrecy pursuant to Article 84.

7. BRMNZBE ST, 2 HOKELZEE L, H 4, &5 HDbWNIH 6 HOWBE O Z &
B BEEIT, 5 86 RITW > TEEEFTETRIRT DHREZEA N bDET 5,
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7. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of updating the amounts of the administrative fines referred to in paragraphs 4, 5 and 6,
taking into account the criteria referred to in paragraph 2.

BIXE BEOT—ZQAEDORIIZET DHE
CHAPTER IX PROVISIONS RELATING TO SPECIFIC DATA PROCESSING SITUATIONS

80 £ N T — 5 DUFE L ZEH] D F Hi
Avrticle 80 Processing of personal data and freedom of expression

1. AnEREN, 25 11 oo —fRIRAL, 5 TIL BT — 2 OXfRE O], 5 IV EOFHE
BLORHEEOHER, 5 V BEOHE=FEL L WNTEEHE~DOMEAT — % DixF. # VI
EOMNZETEREEE, 25 VI EOB A O L EAEORHICH L, KEOHBEZED D
BANCHNY | AT — X RFEDOHER] & T S D 72O N T — & ORE A iE ) 722 H 7Y,
b L <UIEZEMRY, CFRRITIT O HE IS+ 2 RA B L ORH 2 fm T XE b &
ERAR

1. Member States shall provide for exemptions or derogations from the provisions on the general
principles in Chapter I, the rights of the data subject in Chapter 111, on controller and processor in
Chapter 1V, on the transfer of personal data to third countries and international organisations in
Chapter V, the independent supervisory authorities in Chapter VI and on co-operation and
consistency in Chapter VII for the processing of personal data carried out solely for journalistic
purposes or the purpose of artistic or literary expression in order to reconcile the right to the
protection of personal data with the rules governing freedom of expression.

2. FBINBEILE 1 I > TRIEEBEICERLEZZNGREICOWTHRETHE 91 @)1
EDDHHIHFETIC, TLTUBOKEET T INOICHE L 5 2 ZWEITOWTIERER

< BMZEZERICH L TEATREbDETD

2. Each Member State shall notify to the Commission those provisions of its law which it has
adopted pursuant to paragraph 1 by the date specified in Article 91(2) at the latest and, without delay,
any subsequent amendment law or amendment affecting them.

8L K N DREFEIZ LTS5 7 — 5 DI
Acrticle 81 Processing of personal data concerning health

1. ABRAORE R L O 9 £@QM) I HADRERICEY 27 — 2 o, 7—4
DXGIE OR4R % R 9 2 T2 DI 2> AR e fi i 2 4292 EU 756 L TR E
BIZHESE, D2OUTOREOIZKHERS D TRITIUIR B0,

1. Within the limits of this Regulation and in accordance with point (h) of Article 9(2), processing of
personal data concerning health must be on the basis of Union law or Member State law which shall

provide for suitable and specific measures to safeguard the data subject's legitimate interests, and be
necessary for:
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(@) MR LD T =2 B LOTFHBEHEONR L RLEREFE. b LATMBEEES L
IERIEN TEEWEZ AT 2/ RE LR XL - T, RIFEOTHEHBNREOND
BICED, TRIET, BERRET. ERZE, F#LiROREMH, E3ERY—e 2%
HOHRWTIT ) 7T — LD, 7203

(a) the purposes of preventive or occupational medicine, medical diagnosis, the provision of care or
treatment or the management of health-care services, and where those data are processed by a health
professional subject to the obligation of professional secrecy or another person also subject to an
equivalent obligation of confidentiality under Member State law or rules established by national
competent bodies; or

(b) ARMAEDIEIZINT D MR~ DORZN BRI %58, b LT, L 0b
T EREAOCERR I D mWanE R L M EORFEF O AL ORR DD £2iT
(b) reasons of public interest in the area of public health, such as protecting against serious
cross-border threats to health or ensuring high standards of quality and safety, inter alia for
medicinal products or medical devices; or

(o) MERELRIRHE CF YW — B AA~O R UL T FIAD B8 F xR 2 s S & 5%,
R IREHE D Z DN ILDOFIZR DT80

(c) other reasons of public interest in areas such as social protection, especially in order to ensure the
quality and cost-effectiveness of the procedures used for settling claims for benefits and services in
the health insurance system.

2. FESRAY, BERMAO E 23RO A B OIS B e BRI O 1) B R OSEIBL L 7R A D
PABME, IBROEEMHED OIS P EBEHEBIRED . HADREICET 57 —Z DL
UL, 5 83 FOFMB L UMRERE ORI D,

2. Processing of personal data concerning health which is necessary for historical, statistical or
scientific research purposes, such as patient registries set up for improving diagnoses and
differentiating between similar types of diseases and preparing studies for therapies, is subject to the
conditions and safeguards referred to in Article 83.

3. BNZEE =T, 5 1 HO) 5 OAREASZBIZHE T HALOFREOMOBRE, KO 1 H
DEANT — & ORI~ ORFEHE KT 2 A L FR A2 T ITRET 2 HRY T, 5 86 F=ITTHE

S TEEEFTERIRT OMEREZEZAOND HD ET D,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying other reasons of public interest in the area of public health as referred
to in point (b) of paragraph 1, as well as criteria and requirements for the safeguards for the
processing of personal data for the purposes referred to in paragraph 1.

F82 Z JLG TOMEE
Avrticle 82 Processing in the employment context

1. ABRIOH T, INEEITERIC L - T, B TOWREME O NT — 2 DALz 1
TLOREDKRAUNETINT 2 Z &N TE 5, TN OBANTITFRIC, TR B, EESCHIE
WFINCE D D BB ORTHE L2 S LREMBROZET, EH O LOMWM. 5 TR
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ErEFEORP, BLOEMIET 2R LFIEOMAEITER L~ TORZE LD

BATHW, BLOREMABRK TOHNOTZD DL DO EE T,

1. Within the limits of this Regulation, Member States may adopt by law specific rules regulating the
processing of employees' personal data in the employment context, in particular for the purposes of
the recruitment, the performance of the contract of employment, including discharge of obligations
laid down by law or by collective agreements, management, planning and organisation of work,
health and safety at work, and for the purposes of the exercise and enjoyment, on an individual or
collective basis, of rights and benefits related to employment, and for the purpose of the termination
of the employment relationship.

24 MR ENLEE 1 HHIZHE » CRIENEICEIR L2 Z NG RBEICOWVWTHRE THE 91 @10 E
OAHWHETIZ, TLTUEINHICHELZ 52 HDRTIZHOWVWTEEZR LS, BRINEESIZ

MLTEMIEbDLT 5

2. Each Member State shall notify to the Commission those provisions of its law which it adopts
pursuant to paragraph 1, by the date specified in Article 91(2) at the latest and, without delay, any
subsequent amendment affecting them.

3. BINEE S, 5 1 HOMEAT — # OUBEA~OURFERTE (k)95 FLUE & F 2 I RFE
THAMT, % 86 FIho THEEN LRI 2HREEALND LD LT 5,

3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the safeguards for the processing of
personal data for the purposes referred to in paragraph 1.

F 83 F JELHT, BRI, P L OFHF R B H B9 TOREE
Article 83 Processing for historical, statistical and scientific research purposes

1. ABOHPA T, LLFOBEITBNTOR, AT —Z TR, HLatid L ORRY
A H B TOLBNTFEN D,

1. Within the limits of this Regulation, personal data may be processed for historical, statistical or
scientific research purposes only if:

(@) T—XOXRNBHEOFRE, b LILINLL EORFEZFFAI LIWEHDO T — X & i 5 LA
NOFETIE, 2D EBERTE R2VEE

(a) these purposes cannot be otherwise fulfilled by processing data which does not permit or not any
longer permit the identification of the data subject;

(b) 7 — % OXIGRE DE S A2 SUTFFE R FTRE R IF MO BIER 5- 2 bITe T — Z o
HREIVTINRE SN TEY, ZOFEREHNDLZETINODOHMNENRATRETH L
AN

=

(b) data enabling the attribution of information to an identified or identifiable data subject is kept
separately from the other information as long as these purposes can be fulfilled in this manner.

2. JESR, HEEHYER KORFRGRAZ1T O HRiZ, BITOSEAICBWToR, AT —F
DHFEL LAIARDFTF SN D,
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2. Bodies conducting historical, statistical or scientific research may publish or otherwise publicly
disclose personal data only if:

(@) 77— X OXREDNE TRIZEDDHFEMFIESHCTHE LGS

(a) the data subject has given consent, subject to the conditions laid down in Article 7;

(b) AT —& DA, MEERORRICNERIGE, 23T — X OXGHF ORI, K
ARPMER T IZABMREE SR WHEIFHICEWNT, HEOXEE 56, b LT

(b) the publication of personal data is necessary to present research findings or to facilitate research

insofar as the interests or the fundamental rights or freedoms of the data subject do not override
these interests; or

(© T—FORMGENLET —F 2L TV 5E
(c) the data subject has made the data public.

3. BNZERIT. H 1 HKOE 2 HO HID T2 DI AT — 2 ORI BE§ 2 Mg & 2
ZREAICRUET 2 2 LITMA, 7 —Z OXERE OIFHRITHTT DR B L OE#RA~DT 7 &
ZNRBERHRZ ED ., 23025 BENZET 57— F DX RE ORI~ D IRERE & 2D

I A HIE T 2 HIY T, 55 86 RITHE» TEMER ZHINT DML G2 N bD LT D
3. The Commission shall be empowered to adopt delegated acts in accordance with Article 86 for the
purpose of further specifying the criteria and requirements for the processing of personal data for the
purposes referred to in paragraph 1 and 2 as well as any necessary limitations on the rights of
information to and access by the data subject and detailing the conditions and safeguards for the
rights of the data subject under these circumstances.

FBA K TR
Avrticle 84 Obligations of secrecy

L AR ORI ISV TIMBRENE, EAT — 2 (R B 2 HER & TR O A L 2
OGN R GBIV T, WEE EOTFREE,. b L BENEELIIFAENTEEEZ A
T DA L D BANS K> TENITHT 2 FRERB 2 6 S 5 B ELE £ 723 eiE s>
W, 5 53 RITTED 2 BB BN & 2 BB HE A RE T 272012, FrE ORI ZERIRT %
ZENTED, INHORANT, SFREBNEM SN OTEIIICBWTERE S L 30

FREFG LIEAT —ZIZ L CORBEHIND D ET 5,

1. Within the limits of this Regulation, Member States may adopt specific rules to set out the
investigative powers by the supervisory authorities laid down in Article 53(2) in relation to
controllers or processors that are subjects under national law or rules established by national
competent bodies to an obligation of professional secrecy or other equivalent obligations of secrecy,
where this is necessary and proportionate to reconcile the right of the protection of personal data
with the obligation of secrecy. These rules shall only apply with regard to personal data which the
controller or processor has received from or has obtained in an activity covered by this obligation of
secrecy.

2. FMBAENEE 1 B> TERIRLZZBANC SN T, HETHH 91 K@ICED LM H F
TIZ, TNHICHEL B2 DUBOWEICOWV UTEER L, BINEESISEMT &
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DETD,

2. Each Member State shall notify to the Commission the rules adopted pursuant to paragraph 1, by
the date specified in Article 91(2) at the latest and, without delay, any subsequent amendment
affecting them.

F85 £ HARF L OFETNADEL 70D 7 — X (RAEHIAY
Article 85 Existing data protection rules of churches and religious associations

1. AFRAPERR RIC BV T, ARORAEES U IE-D T — 2 OLHIZEE L THEAT
— Z RGBT 2 0B 2 ED TV D56, £ OBRINARRIE FifT 272 513,
ZORANI 1 EH LT HZ ENTE D,

1. Where in a Member State, churches and religious associations or communities apply, at the time
of entry into force of this Regulation, comprehensive rules relating to the protection of individuals

with regard to the processing of personal data, such rules may continue to apply, provided that they
are brought in line with the provisions of this Regulation.

2. % 1 T - TR A 2T 95 Hak LOFEERERIE, AKBRIO% VI &Eigh

ST, MSZEBREBE A 32 B B R Ui B 72,

2. Churches and religious associations which apply comprehensive rules in accordance with
paragraph 1 shall provide for the establishment of an independent supervisory authority in
accordance with Chapter VI of this Regulation.

BXE ZEESKROWTE
CHAPTER X DELEGATED ACTS AND IMPLEMENTING ACTS

#86 K HEIREH

Avrticle 86 Exercise of the delegation

1LEBTESEIROMHERIL, AKICED DIRWIZEB > THESND LD TH D,

1. The power to adopt delegated acts is conferred on the Commission subject to the conditions laid
down in this Article.

2. F65:(5), 8B, FHI9SKMB)., FH12506B). F 14 5. 5 15 %13, F 17 509).
%520 5:(6), %22 5:(4), %23 5(3), % 265:(5), #F282:(5), 30 2:(3), 31 4(5),
% 32 5:(5), % 336 52). 34 :(8). #F 35 5(11). % 37 5:(2). % 39 5(2). & 43 5&(3).
25544 2:(7). F 79 5:(6). &5 81 5:(3). %5 82 (3B LU 83 (B DHEMRKEIL., AHIHI

DI ANOHIRPHRE S LD ETORKMNEERIIMNEESNDbDET D,

2. The delegation of power referred to in Article 6(5), Article 8(3), Article 9(3), Article 12(5),
Acrticle 14(7), Article 15(3), Article 17(9), Article 20(6), Article 22(4), Article 23(3), Article 26(5),
Article 28(5), Article 30(3), Article 31(5), Article 32(5), Article 336), Article 34(8), Article 35(11),
Avrticle 37(2), Article 39(2), Article 43(3), Article 44(7), Article 79(6), Article 81(3), Article 82(3)
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and Avrticle 83(3) shall be conferred on the Commission for an indeterminate period of time from the
date of entry into force of this Regulation.

3. 6 k(B), % 8KEM). H9IFKMB). HF125K06). # 14 (1. 5 15 5&E0B). &# 17 5(09),
5520 5:(6). 5 22 5:(4), % 23 5:(3). 26 &(5). £ 28 5:(5). 5 30 5:(3). #F 31 5:(5).
%5 32 5:(5), 5 33 54:(6). & 34 5:(8), 5 35 5(11). 5 37 5:(2). 5 39 5:(2). ¥ 43 %£(3).
44 2=(T). 5 79 5:(6). % 81 5:(3). # 82 %&(3) I L UE 83 L) DIEMRB L, RN
25 L IFRINBEFESIZ L2 MEIA WO THAMRETH D, MEIOBEIZL Y, ZOHTE
D OMEMBREIFEILLSIND, ZNEFRINESERICBITOHREDAEZIZA, bLIIFEZD
WCEDDLUBED BRI N Z2HT 20D LT 5, ZHUIBLIZHEIT L TV L2 REETOF DM
WA G525 D TIER,

3. The delegation of power referred to in Article 6(5), Article 8(3), Article 9(3), Article 12(5),
Acrticle 14(7), Article 15(3), Article 17(9), Article 20(6), Article 22(4), Article 23(3), Article 26(5),
Article 28(5), Article 30(3), Article 31(5), Article 32(5), Article 33(6), Article 34(8), Article 35(11),
Article 37(2), Article 39(2), Article 43(3), Article 44(7), Article 79(6), Article 81(3), Article 82(3)
and Article 83(3) may be revoked at any time by the European Parliament or by the Council. A
decision of revocation shall put an end to the delegation of power specified in that decision. It shall
take effect the day following the publication of the decision in the Official Journal of the European

Union or at a later date specified therein. It shall not affect the validity of any delegated acts already
in force.

4. BRINZE B2 B ZREET OFRRE T <IT, BONGES & BONE SR L CRIFHC B E 21T
IbDLETD,

4. As soon as it adopts a delegated act, the Commission shall notify it simultaneously to the
European Parliament and to the Council.

5. %6 &(5), % 85(13). #9501, F 1256). F 14 57D, % 15 50B). # 17 5(09),
520 2:(6), 5 22 2:(4), 5 23 5:(3), % 26 5:(5), % 28 £(5). % 30 5(3). % 31 5:(5),
%5 32 4:(5), % 33 5:(6). % 34 5:(8), # 35 5(11), % 37 5:(2). % 39 5:(2). % 43 5:(3),

W44 (7). % 79 5(6). %581 5:(3). 5 82 5(3)F L UVE 83 LI - TR &ENI-FE:
RESIE, BRMES D L IERMNEFES~0HEENS 2 22H UNICEZOBEN 2 Sk
Dol b LAXME DR E CICHINEE R I LEENS WS 2@ LG4
INEHTLHHEDOET D, BINEESELITHRFIIALOTET, Zo#H%E 2 » AR

TEX5HDET 5,

5. A delegated act adopted pursuant to Article 6(5), Article 8(3), Article 9(3), Article 12(5), Article
14(7), Article 15(3), Article 17(9), Article 20(6), Article 22(4), Article 23(3), Article 26(5), Article
28(5), Article 30(3), Article 31(5), Article 32(5), Article 33(6), Article 34(8), Article 35(11), Article
37(2), Article 39(2), Article 43(3), Article 44(7), Article 79(6), Article 81(3), Article 82(3) and
Avrticle 83(3) shall enter into force only if no objection has been expressed either by the European
Parliament or the Council within a period of two months of notification of that act to the European
Parliament and the Council or if, before the expiry of that period, the European Parliament and the
Council have both informed the Commission that they will not object. That period shall be extended
by two months at the initiative of the European Parliament or the Council.
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HO1 & ZHAXDFNE
Axrticle 87 Committee procedure

L BINEESEFZER Lo TilitkEsns b0 L T5%5, 2oZEERIT. BIUNBAIED) No

182/2011 (BT LHFDO S D & T 5,

1. The Commission shall be assisted by a committee. That committee shall be a committee within
the meaning of Regulation (EU) No 182/2011.

2. RIEZFIHT 2846, BMHBLAI No 182/2011 5 5 LA MH S b b D ET 5,
2. Where reference is made to this paragraph, Article 5 of Regulation (EU) No 182/2011 shall apply.

3. RIEZ G| AT 584, MINEA] No 182/2011 45 8 &M RAE 5 &L CHA SN D H D

92,

3. Where reference is made to this paragraph, Article 8 of Regulation (EU) No 182/2011, in
conjunction with Article 5 thereof, shall apply.

FEXIE HRHE
CHAPTER XI FINAL PROVISIONS

#5188 £ 757 95/46]EC DFEL:
Article 88 Repeal of Directive 95/46/EC

1. 84 95/46/EC Il &S5,
1. Directive 95/46/EC is repealed.

2. EILEN DA ~DBRIL, KAHA~OBREMREINLE D ET 5, BKRINES
95/46/EC D 29 512 E D AENT — & QAP BT A [ MR E(EE TS kT A2 RIT
AR TR SN T — F RERE S ~DBR L 72T,

2. References to the repealed Directive shall be construed as references to this Regulation.
References to the Working Party on the Protection of Individuals with regard to the Processing of
Personal Data established by Article 29 of Directive 95/46/EC shall be construed as references to the
European Data Protection Board established by this Regulation.

F89 £ M7 2002/58/EC & DRI L ONAITE # DIE
Article 89 Relationship to and amendment of Directive 2002/58/EC

1. AHANL, HENOAMBER Yy P T =27 ICBWCHERI A TRER BT BEY—E 2D
HEWCHEDLS, MAT—ZOWBICEEOH L HKRAD LL :w;&A IRPL. BRMES
2002/58/EC IZE S HRIEED FTEHZ L 0 Z OF IR I N D EDOHBEBITIN A, B2l
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1. This Regulation shall not impose additional obligations on natural or legal persons in relation to
the processing of personal data in connection with the provision of publicly available electronic
communications services in public communication networks in the Union in relation to matters for
which they are subject to specific obligations with the same objective set out in Directive
2002/58/EC.

2 545 2002/58/EC O 1 £QIFHIFRS Db D LT D
2 Article 1(2) of Directive 2002/58/EC shall be deleted.

90 F A
Article 90 Evaluation

BN ZEE 2T, BN R L ORI ES 6 L CESIC, ARAOF MBS L ORE L
BT o MEERET XS D LT 5, HRYOWMEFIIABAEZ LD 4 F2B2 00
A TRESNDNE LT 5, DEOREEL, LE 4 FEITRHSNLDIbD LT 5,
BROINZE BT HBEITIE U, FREART 05 R2E Bt S OMERRILZ R IZ B EIC ANz LT,
ABRNYGE 72 & IO ER: & O 2 B WL B O R IR BRI T o & LT 5,
ZOREFTRICARINDI D LT D,

The Commission shall submit reports on the evaluation and review of this Regulation to the
European Parliament and the Council at regular intervals. The first report shall be submitted no later
than four years after the entry into force of this Regulation. Subsequent reports shall be submitted
every four years thereafter. The Commission shall, if necessary, submit appropriate proposals with a
view to amending this Regulation, and aligning other legal instruments, in particular taking account

of developments in information technology and in the light of the state of progress in the information
society. The reports shall be made public.

FN £ FEL I L BN
Avrticle 91 Entry into force and application

1. AT EESE RN TORITEZIT T2 XV NERTHLOTH D,

1. This Regulation shall enter into force on the twentieth day following that of its publication in the
Official Journal of the European Union.

2. 2T BE1HoOBAMEY 2] CE-THEHASND LD LT 5, AFANTEIMEEIC

XL TaENRPERDZRHRL, BEFNCEN SN2 DO TH D,
2. It shall apply from [two years from the date referred to in paragraph 1]. This Regulation shall be
binding in its entirety and directly applicable in all Member States.
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Done at Brussels,

R e 2 1 R Bl
OBE S5 OBE S5

For the European Parliament The President
For the Council The President
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