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1. By DefaultilZDULYT
® Digital by default : #§h'5&EFA
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1. By DefaultilZDULYT
® Cloud by default : >AFLA7—FFIFv
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2. FSAMZDNT (1) ERE

® EUNHEREZXZSNAM—ER

® ¢elIDAS Regulation

® 20124F6 AEEARM — 2014F9A HE
Regulation (EU) No910/2014 of the European Parliament and of the

Council of 23July 2014 on
electronic identification and trust services for electronic transactions in

the internal market and repealing Directive 1999/93/EC

electronic Identification, Authentication and Signature Regulation
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DEUIZ#I+3BDigital Single Market®#% B
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Building trust in the online environment is key to economic and social
development. Lack of trust, in particular because of a perceived lack of legal
certainty, makes consumers, businesses and public authorities hesitate to carry
out transactions electronically and to adopt new services.
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2. FSAMZDNT (1) ERE

® eSignature Directive5elDAS Regulation~

Chapter b 4 Section b
. 2016.7.1 1.— 1T
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‘trust service’ means an electronic service
normally provided for remuneration which
consists of:

(a)the creation, verification, and validation of
electronic signatures, electronic seals or
electronic time stamps, electronic registered
delivery services and certificates related to
those services, or

(b)the creation, verification and validation of
certificates for website authentication; or

(c) the preservation of electronic signatures,
seals or certificates related to those
services;

‘FIRMF—ER EITEE, BHTRESND
BFY—ERATHYUTHHEREND
(Q)BFER.e-v—I  BMLREVT  BFE
BEMF—ER, ZLTENLOH—ERIZEE
EL-EFEHESOER. REE. RLMEHER

(b) Web¥ 1 FERRED F= b D EFREBHE D £ AL

AT, ZLMERERR
(C)EFEFR.e-V—IL BALREVT BB
g;n%w#—ﬁxllﬁﬁﬁﬂ'éﬁ?ﬁﬂﬂﬁd)

[ N2

AR

TI)r—3y
* ) h:=:/ N /_ H—EX

elnvoicing =3 eDrochement

Cross recognition of \
= @ - national elD schemes in the
s o EU: one-step forward
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2. FSRMIDWT (2)REKE

o KENDZEREEZXABNIAMF—ER
® DFARS 252.204-7012

KEP#EE (DoD) H2017F12AKFTIc. BHRBCHUTNISTHAEDELFIVUT 1 —HRAA RS51>
[NIST SP800-171|DEF2HRIE(LIBILERE

Raytheon. Boing. Lockheed Martin etc
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2. FSAMZIDWNT (2)RERE
® T—AMRX4% : Classification Levels (EO 13526)

® Controlled Unclassified Information(CUI)[&. X KHE4ES EO 13556
#ifE Executive Order 13556 (2010)IZ&H>TESH Controlled Unclassified
éhf:ﬁﬁﬁﬁ'ju NO\IIZ::::ra:,oZn010.
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KE Classified Information cul Unclassified
Top Secret-Secret- Confidential Information
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®@ EFDRX5: Security Clearance (EO 13526)

® Personal Identity Verification (PIV) h—F B BFEEFTE
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® PIVEPIV-IZ

DoD Sponsored

B DpoD
Other Federal Agency
Commercial
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Il sShared Service Providers (PIV)
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Future Certificates
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2. FSARMZDWT (3) EfRfEEEE

®Data Free Flow with Trust

[BREEE IO —IVICET 2T aBE L EREEEE

® Japan-EU Digital Trade

HEURFE#IRE: 201952818 3
® Japan-US Digital Trade

A¥kTHIIE ST 20195128138 AR UEST
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2. FSRMZDWLT (3) EFRAEEE
® Japan-EU Digital Trade

® 25t EU-Japan Summit 17 July — Tokyo
A landmark moment for trade and cooperation

® E-commerce chapter of the EPAFTA agreement é ﬂ ,.

Definitions

(a)"electronic authentication" means the process or act of verifying the identity of a party to an electronic
communication or transaction or ensuring the integrity of an electronic communication;

And

(b) "electronic signature" means data in electronic form which are attached to or logically associated with
other electronic data and fulfil the following requirements:

(i) that it is used by a person to confirm that the electronic data to which it relates have been created or
signed, in accordance with each Party's laws and regulations, by that person; and
(ii) that it confirms that information in the electronic data has not been altered.

%%%%j{i H#:EU Commission&$} &Y 17



2. FSAMZDWT (3) EFEEEE
® Japan-US Digital Trade

AGREEMENT BETWEEN JAPAN AND THE UNITED STATES OF AMERICA

charge equivalent to an internal tax imposed consistently with paragraph 2

CONCERNING DIGITAL TRADE

Japan and the United States of America (“the Parties™) have agreed as follows:

Article 1
Definitions

For the purposes of this Agreement:

(a) “algorithm™ means a defined sequence of steps, taken fo solve a problem or obtain
aresult;

()] computing facilities” means computer servers and storage devices for processing
or storing information for commercial use;

(c) “covered enterprise” means. with respect to a Party, an enferprise in ifs territory,
owned or controlled. directly or indirectly. by an investor of the other Party. in
existence as of the date of enfry into force of this Agreement or established.
acquired, or expanded thereafter;

“covered financial service supplier” means:

(1) a financial mstitution of the other Party: or

(1) a financial service supplier of the other Party, other than a financial
institution of the other Party. that is subject to regulation, supervision, and
licensing, authorization. or registration by a finaneial regulatory authority
of the Party:

“covered person” means:

(1) covered enterprise; or

(ii) person of the other Party;

“customs duty” includes any duty or charge of any kind imposed on or in connection
with the importation of a good, and any surtax or surcharge imposed in commection

@

of Article III of the GATT 1994;

fee or other charge in connection with the importation commensurate with
the cost of services rendered: or

(iii)  antidumping or countervailing duty;

“digital product” means a computer program. text, video, image, sound recording.
or other product that is digitally encoded. produced for commercial sale or
distribution, and that can be transmitted electronically;!

“electronic authentication” means the process or act of venfying the identity of a
party to an electronic communication or transaction and ensuring the integrity of
an electronic communication;

." means data in electronic form that is in. affixed to, or
logically associated with an electronic document or message and that may be used
to 1dentify the signatory in relation to the electronic document or message and
indicate the signatory’s approval of the information contained in the electronic
document or message;”

“electronic transmission” or “transmiftted electronically” means a transmission
made using any electromagnetic means;

“enterprise” means any entity constituted or otherwise organized under applicable
law, whether or not for profit, and whether privately or governmentally owned or
confrolled. including any corporation, trust, partnership. sole proprietorship, joint
venfure. association. or similar organization;

“enterprise of the other Party” means an enterprise which is constituted or otherwise
organized under the law of the other Party and is engaged in substantive business
operations in the territory of the other Party:

“existing” means in effect on the date of entry into force of this Agreement;
“financial instifution” means a financial intermediary or other enterprise that is

authorized to do business and 1s regulated or supervised as a financial institution
under the law of the Party in whose territory if is located;

! A digital product does not mclude a digitized representation of a financial instrument. including money:

with such importation. but does not include any:

* For Japan, an electronic signature shall fulfill the requirement that such data can confirm that the information in the
electronic document or message has not been altered

H# 20195128 BT P2 BELY
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: Cross Certification(CC) -3’
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fGPKI Commerdjal

BCA \ ;’ BCA
\ i JPKI LGPKI =
o < BCA BCA

\ { . rospac Power utomoti

: industry| | industry | ( industry
\/ : BCA / \ BCA / \ BCA

: CA for private sector CA for private sector

i CA for public sector (Bridge-Type) (Trust-List-Type) -
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