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ISO/IEC Teleworking

11.7.2 Teleworking

Control
A policy, operational plans and procedures should be developed for
teleworking activities.

Implementation guidance

Organizations should only authorize teleworking activities if they are
satisfied that appropriate security arrangements and controls are in
place and that these comply with the organization's security policy.

Suitable protection of the teleworking site should be in place against,
e.g., the theft of equipment and information, the unauthorized
disclosure of information, unauthorized remote access to the
organization's internal systems or misuse of facilities. Teleworking

activities should both be authorized and controlled by /management,
and it should be ensured that suitable arrangements are in place for
this way of working.
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